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1. Introduction

The Government Emergency Telecommunications Service (GETS) and Wireless Priority Service (WPS) respond to the White House’s requirement for "national security and emergency preparedness communications …under all circumstances including crisis or emergency, attack, recovery, and reconstitution…" (Executive Order 12472).

The current 802.16m SRD also has the requirement for the support for government mandates and public safety.  In Section 5.0 "General Requirements" of the SRD there is a subsection 5.8 "Support for government mandates and public safety".  The text of the subsection states: "IEEE 802.16m shall be able to support public safety first responders, military and emergency services such as call-prioritization, pre-emption, and push-to-talk."
In contribution C802.16m-08/1046r1, the traffic load of National Security/Emergency Preparedness (NS/EP) users is assumed to be 10% of the cell/sector load while 90% is for the regular user traffic load.  Some members have questions on the traffic load generated by NS/EP users.  This contribution provides explanation and rational for the assuming NS/EP load.
2. NS/EP Traffic Load
Based on analysis in Reference 2, for the national average, the NS/EP user population is about 0.55% of the city population.  However, this percentage increases drastically for major cities such as Washington, D.C. and New York City.  The increase can reach 166% above the national average.
When disaster occurs, the NS/EP users will rush to the scene to conduct rescue and disaster relief missions.  This local congregation phenomenon of NS/EP users further increases the percentage.  As a result, 10% of the cell/sector load is assumed to be the NS/EP user load.

Also, when the NS/EP users rush to the scene, they will turn on their WiMAX communication devices (for voice, data and/or video) to start performing their noble duties.  The WiMAX cell/sector will see a surge of initial ranging (and others) load.  C802.16m-08/1046r1 proposes techniques to ensure these NS/EP users can get through initial ranging without being blocked.  If NS/EP user is not able to get through the initial ranging stage, the NS/EP user cannot conduct their missions during crisis; the result is more lives will be lost and more properties will be destroyed.
The lesson learnt from 9/11 tragedy is that all traffic load (network entry and connection establishment) increase more than 9 times than the normal peak load.  Without prioritized techniques for initial ranging (and others), the NS/EP is unable to perform their missions during crisis.
3. FCC Approved H-PURDA Algorithm to Protect Public User Traffic
The public may have a concern that when prioritization techniques are used, the capacity for regular (public) users is deprived.  FCC has recently approved Hard Public Use Reservation by Departure Allocation (H-PURDA) which limits the share of released and available radio resources that can be used to serve NS/EP calls [3].  The basic principle is that when there is no radio resource available, NS/EP calls will be queued while the regular calls will be released.  H-PURDA limits the percentage of radio resource that can be allocated to the queued NS/EP calls.  By doing so, an adequate amount of radio resources is guaranteed to be available for public users when the NS/EP traffic load increases.  Although H-PURDA is developed for CDMA and GSM technologies, equivalent versions of H-PURDA are being developed for 802.16m, and will be presented in future 802.16m meetings.  The following is the recommended stage 2 SDD text proposal for Upper MAC.
4. SDD Text proposal
Add the following text to Section 10.7.3 Priority for Emergency Service Flows

 [---------------------------------------------------Start of Text Proposal--------------------------------------------------] 
Section 10.7.3 Priority for Emergency service flows
If the resource is currently unavailable, a prioritized service flow request is queued based on its QoS type and priority.  If the resource is unavailable, a regular service flow request will be released.  Once the resource is available, x% of the available resource will be used to process the queued requests, where x is TBD.  The (1-x)% of the available resource will be used to serve the regular service flow request.

[---------------------------------------------------End of Text Proposal--------------------------------------------------]
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� NCS provides guidance and assistance to the President, the National Security Council (“NSC”), the Homeland Security Council (“HSC”), the Director of the Office of Science and Technology Policy (“OSTP”), and the Director of the Office of Management and Budget (“OMB”) concerning the coordination of, planning for, and provision of NS/EP telecommunications for the Federal government under all circumstances, including crisis or emergency, attack, recovery, and reconstitution.
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