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================= Start of Proposed Text ========================

10. Medium Access Control Sub-Layer 
10.5 Convergence Sublayer 

GPCS is used to transport packet data over the air interface.This means that the classification is assumed to take place on layers above the MAC-CS. Relevant information for performing classification are transparently transported during connection setup or change.

10.6 Network Entry

Network entry is the procedure by which an MS finds and establishes a connection with the network. The network entry has the following steps:

· MS synchronizes with the BS via synchronization channel (SCH). 

· MS obtains necessary information e.g. BS ID, NSP ID for initial network entry, and performs network selection. 

· MS starts ranging process.

· Authentication and registration process. 

· MS enters 16m network and sets up service flows.

Neighbour BSs search is based on the same downlink signals as initial network search (eg: preamble) except some information can be provided by serving BS (eg: NBR-ADV). Network re-entry from such procedures as handover, idle mode exit and so on, is based on initial network entry procedure with certain optimization procedures.

The BS shall respond to the MS’ initial ranging code transmission by broadcasting a status indication message (e.g.: Decoding Status Bitmap) in a following predefined DL frame/subframe. The initial ranging related messages (e.g.: RNG-RSP and BW Grant) can be embedded linked to the corresponding bit of the status indication message to reduce overhead.

10.7 Connection Management

Connections are identified by the combination of station identifier and flow identifier. Two types of connections are used – management connections and transport connections. 

Management connections are used to carry MAC management messages. Transport connections are used to carry user data including upper layer signaling messages such as DHCP, etc and data plane signaling such as ARQ feedback.

Fragmentation is supported on transport connections. Fragmentation may be supported on unicast management connections.

10.7.1 Management connections:

Management connection is bi-directional and default values of flow identifier are reserved for unicast management connection(s). Management connections are automatically established after station identifier is assigned to an MS during MS initial network entry.

10.7.2 Transport connections:

Transport connection is uni-directional and established with unique flow identifier assigned during service flow establishment procedure. Each admitted/active service flow is uniquely mapped to a transport connection. Transport connection is released when the associated service flow is removed. To reduce bandwidth usage, BS and MS may establish/change/release multiple connections using single message transaction.

Transport connections can be pre-provisioned or dynamically created. Pre-provisioned connections are those established by system for an MS during the MS network entry. On the other hand, BS or MS can create new connection dynamically if required. A connection can be created, changed, or torn down on demand.

10.7.3 Priority for Emergency service flows:

For handling Emergency Telecommunications Service and E-911, emergency service flows will be given priority in admission control over the regular service flows. 

Default service flow parameters are defined for emergency service flow, based on which the BS can grant resource in response to the MS's emergency service notification without going through the complete service flow setup procedure during initial network entry procedure or in normal state. Details of emergency service notification are FFS.

If a service provider wants to support National Security/emergency Preparedness (NS/EP) priority services, the BS uses its own algorithm as defined by its local country regulation body. For example, in the US the algorithm to support NS/EP is defined by the FCC

10.8 QoS

In order to provide QoS, IEEE 802.16m MAC associates an uni-directional flow of packets which have a specific QoS requirement with a service flow. A service flow is mapped to one transport connection with one flow identifier. BS and MS provide QoS according to the QoS parameter sets, which are negotiated between the BS and the MS during the service flow setup/change procedure. The QoS parameters can be used to schedule traffic and allocate radio resource. In addition, uplink traffic may be policed based on the QoS parameters.

10.8.1  Service Classes
IEEE802.16m supports following additional information field parameters:

Tolerated packet loss rate

The value of this parameter specifies the maximum packet loss rate for the service flow. 

Indication of Associated Flows

A parameter that indicates the flow(s) that are associated with the current service flow if any.

10.8.2 Adaptive polling and granting

IEEE 802.16m supports adaptation of service flow QoS parameters. One or more sets of QoS parameters are defined for one service flow. The MS and BS negotiate the supported QoS parameter sets during service flow setup procedure. When QoS requirement/traffic characteristics for UL traffic changes, the BS may autonomously switch the service flow QoS parameters such as grant/polling interval or grant size based on predefined rules. In addition, the MS may request the BS to switch the Service Flow QoS parameter set with explicit signaling. The BS then allocates resource according to the new service flow parameter set.

10.8.3 Scheduling Services

In addition to the scheduling services supported by the legacy system, IEEE 802.16m provides a specific scheduling service to support realtime non-periodical applications such as on-line gaming. The detailed scheduling mechanism and the service flow parameters are FFS.

10.9 MAC Management 

To meet the latency requirements for aspects of network entry, handover, state transition and so on, 802.16m supports the fast and reliable transmission of MAC management connections. Mechanism for providing reliable transport of fragments of a MAC management message is FFS.  
The 16m MAC protocol peers communicate using a set of MAC Control Messages. These messages are defined using ASN.1 [1],[2],[3],[4]. The ASN.1 descriptions are written in way that provides future extension of the messages. The Packed Encoding Rules (PER) [5] are used to encode the messages for transmission over the air.
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