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Proposal for IEEE 802.16m Compressed MAC Header (CMH)

1. Introduction and Motivation

The generic MAC header (GMH) in IEEE 802.16e-2005 reference system is 6 bytes, which needs to be present in every MAC PDU. Also for every MAC PDU, there may be a CRC of 4 bytes that are appended as per IEEE 802.16e-2005 specification, if the CRC indication is present in the GMH. Hence, for every MAC PDU, there is an overhead of 6-10 bytes that is added at the MAC layer. While this overhead could be acceptable for larger size data packets, it can be excessive for smaller size packets like VoIP full-rate voice traffic, VoIP silence descriptor, interactive gaming and certain signaling and control messages. 
As an example, the size of VoIP RTP (Real-time Transport Protocol) payloads depending on the type of the voice codec is typically less than 40 octets; therefore, each VoIP packet encapsulated in a MAC PDU has more than 25% overhead (typically 50% with smaller packets; e.g., 20 octets for ITU-T G.729) overhead due to the size of the generic MAC header and the optional trailing CRC. Most of the fields in the generic MAC header are usually not used in VoIP and interactive gaming.
Hence it is prudent to provide a low overhead MAC header for transporting smaller size messages and packets in IEEE 802.16m. We call this new MAC header as compressed MAC header or CMH.

2. Design considerations for the CMH

2.1 Generic MAC Header Fields

The generic MAC header in IEEE 802.16e-2005 consists of the following fields (see Figure 1):

a) Length of PDU: 11 bits

b) Connection identifier (CID): 16 bits

c) Header Type: 6 bits

d) Encryption key sequence: 2 bits

e) Flag fields: 5 bits

f) Header  checksum (HCS): 8 bits


[image: image1]
Figure 1: Structure of MAC Header in IEEE 802.16e-2005

For IEEE 802.16m, the above parameters can be changed as follows:

a) Length of PDU: since we are targeting smaller size packets, this parameter can be compressed as well. A length of 6 bits for this field can ensure that we can transport payloads up to 64 bytes. Compact CID: a compact CID is introduced which contains less number of bits (m) compared to the full 16-bit CID (see Figure 3). A value of m=3 is recommended. However, other values may also be utilized, provided that m << 16 to reduce the size of the header. 

By reducing the size of the compact CID, the number of unique transport connections are also reduced which may be perceived as a drawback. To mitigate this drawback, the set of compact CIDs is chosen according to certain provisions. In IEEE 802.16e-2005 standard, the notion of Reduced CID (RCID) was used where the RCID is the LSB portion of the set of CIDs that have been currently assigned to the MS and are in use. A similar concept can be used to overcome the limitation of the number of unique CCIDs that can be simultaneously assigned to the user traffic. As shown in Figure 3, the CID is split into user ID and user connection ID, where compact CID is set to the more frequently-used user connection ID.
a) Header type: since the CMH is needed only for the smaller packets, header type may be eliminated.

b) Encryption key sequence (EKS): It may be possible to accommodate the EC (Encryption control) flag as part of the EKS parameter. 

c) Flag fields: Of the 5 flags, the important ones for the CMH are the EC (Encryption control) and CI (CRC Indication) flags. As stated above, EC can be absorbed into EKS. Hence, we may only need 1 bit for the CI field. 

d) HCS: can be a 4 bit entity like a CRC-4 function. This is applied only on the MAC header fields. 

Although the parameters above are FFS in the context of the compressed MAC header, it can be seen that there is a possibility of compressing the 6 bytes GMH down to 2 bytes. This is a rather significant 66% compression.

2.2 GMH CRC considerations

Since the CMH will be used for transporting smaller sized packets, 4 bytes CRC may not be necessary. There is a real possibility that we may be able to get away with a 2 bytes CRC or no CRC (based on CI bit set or not). This allows us for a compression of 50% in the worst case.

The comparison of all the considerations is summarized in table-1. 

	Field
	GMH
	CMH*

	PDU length
	11bits
	Can be compressed down to 6 bits

	CID
	16 bits
	Can be compressed down to FID only (3 bits)

	Header Type
	6 bits
	Can be eliminated

	Encryption key sequence
	2 bits
	2 bits, but can also include EC flag

	Flag fields
	5 bits
	Only CRC Indication flag (1 bit)

	HCS
	8 bits
	Can be compressed to CRC-4 (4 bits)

	CRC (worst case)
	4 bytes
	2 bytes

	Total
	10 bytes
	4 bytes


*The exact definition of these parameters for CMH needs to be fine-tuned during stage-3 development.

Table-1: Comparison of generic and compressed MAC headers 
Figure-1 shows the proposed CMH format
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Figure-2: Structure of the compressed MAC header
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Figure 3: Compact CID selection from the set of 216 possible codes

2.3 Backward compatibility considerations and coexistence of CMH and GMH

The original GMH is necessary to support larger sized packets. The new CMH can be used for smaller size packets as well as MAC control and signaling. Hence we need to ensure that backward compatibility and coexistence can be maintained. 

Backward compatibility can be achieved by ensuring that the CMH is used only with IEEE 802.16m terminals and only in IEEE 802.16m zones. In such a scenario, the CMH will be transparent to legacy terminals.

Coexistence can be ensured in a number of different ways; by setting a bit in the MAP to indicate which GMH is being used for the particular MPDU; by creating separate bursts for PDUs with CMH and regular GMH. The exact mechanism is FFS. 

3. Sample overhead comparisons for certain scenarios

Assuming the 4 bytes CMH for the following scenarios, Table-2 shows the comparisons of byte level efficiencies. 

	Scenario/Payload size
	Regular GMH overhead
	CMH overhead

	VoIP AMR active with header compression: 36Byte
	10/(36+10) = 22%
	4/(36+4) = 10%

	VoIP AMR silence with header compression: 10 Byte
	10/(10+10) = 50%
	4/(10+4) = 29%

	G.729 VoIP payload with header compression: 23Byte
	10/(23+10) = 30%
	4/(23+4) = 15%

	TCP ACK without header compression: 40Byte
	10/(40+10) = 20%
	4/(40+4) = 9%

	TCP ACK with header compression : 4Byte
	10/(4+10) = 71.4%
	4/(4+4) = 50%

	12B MAC signaling/control message
	10/(12+10) = 45%
	4/(12+4) = 25%


Table-2: Sample overhead comparisons of CMH and GMH

4. Proposed SDD text

Insert the following text into MAC header sub-clause of the SDD [2]:
-------------------------------  Text Start  ---------------------------------------------------

10.x IEEE 802.16m MAC Headers

IEEE 802.16m utilizes a compressed MAC header (CMH) for efficient transport of smaller payloads for applications such as VoIP, interactive gaming, and MAC control and signaling

-------------------------------  Text End  ---------------------------------------------------
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Appendix: Some background on CRC-4 (used for CMH HCS)

CRC-4 (Cyclic Redundancy Check 4) is a form of cyclic redundancy checking (a method of checking for errors in transmitted data) that is used on E-1 trunk lines. In E-1, CRC-4 is structured in a multi-frame consisting of 16 frames numbered 0 to 15. 

The CRC-4 multi-frame is then divided into two eight frame Sub-Multi-frames (SMF) called SMF I and SMF II. Each SMF contains four CRC-4 bits designated C1, C2, C3, and C4. Through multiplication and division processes, the CRC-4 bits sent in each SMF are compared to each other and if they match, the frame is considered error free. Bit 1 is used for the CRC-4 bits. CRC-4 support is required for all network switches in Europe. However, some older switches including private branch exchanges (PBXs) do not support CRC-4.

Generation of CRC-4 is performed either per ITU-T Recommendation G.704  (Generator polynomial x4 + x + 1) or based on CRC-4 Generator polynomial x4+x3+x2+x+1. 
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