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1. Introduction
The current standard defines several different convergence sublayers. One generic packet convergence sublayer and a set of specific packet convergence sublayers. A service specific convergence sublayer is defined for a particular upper layer protocol, combination of upper layer protocols and header compression. A service specific convergence sublayer defines unambiguously the upper layer protocol stack including eventually used header compression method. The required specific convergence sublayer is signal from the upper layer control entity via the control SAP (C_SAP) to the management entity of the CS layer. Afterwards the management entity of the CS layer signals the required type of service specific CS together with one or more information elements defining the matching criteria’s for classification. The information of the upper layer protocol stack and eventually used header compression is implicit given with the type of specific CS. With this information the sending peer is able to assign the packets coming from the upper layer to the corresponding MAC connection.
For any new protocol stack or only slight modification of the protocol stack or new header compression method a new service specific CS layer has to be specified. This makes the CS layer complex and less future proof. Note: 802.16rev2 defines 6 service specific CS. Despite to this the generic packet convergence sublayer GPCS as defined in 802.16g/802.16rev2 offers a flexible and future proof version of a CS layer which supports any king of upper layer protocol. The drawback of this approach is the lack of any classification. 
2. Problem with 802.16rev2 GPCS and classification

The GPCS as defined in 802.16rev2 exclude classification, instead it leaved this function to the upper layer. When an upper layer control entity initiates a connection by sending a service flow primitive to the GPCS, the GPCS receives a service flow description including CS parameter information. Afterwards the MAC has to send MAC management messages to the communication peer for connection setup.  Current specification of connection setup or change messages doesn’t include information for classification. If the connection initiator sends a setup message for a connection in opposite direction the upper layer entity tin the communication peer has no information how to perform classification.
3. Proposal
The Convergence sublayer for 802.16m should support any kind of upper layer protocol stack as well as include classification functionality. So the proposed convergence sublayer is generic and base mainly on the generic packet convergence sublayer (GPCS) as defined in 802.16rev2. Furthermore the proposed CS incorporates a classification function which is adaptable to any upper layer protocol stack.
4. CS SAP

The Convergence sublayer (CS) should be an upper layer protocol-independent packet convergence sublayer that supports multiple protocols over 802.16m air interface. This sublayer uses the MAC SAP and exposes a SAP to CS applications. The upper layer protocol which is immediately above the 802.16m CS is identified by a TLV parameter (TBD). The CS protocol type shall be included in service flow management primitives and messages during connection establishment. The CS defines a set of SAP parameters. These are passed from upper layer to the CS in addition to the data packet. The SAP parameters include SFID, MS MAC Address, data, and length. The CS provides two types of packet convergence layer functionality, with and without packet classification.
If SFID = 0, the CS has to perform classification. Classification is done on a connection basis by processing a classification rules set. A set of classification rules are associated to a connection. This rule set is generated by an upper layer entity which may be part of the NCMS and is transferred during connection setup or change via the control SAP (C_SAP) from the upper layer entity to the CS. The rule set is send afterwards from the connection originator (BS or MS) to the connection peer encapsulated in a MAC message via the air interface. During MAC connection setup the communication peer acknowledges the connection setup or change according to its capability. On the transmit side, every MAC SDU coming from the upper layer, is parsed according to the rule set and assigned to a MAC connection specified by the Station Identifier / Flow Identifier tuple.
If SFID > 0, the CS do not perform classification, instead classification is done by upper layer entities and the upper layer entity assigns the flow id to the connection. The Station Identifier / Flow Identifier tuple is assigned according to SFID by the CS. The mapping between SFID and Station Identifier / Flow Identifier tuple are signaled from upper layer to CS during flow setup or change.
The CS allows multiplexing of multiple layer protocol types (e.g., IPv4, IPv6, Ethernet, …) over the same 802.16m connection. An appropriate upper protocol layer that supports protocol multiplexing is used to do this, and it is signaled in the CS_PROTOCOL_TYPE TLV in connection setup or change messages to indicate that multiple protocols are supported for a connection/service flow. It is outside the scope of the CS to specify how the upper layer multiplexes and demultiplexes multiple protocol data packets over an 802.16m connection/service flow. If classification shall be performed in the CS the upper layer is responsible to generate and signal a rule set for a correct classification of multiple protocols in one 16m connection.

5. Classification
To assign each packet coming from the upper layer to an appropriate MAC connection the packet has to be parsed according to a set of rules. These classification rules are transmitted via the control SAP (C_SAP) during connection setup or change (see figure 1). The upper layer is responsible for the generation of an appropriate rule set. The rule set is embedded in a MAC management message and forwarded to the communication peer during MAC connection setup or change. Based on this rule set the CS in the communication peer is able to perform classification. 
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Figure 1: 
6. Classification rule set signaling

The aim of a classification rule set is to enable a basestation or terminal to assign a packet coming from the upper layer to an appropriate MAC connection.  A rule set consists of one or more rules. The 
The rule set for a particular MAC connection is signaled between the communication peers during MAC connection setup or change. The classification rule set consist of on or more single rules in with a give priority. One particular rule consists of the following IE’s:

· Pointer
defines the position of the data inside the MAC SDU beginning from the start of the MAC SDU in byte

· Length
defines the length of the data and the match pattern in byte

· Mask
defines the mask which is logical and with data and match pattern 

· Match Type
define the type of matching, 1 for direct matching, 2 for a matching range 

· Pattern 
defines the value of the match criteria

· Pattern High, Low
defines the range, low to high, of the match criteria

· Combination Type
defines the type of combination with the next rule, 0: for no combination (this rule is the last rule in the rule set), 1: “or” combination with next rule, 2: “and” combination with next rule
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Figure 2: Packet parsing 
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Figure 3: Rule set signaling flow (BS side initiated)
7. Text Proposal for SDD
Insert the following text into SDD Section 9 – Convergence Sub-Layer
-------------------------------  Text Start  ---------------------------------------------------
9. Convergence Sub-Layer
The Convergence sublayer (CS) is an upper layer protocol-independent packet convergence sublayer that supports multiple protocols over 802.16m air interface. This convergence sublayer shall support any kind of upper layer protocol stack. This sublayer uses the MAC SAP and exposes a SAP to CS applications. With CS, the upper layer protocol that is immediately above the 802.16m CS is identified by a TLV parameter, CS protocol type (tbd). The CS protocol type shall be included in service flow management primitives and messages during connection establishment. The CS incorporates a classification function, which may be used according to the requirements of a particular connection. Classification is done on a connection basis by processing a classification rules set. A set of classification rules may be associated to a connection. This rule set is generated by an upper layer entity and is transferred during connection setup or change by sending a rule set message via the C_SAP from the upper layer entity to the CS. The rule set is send afterwards from the connection originator (BS or MS) to the connection peer encapsulated in a MAC message via the 802.16m air interface. During MAC connection setup or change the communication peer acknowledges the connection setup or change according to its capability. On the transmit side, every MAC SDU coming from the upper layer, is parsed according to the rule set and assigned to a MAC connection specified by a Station/Flow Identifier tuple.
-------------------------------  Text End  ---------------------------------------------------
Appendix

CS SAP Description
CS SAP parameters

CS SAP parameters enable the upper layer protocols to generically pass information to the CS. The CS performs classification on connection basis. Depending on classification the service flow ID (SFID) is transmitted or not. If SFID is omitted CS layer shall perform classification. If the SFID is transmitted CS layer don’t perform classification. In the latter case, the CS does not need to interpret upper layer protocol headers in order to map the upper layer data packets into proper 802.16 MAC connections. Since the SAP parameters are explicit, the parsing portion of the classification process is the responsibility of the upper layer. The parameters are relevant for SAP data path primitives, CS_DATA.request and CS_DATA.indication as described in sections xx and xx, respectively.
Service flow ID (SFID)

If SFID = 0, classification has to be performed in the CS. SFID and Station Identifier / Flow Identifier tuple are assigned according to packet parsing.
IF SFID > 0, this information element defines the service flow for an MS. A CS implementation shall map the combination of SFID and MS MAC Address directly to a MAC connection ID. During connection / service flow establishment, the 802.16 control plane function shall provide CS the mapping information.

MS MAC Address:

48-bit unique identifier used by MS.

DATA:

The payload delivered by the CS upper layer to the GPCS, or by the GPCS to the upper layer.

LENGTH:

Number of bytes in DATA.
CS_DATA.request

Function:

This primitive defines the transfer of data from the upper layer to the CS.

Semantics of the service primitive:

The parameters of the primitive are as follows:

CS_DATA.request


 (



SFID, 



MS MAC Address, 



length, 



data


)

The parameters SFID, MS MAC Address, length, and data are described in section x.x.x.

CS_DATA.indication

Function:

This primitive defines the transfer of data from the CS to an upper layer protocol.

Semantics of the service primitive:

The parameters of the primitive are as follows:

CS_DATA.indication


 (



SFID, 



MS MAC Address, 



length, 



data


)

The parameters SFID, MS MAC Address, length, and data are described in section x.x.x.

Note that SFID and MS MAC Address are not transferred over the 802.16m air interface. The CS shall map the CID to SFID and MS MAC Address, and then pass them to the upper layer of the CS through CS_DATA.indication, where the CID is provided in MAC SAP.

When generated:

This primitive is generated by CS whenever a CS SDU is to be delivered to an upper layer protocol resulting from receipt of a MAC PDU.

Effect of receipt:

The effect of receipt of this primitive by the upper layer protocol entity is dependent on the validity and content of the SDU.

Classification rule set

The classification rule set consist of on or more single rules. The rules within one rule set may be combined in AND or OR combination. A rule matches if Data && Mask == Pattern && Mask for direct match or Pattern Low && Mask <= Data && Mask <= Pattern High && Mask for range match.
A rule set is associated to an MAC connection. A packet, which is transferred via the CS SAP from Upper layer entity to the CS sublayer, is parsed according to the rules set. If the one rule set matches the packet is assigned to the MAC connection which is assigned to the rule set. How a rule set is processed is not in scope of 802.16m. A rule set is generated by an upper layer entity and not in scope of this document.  This upper layer entity is responsible for consistency of the rule sets.

A rule set consists of the following IE’s:
Table 1: Rule set

	Syntax
	Size (bit)
	Notes

	N
	8
	Number of rules within the rule set

	For (i = 0; i < N; i++) {
	
	

	
Pointer
	8
	Position of the data inside the MAC SDU beginning from the start of the MAC SDU in byte

	
Length
	8
	Length of the data and the match pattern in byte

	
Mask
	Length*8
	The mask which is logical AND with data and match pattern

	
Match type
	8
	1: direct 
2: range low to high 

	
If (Match type == 1){
	
	

	

Pattern
	Length*8
	Value of the match criteria

	
}
	
	

	
If (Match type == 2){
	
	

	

Pattern Low
	Length*8
	Value of the low match criteria

	

Pattern High
	Length*8
	Value of the high match criteria

	
}
	
	

	
Combination type
	8
	0: no combination (last rule in the rule set)
1: “or” combination with next rule
2: “and” combination with next rule

	}
	
	


· Pointer
defines the position of the data inside the MAC SDU beginning from the start of the MAC SDU in byte

· Length
defines the length of the data and the match pattern in byte

· Mask
defines the mask which is logical and with data and match pattern 

· Match Type
define the type of matching, 1 for direct matching, 2 for a matching range 

· Pattern 
defines the value of the match criteria

· Pattern High, Low
defines the range, low to high, of the match criteria

· Combination Type
defines the type of combination with the next rule, 0: for no combination (this rule is the last rule in the rule set), 1: “or” combination with next rule, 2: “and” combination with next rule
Classification Rule Set Example: 

Rule set for parsing IP connection,

IPv4 over 802.16m, IP destination address x, TCP destination port range y to z, 
N = 
3
Pointer = 
16
Length = 
4 
Mask =
0xffffffff
Match Type =
1 (direct)
Pattern =
x (32 bit)
Combination Type =
1 (and)
Pointer = 
9
Length = 
1 
Mask =
0xff
Match Type =
1 (range low to high)
Pattern =
0x06 (8 bit)
Combination Type =
1 (and)
Pointer = 
22
Length = 
2 
Mask =
0xffff
Match Type =
2 (range low to high)
Pattern Low =
y (16 bit)
Pattern High =
z (16 bit)
Combination Type =
0 (last rule)

























  


_1279526081.vsd
�

�

 MAC PDU    


MAC Hdr


 MAC SDU 


Length 1


Mask 1


Pattern 1


Pointer 2


Data


Length 2


Mask 2


Pattern 2


Data


Pointer 1


Payload


Rule 1


Rule 2



_1282051524.vsd
�

�

Convergence Sublayer


  MAC connection
setup/change
(rule set)  


Flow 
setup/change (rule set)  


CS SAP


Upper Layers


Convergence Sublayer


CS SAP


Phy Layer


Phy Layer


MAC CPS


Upper Layers


MAC SAP


PHY SAP


C_SAP


CS_DATA.
request


MAC CPS


MAC SAP


PHY SAP


CS_DATA.
request


CS_DATA.
indication


CS_DATA.
indication


C_SAP


Flow 
setup/change (rule set)  


Data Plane


Control Plane


Data Plane


Control Plane



_1279004930.vsd
�

�

NCMS
BS side


802.16m
Entity BS


802.16m
Entity MS


NCMS
MS side


MAC MSG:
Connection setup/change
 request (rule-set)


Primitive:
Flow setup/change
 request (rule-set)


Primitive:
Flow setup/change
 response (rule-set)


MAC MSG:
Connection setup/change
 response (rule-set)


Primitive:
Flow setup/change
 response (rule-set)


Primitive:
Flow setup/change
 request (rule-set)



