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Proposed SDD text changes for Security Subsection 10.6.5.1.2 - Multiplexing MPDUs  

Anil Agiwal, Youngkyo Baek, Youngbin Chang, Jungje Son and Rakesh Taori
Samsung Electronics
1. Introduction

Some text in section 10.6.5.1.2 and figure 20 is referring to a deleted option for PN overhead reduction method. This contribution provides a modified generic text for this section.

2. Text Proposal
[Remove the following text that precedes Section 10.6.5.1.2]
[Editor’s Note: During RG discussion detailed mechanisms for PDU payload format (Section 10.5.5.1.1) were removed. However, this text remains, as there was no specific comment submitted to address it. This text reflects a dependence on on PDU construction method. It would be appropriate to remove or modify the text for Section 10.5.5.1.2 to be in accordance with the accepted text for PDU payload format.] 
[Modify the text for Section 10.6.5.1.2 as follows]

10.6.5.1.2 Multiplexing MPDUs 

When some connections identified by flow ids are mapped to the same SA, their payloads can be multiplexed together into one MPDU. The multiplexed payloads are encrypted together.  In Figure 20, payloads of Flow_x and Flow_y have payload x and y respectively which are mapped to the same SA are encrypted together. The MAC header or extended header provides the details of payloads which are multiplexed. 

Note that the multiplexed MPDU format in figure Figure 20 can be changed according to mechanism for single MDPU encryption. 
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Figure 20 mMultiplexed MAC PDU format

In case of the multiplexed MPDU, the multiplexed MPDU is encrypted by using ROC and PDU_ SN of the first flow PDU only. Hence the other flow’s ROCs are to be omitted, but the ROCs are maintained per flow implicitly. ROC and PDU_ SN of the first flow PDU is not encrypted.
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