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1 Introduction
This contribution is dealing with Fragmentation and Packing Extended Header (FPEH) format for single flow case. We proposed two fragmentation and packing extended header formats here.
1) MAC PDU contains transport connection payload- There is no type field, but it shall always locate on the last extended header among multiple extended headers.
2) MAC PDU contains management connection payload – FPEH needs type field.

· If management is not fragmented, then there is no FPEH.

· If management is fragmented, then it needs a FPEH including FPEH ‘type’ field.
2 Usage examples of Fragmentation and Packing extended header.
1) MAC PDU contains transport connection payload
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2) MAC PDU contains management connection payload
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3 Text Proposal

---------------------------------------------------------Start of the Text----------------------------------------------------------
[Insert the following text in section 10.12.2.1 in IEEE 802.16m-08/003r7]
10.12.2.1 Fragmentation and packing extended header for transport connection
This fragmentation and packing extended header is shown in Figure xxx. This header is used when MAC PDU contains single transport connection payload. 
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Figure xxx. Fragmentation and packing extended header format for transport connection
- Last (1 bit): always set to ‘1’
- SN (10 bits): Payload sequence number

- FC (2 bits): Fragmentation control bits definition is given in table yyy
- End (1 bit): If this bit set to ‘0’, another ‘Length’ and ‘End’ field are followed. If this bit set to ‘1’, reserved bits may follow for byte alignment
- Length (11bits): This field represents the length of SDU/SDU fragment. If connection payload consists of ‘N’ SDU/SDU fragments, N-1 length fields are present in the header
	FC
	Meaning
	Examples

	00
	The first byte of data in the MPDU payload is the first byte of a MAC SDU. The last byte of data in the MPDU payload is the last byte of a MAC SDU.
	One or Multiple Full SDUs packed in an MPDU 

	01
	The first byte of data in the MPDU payload is the first byte of a MAC SDU. The last byte of data in the MPDU payload is not the last byte of a MAC SDU.
	a) MPDU with only First fragment of an SDU

b) MPDU with one or more unfragmented

 SDUs, followed by first fragment of subsequent

 SDU

	10
	The first byte of data in the MPDU payload is not the first byte of a MAC SDU. The last byte of data in the MPDU payload is the last byte of a MAC SDU.
	a) MPDU with only Last fragment of an SDU 

b) MPDU with Last fragment of an SDU, 

followed by one or more unfragmented

subsequent SDUs

	11
	The first byte of data in the MPDU payload is not the first byte of a MAC SDU. The last byte of data in the MPDU payload is not the last byte of a MAC SDU.
	a) MPDU with only middle fragment of an SDU

b) MPDU with Last fragment of an SDU, followed

 by zero or more unfragmented SDUs, followed by

 first fragment of a subsequent SDU 


Table yyy. Fragmentation control information

[Insert the following text after section 10.12.2.1 in IEEE 802.16m-08/003r7]

10.12.2.2 Fragmentation extended header for management connection
This fragmentation extended header is shown in Figure zzz. This header is used when MAC PDU contains single management message payload. 
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Figure zzz. Fragmentation extended header format for management connection
- Last (1 bit): always set to ‘1’
- TYPE(TBD): Extended header type field
- SN (8 bits): Payload sequence number

- FC (2 bits): Fragmentation control bits definition is given in table yyy
---------------------------------------------------------End of the Text----------------------------------------------------------
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