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Proposed Text Related to MAC PDU formats Section for the IEEE 802.16m Amendment
Eunjong Lee, Doo-hyun Sung, Jeongki Kim and Kiseon Ryu
LG Electronics
1. Introduction
This contribution includes the proposed text for MAC PDU formats in the IEEE 802.16m Amendment. The technical text and ToC are inherited from the 802.16m SRD [1], and the IEEE 802.16m SDD [2] and the IEEE P802.16 Rev2/D9 [3]. Moreover, this contribution follows the tentative outline and style guide in the IEEE 802.16m Amendment [4]. In this contribution, amendment text including several illustrations is proposed for the section in which 16m members have enough consensus. 
2. Modifications from the SDD and key descriptions

· The main concepts of the MAC PDU formats from “10.12 MAC PDU formats” in the IEEE 802.16m SDD [2] are maintained in this amendment text.
· The proposed TOC for 16m MAC PDU formats is described as follows.
15. Advanced Air Interface

15.2. Medium Access Control

15.2.1. Data/Control Plane

15.2.1.3. MAC PDU formats
15.2.1.3.1. MAC header formats
15.2.1.3.1.1. Generic MAC Header (GMH)
15.2.1.3.1.2. Compact MAC Header (CMH)

15.2.1.3.2. Extended header formats

15.2.1.3.2.1. Fragmentation and Packing EH for transport connection (FPEH)

15.2.1.3.2.2. Fragmentation EH for management connection (FEH)
15.2.1.3.2.3. Multiplexing Extended Header for multiple connections (MEH)
15.2.1.3.2.4. Bandwidth Stealing Extended Header (BSEH)
· Key descriptions and motivations/rationales for our proposals are as follows.
i. Bandwidth stealing for PA and GRA region (section 15.2.1.3.2.4)
In current IEEE 802.16m SDD [2], Compact Header is defined for the connections with persistent allocation or group resource allocation to reduce the MAC header overhead. AMS/ABS should be able to transmit any MPDUs via the allocated resource region regardless of the specific resource allocation method (e.g. PA or GRA). So, we propose the bandwidth stealing extended header which is used to transmit other MPDUs which don’t belong to the connection with PA or GRA via the resource region which is allocated by PA or GRA. When EH field is set to 1 in compact header and a bandwidth stealing is needed at the resource region where the compact header is used, the bandwidth stealing extended header follows the compact header. The BSEH indicating the GMH does not include an EH field and a length field because the compact header contains the length field and EH field.

3. References

[1] IEEE 802.16m-07/002r4, “802.16m System Requirements.”
[2] IEEE 802.16m-08/003r6, “The Draft IEEE 802.16m System Description Document.”
[3] IEEE P802.16 Rev2/D9, “Draft IEEE Standard for Local and Metropolitan Area Networks: Air Interface 
for Broadband Wireless Access,” January 2009.
[4] IEEE 802.16m-08/043, “Style guide for writing the IEEE 802.16m amendment.”
4. Text proposal for the IEEE 802.16m amendment

----------------------------------------------------- Start of the text ----------------------------------------------------------

16. Advanced Air Interface
15.3. Medium Access Control

15.3.1. Data/Control Plane

15.2.1.3. MAC PDU formats
MAC PDUs shall be of the form illustrated in Figure xx-1. Each MAC PDU shall contain a MAC header and the header may be followed by the payload of the MAC PDU. The header may be followed by the payload of the MAC PDU. If present, the payload shall consist of zero or more extended headers and zero or more MAC SDUs and/or MAC SDU fragments thereof. The payload information may vary in length, so that a MAC PDU may represent a variable number of bytes. This allows the MAC to tunnel various higher layer traffic types without knowledge of the formats or bit patterns of those messages. Multiple MAC SDUs and/or SDU fragments from different unicast connections belonging to the same AMS may be multiplexed into a single MAC PDU. All reserved fields shall be set to zero on transmission and ignored on reception.
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Figure xx-1. MAC PDU format
15.2.1.3.1. MAC header formats
15.2.1.3.1.1. Generic MAC Header (GMH)

The generic MAC header is illustrated in Figure xx-2. Every header is encoded with the 4-bit Flow ID field. Two Flow IDs are reserved for MAC management messages. MAC management or CS data shall be transmitted with generic MAC header. One or more extended headers (described in section 15.2.1.3.2) may follow along after GMH depending on the value of EH field. 

[image: image2.emf]Length(3)Flow ID(4)

Length(8)

EH(1)


Figure xx-2. Generic MAC Header format
The fields of the generic MAC header are defined in Table xx-1. 
Table xx-1. Generic MAC header fields

	Name
	Length (bit)
	Description

	FlowID
	4
	Flow Identifier. This field indicates the service flow that is addressed. This field is 4 bits long.

	EH
	1
	Extended Header Presence Indicator. When set to ‘1”, this field indicates that an Extended Header is present following this GMH.

	Length
	11
	Length of the payload. This field is 11 bits long.


15.2.1.3.1.2. Compact MAC Header (CMH)

The data for persistent allocation and group allocation shall be transmitted with compact MAC header. The compact MAC header is illustrated in Figure xx-3. One or more extended headers (described in section 15.2.1.3.2) may follow along after CMH depending on the value of EH field.
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Figure xx-3. Compact MAC Header format

The fields of the compact MAC header are defined in Table xx-2.
Table xx-2. Compact MAC header fields
	Name
	Length (bit)
	Description

	EH
	1
	Extended Header Presence Indicator. When set to ‘1”, this field indicates that an Extended Header is present following this CMH.

	Length
	7
	Length of the payload. This field is 7 bits long.


15.2.1.3.2. Extended header formats
The inclusion of extended header is indicated by EH indicator bit in GMH or CMH. The extended header format is shown in Figure xx-4. However, the fragmentation and packing extended header contains only the body contents without the last and type fields (described in section 15.2.1.3.2.1).
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Figure xx-4. Extended Header format

The fields of the extended header are defined in Table xx-3.
Table xx-3. Extended Header fields
	Name
	Length (bit)
	Description

	Last
	1
	When the “Last” bit is set, this extended header is the last one. If this bit is not set, another extended header will follow the current extended header.

	Type
	TBD
	This field indicates the type of extended header.

	Body Contents
	variable size
	Type-dependent contents.


15.2.1.3.2.1. Fragmentation and Packing Extended Header for transport connection (FPEH)
15.2.1.3.2.2. Fragmentation Extended Header for management connection (FEH)
15.2.1.3.2.3. Multiplexing Extended Header (MEH)

15.2.1.3.2.3.1. Multiplexing Extended Header Block (MEHB)

15.2.1.3.2.3.2. Bandwidth Stealing Extended Header (BSEH)

The Bandwidth stealing extended header (BSEH) is used to transmit other MPDUs which don’t belong to the connection with persistent allocation or group resource allocation through the resource region which is allocated by PA or GRA. When a bandwidth stealing is needed at the resource region where the compact header is used, EH field in CMH shall be set to ‘1’ and this BSEH follows the CMH. The format of BSEH is as shown in Figure xx-9.
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Figure xx-9. Bandwidth Stealing Extended Header format
The fields of the bandwidth stealing extended header are defined in Table xx-9.
Table xx-9. Bandwidth Stealing Extended Header fields
	Name
	Length (bit)
	Description

	Last
	1
	When the “Last” bit is set, this extended header is the last one. If this bit is not set, another extended header will follow the current extended header.

	Type
	TBD
	Extended header type field.

	FID
	4
	Flow Identifier. This field indicates the service flow that is addressed. This field is 4 bits long.


---------------------------------------------------------- End of the text --------------------------------------------------------------
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