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Reliable Delivery of MAC Management Message
Mary Chion, Jerry Chow, Hongyun Qu
ZTE 
Introduction
This contribution proposes a MAC layer acknowledgement to MAC management messages. To ensure reliable delivery and timely retransmission of critical MAC management messages, a generic acknowledgement mechanism is defined:

· Provide acknowledgement at transport layer, the reception of MAC management message or a fragment of message without decoding message content

· Transport layer timers to allow timely retransmission

· Generic ACK signaling without message type

· Transport layer sequencing to allow duplicate message detection at receiver
Proposed Text
[ Insert new text into section 15.2.4 AAI MAC Management Messages]
15.2.4 AAI MAC Management Messages
To provide reliable transmission of MAC management message, a AAI_MSG-ACK message or a Message ACK extended header is used to indicate the reception of the message. When a MAC management message requires reliable transmission, the sender of the message shall include FEH in the MAC PDU containing the MAC management message or a fragment of the message.  Within the FEH, the ACK_REQ bit shall be set to 1 and the SN shall be set to the next SN value that uniquely identified the message or the fragment of message. After transmission of the message, the sender shall start a retransmission timer to wait for the AAI_MSG-ACK message or MAEH. The value of retransmission timer may be per management connection or per message. If the value of retransmission timer is set per management connection, its value may be negotiated during network entry procedure. When a MAC PDU over management connection is received with ACK_REQ bit set to 1, an AAI_MSG-ACK message or MAEH shall be sent to the sender prior the expiration of retransmission timer. The AAI_MSG-ACK message or MAEH shall include the SN received from the MAC PDU.  If HARQ is applied during the transmission of a MAC management message and if the HARQ process is terminated with an unsuccessful outcome before the expiration of the retransmission timer, the transmitter may initiate retransmission of the message or the message fragment of the failed HARQ burst.

15.2.4.1 AAI HO-IND
……
15.2.4.2 AAI MSG-ACK

The ABS and AMS may use AAI_MSG-ACK to indicate the reception of a MAC management or a fragment of a MAC management message. When receiving a MAC PDU over management connection with ACK_REQ set to 1 in FPEH, the ABS and AMS may transmit AAI_MSG-ACK as an acknowledgement to the reception of the MAC PDU.  The AAI_MSG-ACK shall include the following information:
· SN retrieved from FPEH of the received MAC PDU

· CMAC/HMAC

The format of AAI MSG-ACK is TBD

[ Insert new section 15.2.6 MAC PDU Format]
15.2.6 MAC PDU Format

…..

15.2.6.2.2 Fragmentation extended header for management connection

This fragmentation extended header is shown in Figure xx. This header shall be used when MAC PDU contains

single management message payload.
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Figure xx Fragmentation extended header format for management connection

· Last (1 bit): always set to ‘1’
· TYPE(4): Extended header type field

· SN (8 bits): Payload sequence number
· FC (2 bits): Fragmentation control bits definition.

· ACK_REQ: ACK required bit. When set to 1, the receiver of the MAC PDU shall send an AAI_MSG-ACK message or an ACK extended header to acknowledge the reception of the MAC PDU.

15.2.6.2.2 Message ACK Extended Header
This message ACK extended header is shown in Figure yy. This header may be used by ABS and AMS to indicate the reception of a MAC management or a fragment of a MAC management message. When receiving a MAC PDU over management connection with ACK_REQ set to 1 in FPEH, ABS and AMS may transmit MAEH as an acknowledgement to the reception of the MAC PDU.
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Figure yy Message ACK extended header format
· Last (1 bit): Last EH indication
· TYPE(4): Extended header type field

· ACK_SN (8 bits): Payload sequence number for the MAC PDU being acknowledged.
· RSV (3 bits): Fragmentation control bits definition is given in Table 2.
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