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Introduction
This contribution proposes text changes to Section 10 of the IEEE 802.16m SDD [1] where the system description is currently incomplete or inconsistent with the 802.16m Amendment Working Document [2]. The refined SDD document will be a necessary supplement in the submission of IEEE 802.16m technology description template to ITU-R/WP 5D later this year.
Comments have been inserted to identify the type of change (Editorial/Technical). For technical changes, AWD [2] text that has been added into the SDD has been identified by page, line and section number.  Comments are visible with MS Word markup.

Proposed text has been underlined in blue and deleted text has been struck through in red. Existing SDD text is shown in black. 

References
[1] P802.16m System Description Document, 802.16m-08/003r9a, June 2009.
[2] P802.16m Amendment Working document, 802.16m-09/0010r2, June 2009.
- - - - - - - - - - - - - - - - - - - - - - - - - - - Begin Proposed Text - - - - - - - - - - - - - - - - - - - - - - - - - 
1 Medium Access Control Layer

1.1 Addressing

The AMS has a global address and logical addresses that identify the AMS and connections during operation.  

1.1.1 MAC Address

The AMS, ARS and ABS are identified by the globally unique 48-bit IEEE Extended Unique Identifier (EUI-48™) based on the 24-bit Organizationally Unique Identifier (OUI) value administered by the IEEE Registration Authority [16].

1.1.2 Logical Identifiers
The following logical identifiers are defined in the following subsections.
1.1.2.1  Station Identifier (STID)
The ABS assigns a 12 bit STID to the AMS during network entry, and, in some cases, network re-entry, that uniquely identifies the AMS within the domain of the ABS.  Each AMS registered in the network has an assigned STID.  Some specific “STIDs” are reserved, for example, for broadcast, multicast, and ranging.

1.1.2.2  Flow Identifier (FID)
Each AMS connection is assigned a 4 bit FID that uniquely identifies the connection within the AMS. FIDs identify management connections and transport connections. Some specific FIDs may be pre-assigned.
1.2 HARQ Functions

IEEE 802.16m uses HARQ function for unicast data traffic in both downlink and uplink. The IEEE 802.16m HARQ scheme is based on a stop-and-wait protocol. Both ABS and AMS are capable of maintaining multiple HARQ channels. The DL HARQ channels are identified by HARQ channel identifier (ACID), whereas the UL HARQ channels are identified by both ACID and the index of UL subframe in which UL HARQ data burst is transmitted. Multiple UL HARQ channels in the same UL subframe are identified by different ACIDs, and UL HARQ channels in different UL subframes is identified by the index of UL subframe when the same ACID is addressed to them.

Generating the HARQ subpackets follows the channel coding procedures. The received subpackets are combined by the FEC decoder as part of the decoding process. The use of Incremental redundancy (IR) is mandatory, with Chase combining as a special case of IR. For IR, each subpacket contains the part of codeword determined by a subpacket identifier (SPID). The rule of subpacket transmission is as follows:

For downlink,

a) At the first transmission, ABS sends the subpacket labeled 0b00. 

b) ABS may send one among subpackets labeled 0b00, 0b01, 0b10 and 0b11 in any order. 

For uplink,

a) At the first transmission, AMS sends the subpacket labeled 0b00.

b) AMS shall send one among subpackets labeled 0b00, 0b01, 0b10 and 0b11 in sequential order. 
In order to specify the start of a new transmission, one-bit HARQ identifier sequence number (AI_SN) is toggled on every new HARQ transmission attempt on the same ACID. If the AI_SN changes, the receiver treats the corresponding HARQ attempt as belonging to a new encoder packet and discards previous HARQ attempt with the same ACID
.
1.2.1 HARQ in the Downlink
1.2.1.1 HARQ Timing and Protocol

IEEE 802.16m uses asynchronous HARQ scheme in the downlink. In adaptive asynchronous HARQ, the resource allocation and transmission format for the HARQ retransmissions may be different from the initial transmission. In case of retransmission, control signaling is required to indicate the resource allocation and transmission format along with other HARQ necessary parameters.

· 
· 
· 
· 

Upon receiving a DL Basic Assignment A-MAP IE, AMS attempts to receive and decode the data burst as allocated to it by the DL Basic Assignment A-MAP IE . If the decoding is successful, the AMS sends a positive acknowledgement to ABS; otherwise, AMS will send a negative acknowledgement to ABS.
The process of retransmissions is controlled by the ABS using the ACID and AI_SN fields in the DL Basic Assignment A-MAP IE. If the AI_SN field for the ACID remains same between two HARQ bursts allocation, it indicates retransmission. Through the DL Basic Assignment A-MAP IE for retransmission, the ABS may allocate different resource allocation and transmission format. If AI_SN field for the ACID is toggled, i.e. from 0 to 1 or vice versa, it indicates the transmission of a new HARQ burst. In the DL, the maximum number of total HARQ channels per AMS is 16. The delay between two consecutive HARQ transmissions of the same data burst does not exceed the maximum [T_ReTx_Interval]. The number of retransmissions of the same data burst does not exceed the maximum [N_MAX_ReTx].
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Figure x  Example of FDD DL HARQ timing for 5, 10 and 20 MHz channel bandwidths
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Figure y Example of TDD DL HARQ timing for 5, 10 and 20 MHz channel bandwidths

The HARQ ACK/NACK delay is defined for FDD and for each TDD DL/UL ratio and for each mixed mode scenario.
 An HARQ burst is discarded if a maximum number of retransmissions is reached.
1.2.1.2 HARQ Operation with Persistent and Group Allocation

When persistent allocation is applied to initial transmissions, HARQ retransmissions are supported in a non-persistent manner, i.e. resources are allocated dynamically for HARQ retransmissions. Asynchronous HARQ operation is supported.

With Group Allocation, the HARQ retransmissions  are allocated individually  in an asynchronous manner
.  
1.2.1.3 



HARQ in the Uplink
1.2.1.4 HARQ Timing and Protocol

IEEE 802.16m uses synchronous HARQ scheme in the uplink. For synchronous HARQ, resource allocation for the retransmissions in the uplink can be fixed or adaptive according to control signaling.  The default operation mode of HARQ in the uplink is non-adaptive, i.e. the parameters and the resource for the retransmission are known a priori. The ABS can by means of signaling enable an adaptive UL HARQ mode. In adaptive HARQ the parameters of the retransmission are signaled explicitly

· 
· 
· 
· Upon receiving a UL Basic Assignment A-MAP IE, the AMS transmits the subpacket of HARQ data burst through the resource assigned by the UL Basic Assignment A-MAP IE. The ABS attempts to decode the data burst. If the decoding is successful, the ABS sends a positive acknowledgement to the AMS; otherwise, the ABS will send a negative acknowledgement to AMS. Upon receiving the negative acknowledgement, AMS triggers retransmission procedure.
In the retransmission procedure, if AMS does not receive a UL Basic Assignment A-MAP IE for the HARQ data burst in failure, the AMS transmits the next subpacket through the resources assigned at the latest subpacket transmission with the same ACID. A UL Basic Assignment A-MAP IE may be sent to signal control information for retransmission with the corresponding ACID and AI_SN being not toggled. Upon receiving the UL Basic Assignment A-MAP IE, the AMS performs the HARQ retransmission as instructed in this UL Basic Assignment A-MAP IE.
In UL, the maximum number of total HARQ channels per AMS is 16. The number of retransmissions of the same data burst does not exceed the maximum [N_MAX_ReTx].
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Figure x Example of FDD UL HARQ timing for 5, 10 and 20 MHz channel bandwidths
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Figure y Example of TDD UL HARQ timing for 5, 10 and 20 MHz channel bandwidths

1.2.1.5 HARQ Operation with Persistent and Group Allocation

When persistent allocation is applied to initial transmissions, HARQ retransmissions are supported in a synchronous manner i.e., resources are allocated implicitly or explicitly.

With Group Allocation, the HARQ retransmissions are allocated individually  in a synchronous manner.
1.2.1.6 
.

1.2.2 HARQ and ARQ Interactions

When both ARQ and HARQ are applied for a flow, HARQ and ARQ interactions described here can be applied to the corresponding flow.

If the HARQ entity in the transmitter determines that the HARQ process was terminated with an unsuccessful outcome, the HARQ entity in the transmitter informs the ARQ entity in the transmitter about the failure of the HARQ burst. The ARQ entity in the transmitter can then initiate retransmission and re-segmentation of the ARQ blocks that correlate to the failed HARQ burst.

1.3 Handover

The following 4 cases are considered for handover in IEEE 802.16m:
 

Case-1: AMS handover from serving BS to target BS
Case-2: AMS handover from serving ABS to target BS
Case-3: AMS handover from serving BS to target ABS

Case-4: AMS handover from serving ABS to target ABS 

The IEEE 802.16m network and mobile station use legacy handover procedures for case-1. 

Solutions for cases 2, 3 and 4 are described in section 10.3.3.3, 10.3.3.2  and 10.3.2 respectively. 
1.3.1 Network topology acquisition

1.3.1.1 Network topology advertisement

An ABS periodically broadcasts the system information of the neighboring ABSs and/or BS using Neighbour Advertisement message. The ABS formats Neighbour Advertisement message based on the cell types of neighbor cells, in order to achieve overhead reduction and facilitate scanning priority for AMS. A broadcast Neighbour Advertisement message does not include information of neighbor CSG femtocells. Special handling of neighbor information of femtocell BS is described in section 15.6
A serving ABS may unicast the Neighbor Advertisement message to an AMS. The Neighbor Advertisement message may include parameters required for cell selection e.g., cell load and cell type.
1.3.1.2 Scanning Procedure

The scanning procedure provides the opportunity for the AMS to perform measurement of the neighboring cells for handover decision. The AMS may use any interval not allocated by the serving ABS to perform autonomous scanning. In addition, the AMS may perform scanning procedure without interrupting its communication with the serving ABS if the AMS supports such capability. 

AMS selects the scanning candidate ABSs by information obtained from the ABS or information cached in the AMS. The ABS or AMS may prioritize the neighbor ABSs to be scanned based on various metrics, such as cell type, loading, RSSI and location.  

As part of the scanning procedure, AMS measures the selected scanning candidate ABSs and reports the measurement result back to the serving ABS. The measurements may be used by the AMS or the network to determine the correct target –ABS for the AMS to handover to. The measurements in the IEEE 802.16m Interface include the measurements specified as part of the IEEE Std 802.16-2009 system as well as any other measurements defined in the IEEE 802.16m Interface. The serving ABS defines triggering conditions and rules for AMS sending scanning report. 

1.3.2 Handover Process

1.3.2.1 HO Framework

The handover procedure may be initiated by either AMS or ABS. In the case of the AMS initiated HO, the AMS sends an HO initiation message to the serving ABS (S-ABS). The S-ABS responds to the HO initiation message by sending an HO command message to the AMS. In the case of the S-ABS initiated HO,  the  S-ABS sends an HO Command control message to the AMS. In both cases (HO initiated by AMS or S-ABS) the HO command message should include one or more target ABSs (T-ABSs). If the HO command message includes only one target ABS, the AMS should execute the HO as directed by the ABS.  An AMS may send a HO indication message to the S-ABS before the expiration of disconnect time. The S-ABS stops sending DL data and providing UL allocations to the AMS after expiration of the disconnect time or after reception of HO-IND.

If the HO command message includes more than one target ABSs, the AMS selects one of these targets and informs the S-ABS of its selection by sending an HO indication message to the S-ABS before the expiration of disconnect time.

The network re-entry procedure with the target ABS may be optimized by target ABS possession of AMS information obtained from serving ABS over the backbone network. AMS may also maintain communication with serving ABS while performing network re-entry at target ABS as directed by serving ABS. Figure 16 shows a general call flow for handover. 

The S-ABS defines error conditions based on which the AMS decides when a T-ABS among those that are included in HO command control signaling is unreachable. If all the target ABSs that are included in the HO command signaling are unreachable, the AMS signals the new T-ABS to the S-ABS by sending HO indication control signaling before the expiration of disconnect time, and the AMS performs network re-entry at the new T-ABS as indicated in the HO indication control signaling. The AMS also indicates the identity of its old S-ABS to the new T-ABS during network entry at the new T-ABS.
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Figure 16  The general call flow for HO
The handover procedures are divided into three phases, namely, HO initiation, HO preparation and HO execution. When HO execution is complete, the AMS is ready to perform Network re-entry procedures at target ABS. In addition, HO cancellation procedure is defined to allow AMS cancel a HO procedure. 

1.3.2.2 HO Procedure

1.3.2.2.1  HO initiation 

Handover procedure may be initiated by either AMS or ABS. When handover is initiated by the AMS, it is based on the triggers and conditions defined by the S-ABS. The HO trigger may consist of a combination of multiple conditions. When HO is initiated by AMS, a HO Initiation control signaling is sent by the AMS to start the HO procedure. In case of ABS initiated HO, HO initiation and HO preparation phases are carried out together. 

1.3.2.2.2  HO preparation

During HO preparation phase, the serving ABS communicates with target ABS(s) selected for HO. The target ABS may obtain AMS information from the serving ABS via backbone network for HO optimization. If ranging with target ABS not performed prior to or during HO preparation, dedicated ranging resource (e.g. code, channel, etc.) at target ABS may be reserved for the AMS to facilitate non-contention-based HO ranging. Information regarding AMS identity (e.g. TEK, STID, FIDs, etc.), may be pre-updated during HO preparation. Any mismatched system information between AMS and the target ABS, if detected, may be provided to the AMS by the Serving ABS during HO preparation.

When only one target ABS is included in the HO Command control signaling, the HO preparation phase completes when serving ABS informs the AMS of its handover decision via a HO Command control signaling. When multiple target ABSs are included in the HO Command control signaling, the HO preparation phase completes when the AMS informs the ABS of its target ABS selection via HO indication control signaling. The HO Command control signaling may include dedicated ranging resource allocation and resource pre-allocations for AMS at each target ABS for optimized network re-entry. The HO Command control signaling includes an action time for the AMS to start network re-entry at each target ABS and an indication whether AMS should maintain communication with serving ABS during network re-entry. The HO Command control signaling further includes a disconnect time, which indicates when the serving ABS will stop sending downlink data and stop providing any regularly scheduled unsolicited uplink allocations for the AMS. In the case that AMS maintains communication with serving ABS during network re-entry, the parameters associated with the scheme of multiplexing transmission with serving and target ABS are determined by serving ABS based on the AMS capability and negotiated between the serving and target ABSs.
The HO command control signaling indicates if the static and/or dynamic context and its components of the AMS is available at the target ABS.

1.3.2.2.3  HO execution

At the action time specified in the HO command control signaling, the AMS performs network re-entry at the target ABS. If communication is not maintained between AMS and serving ABS during network re-entry at the target ABS, serving ABS stops allocating resources to AMS for transmission at disconnect time.

If directed by serving ABS via HO Command control signaling, the AMS performs network re-entry with the target ABS at action time while continuously communicating with the serving ABS. However, the AMS stops communication with serving ABS after network re-entry at target ABS is completed. In addition, AMS cannot exchange data with target ABS prior to completion of network re-entry. Multiplexing of network re-entry signaling with the target ABS and data communications with the serving ABS is done by negotiating with the serving ABS for some intervals for network re-entry signaling with the target ABS, and the remaining intervals for data communication with the serving ABS. If the negotiated interval is set to 0, the AMS communicates with the serving ABS continuously while concurrently performing network re-entry with the target ABS. In case of single radio AMS, the negotiated interval excludes the value 0.
1.3.2.2.4  HO cancellation

After HO is initiated, the handover may be canceled by AMS at any phase during HO procedure. After the HO cancellation is processed, the AMS and serving ABS resume their normal operation. 
The network can advertise HO cancellation trigger conditions. When one or more of these trigger conditions are met the MS cancels the HO.

1.3.2.3  Network Re-entry 

The network re-entry procedure is performed as specified in the WirelessMAN OFDMA Reference System 

unless otherwise specified in this section.

If a dedicated ranging code is assigned to the AMS by target ABS, the AMS transmits the dedicated ranging code to the target ABS during network re-entry. If a ranging channel is scheduled by the target ABS for handover purpose only, the AMS should use that ranging channel in order to avoid excessive multiple access interference. Upon reception of the dedicated ranging code, the target ABS should allocate uplink resources for AMS to send RNG-REQ message and UL data if needed.

When the AMS performs handover to the target ABS, CDMA-based HO ranging may be omitted. 
1.3.3 Handover Process supporting WirelessMAN OFDMA reference system
1.3.3.1 
Network topology acquisition

The IEEE Std 802.16-2009 Reference System/IEEE 802.16m system co-existing system consists of IEEE Std 802.16-2009 Reference System and IEEE 802.16m system cells/sectors. An BS advertises the system information for its neighbor BSs and the LZones of its neighbor ABSs. An ABS advertises the system information for its neighbor BSs in its both LZone and MZone. It advertises the LZone system information of its neighbor ABSs in its LZone. It also advertises the system information for its neighbor ABSs in its MZone.

The ABS may indicate its IEEE 802.16m capability and information in its LZone broadcast information (e.g. by the modified reserved bit of the FCH and the MAC version TLV). 
1.3.3.2 
Handover from BS to ABS
When a handover from a IEEE Std 802.16-2009 Reference System to a   IEEE 802.16m system is triggered for a MS, the MS handover is from the serving BS to the LZone of the target ABS using IEEE Std 802.16-2009 Reference System handover signaling and procedures.

An AMS may handover from the serving BS to the LZone of the target ABS using a IEEE Std 802.16-2009 Reference System handover signaling and procedures, and switch to the MZone of the ABS after AMS entering LZone. 
An AMS may also handover from a BS to a IEEE 802.16m system-only ABS or MZone of ABS directly if AMS is able to scan IEEE 802.16m system-only ABS or MZone prior to handover.
1.3.3.3 
Handover from ABS to BS
When a handover from the  IEEE 802.16m system to the IEEE Std 802.16-2009 Reference System is triggered for a MS, the MS handover is from LZone of the serving ABS to the target BS using handover signaling and procedures as defined in IEEE Std 802.16-2009 Reference System.  

When a handover from the IEEE 802.16m system to the IEEE Std 802.16-2009 Reference System is triggered for an AMS, the serving ABS and AMS perform handover execution using handover signaling and procedures as defined in the IEEE 802.16m system. The serving ABS performs context mapping and protocol inter-working from the IEEE 802.16m system to the IEEE Std 802.16-2009 Reference System. Then the AMS perform network re-entry to target BS using network re-entry signaling and procedures as defined in the IEEE Std 802.16-2009 Reference System.
1.3.4 Inter-RAT Handover Procedure

1.3.4.1 Network topology acquisition

IEEE 802.16m systems advertise information about other RATs to assist the AMS with network discovery and selection. IEEE 802.16m systems provide a mechanism for AMS to obtain information about other access networks in the vicinity of the AMS from a ABS either by making a query or listening to system information broadcast. This mechanism can be used both before and after AMS authentication. IEEE 802.16m system may obtain the other access network information from an information server. The ABSs may indicate the boundary area of the IEEE 802.16m network by advertising a network boundary indication. Upon receiving the indication, the AMS may perform channel measurement to the non-IEEE 802.16m network.

1.3.4.2 Generic inter-RAT HO procedure

IEEE 802.16m system provides mechanisms for conducting inter-RAT measurements and reporting. Further, IEEE 802.16m system forwards handover related messages with other access technologies such as IEEE 802.11, 3GPP and 3GPP2. The specifics of these handover messages may be defined elsewhere, e.g. IEEE 802.21.

1.3.4.3 Enhanced inter-RAT HO procedure

1.3.4.3.1 Dual Transmitter/Dual Receiver Support

In addition to the HO procedures specified in section 10.3.4.2, an AMS with dual RF may connect to both an ABS and a BS operating on other RAT simultaneously during handover. The second RF is enabled when inter-RAT handover is initiated. The network entry and connection setup processes with the target BS are all conducted over the secondary radio interface. The connection with the serving BS is kept alive until handover completes. 

1.3.4.3.2 Single Transmitter/Single Receiver Support

An AMS with a single RF may connect to only one RAT at a time. The AMS will use the source RAT to prepare the target RAT system. Once target RAT preparation is complete the AMS may switch from source RF to target RF and complete network entry in target RAT. Only one RF is active at any time during the handover. 

1.4  ARQ

An ARQ block is generated from one or multiple MAC SDU(s) or MAC SDU fragment(s) of the same flow.  ARQ blocks can be variable in size. ARQ blocks are sequentially numbered. 

Retransmission of a failed ARQ block can be performed with or without rearrangement. Transmitter may send ARQ feedback polling request to the receiver, to update the reception status of the transmitted ARQ blocks. Receiver sends an ARQ feedback when one of the following conditions is met:

· ARQ feedback polling request is received from the transmitter

· An ARQ block has been missing for a predetermined period

Cumulative and selective ACK types are used by the receiver for sending an ARQ feedback.
1.5  Power Management

IEEE 802.16m provides AMS power management functions including sleep mode and idle mode to alleviate AMS battery consumption.

1.5.1  Sleep Mode 

1.5.1.1 Introduction 

Sleep mode is a state in which an AMS conducts pre-negotiated periods of absence from the serving ABS air interface. Per AMS, a single power saving class is managed in order to handle all the active connections of the AMS. Sleep mode may be activated when an AMS is in the connected state. When Sleep Mode is active, the AMS is provided with a series of alternate listening window and sleep windows. The listening window is the time in which the AMS is available to exchange control signaling as well we data between itself and the ABS. 

The IEEE 802.16m System provides a framework for dynamically adjusting the duration of sleep windows and listening windows based on changing traffic patterns and HARQ operations. The length of successive sleep windows may remain constant or may change based on traffic conditions.
Sleep windows and listening windows can be dynamically adjusted for the purpose of data transportation as well as MAC control signaling transmission. AMS can send and receive data and MAC control signaling without deactivating the sleep mode.

1.5.1.2  Sleep mode entry
Sleep mode activation/entry is initiated either by an AMS or an ABS. When AMS is in Active mode, sleep parameters are negotiated between AMS and ABS. ABS makes the final decision and instructs the AMS to enter sleep mode. MAC control signaling can be used for sleep mode request/response signaling. 

1.5.1.3  Sleep Mode Operations

1.5.1.3.1   Sleep cycle operation

Unit of sleep cycle is expressed in frames. The start of the listening window is aligned at the frame boundary. The MS ensures that it has up-to-date system information for proper operation. If the AMS detects that the information it has is not up-to-date, then it does not transmit in the listening window until it receives the up-to-date system information. A sleep cycle is the sum of a sleep window and a listening window. AMS or ABS may request change of sleep cycle through explicit MAC control signaling. Also, sleep cycle may change implicitly. ABS keeps synchronizing with AMS on the sleep/listening windows’ boundary. The synchronization may be done either implicitly by following pre-determined procedure, or explicitly by using proper signaling mechanism.

1.5.1.3.2  Sleep Window Operation

During the sleep window, the AMS is unavailable to receive any DL data and MAC control signaling from the serving ABS. IEEE 802.16m provides a framework for dynamically adjusting the duration of the sleep windows. If AMS has data or MAC control signaling to transmit to ABS during the sleep window, AMS can interrupt the sleep window and request bandwidth for UL transmission with or without deactivating sleep mode based on sleep mode configuration.

1.5.1.3.3  Listening window operation

During the listening window, the AMS can receive DL data and MAC control signaling from ABS. AMS can also send data if any uplink data is scheduled for transmission. Listening window is measured in units of subframes or frames. After termination (by explicit signaling or implicit method) of a listening window, the AMS may go back to sleep for the remainder of the current sleep cycle. 
1.5.1.3.3.1 Traffic Indication 

During the AMS listening window, ABS may transmit the traffic indication message intended for one or multiple AMSs. It indicates whether or not there is traffic addressed to one or multiple AMSs. The traffic indication message is transmitted at pre-defined location. Upon receiving negative traffic indication in the traffic indication message, the AMS can go to sleep for the rest of the current sleep cycle.

1.5.1.3.3.2 Listening Window Extension 

The listening window duration can be dynamically adjusted based on traffic availability or control signaling in AMS or ABS. The listening window can be extended through explicit signaling or implicit method. The listening window cannot be extended beyond the end of the current sleep cycle.
1.5.1.3.4  Sleep Mode Exit
Sleep mode termination/deactivation is initiated either by AMS or ABS. ABS makes the final decision and instructs the AMS to de-activate sleep mode by using explicit signaling. MAC control signaling are used for sleep mode request/response signaling. 

1.5.2 Idle mode

Idle mode provides efficient power saving for the AMS by allowing the AMS to become periodically available for DL broadcast traffic messaging (e.g. Paging message) without registration at a specific ABS. 

The network assigns idle mode AMS to a paging group during idle mode entry or location update. The design allows the network to minimize the number of location updates performed by the AMS and the paging signaling overhead caused to the ABSs. The idle mode operation considers user mobility.

ABSs and Idle Mode AMSs may belong to one or multiple paging groups.  Idle mode AMSs may be assigned paging groups of different sizes and shapes based on user mobility.

The AMS monitors the paging message at AMS’s paging listening interval. The start of the AMS’s paging listening interval is derived based on paging cycle and paging offset. Paging offset and paging cycle are defined in terms of number of superframes.

The AMSs are divided into logical groups to offer a scalable paging load-balancing distribution. 

1.5.2.1 Paging Procedure

ABS transmits the list of PGIDs at the pre-determined location. The PGID information should be received during AMS's paging listening interval. 

Paging mechanism in 802.16m may use the two-step paging procedure that includes the paging indication followed by the full paging message. 

1.5.2.1.1 Paging Indication 

Paging indications, if present, are transmitted at the pre-determined location. When paging indications are transmitted, ABS transmits the list of PGIDs and associated paging indicator flag  indicating the presence of full paging messages for the corresponding PGIDs. 

1.5.2.1.2 ABS Broadcast Paging message

Within a paging listening interval, the frame that contains the paging message for one or group of idle mode AMSs is known to idle mode AMSs and the paging ABSs. Paging message includes identification of the AMSs (i.e. temporary identifier) to be notified of DL traffic pending or location update.

1.5.2.1.3 Operation during paging unavailable interval

ABS should not transmit any DL traffic or paging advertisement to AMS during AMS’s paging unavailable interval. During paging unavailable interval, the AMS may power down, scan neighbor ABSs, reselect a preferred ABS, conduct ranging, or perform other activities for which the AMS will not guarantee availability to any ABS for DL traffic.
1.5.2.1.4 Operation during paging listening interval

The AMS derives the start of the paging listening interval based on the paging cycle and paging offset. At the beginning of paging listening interval, the AMS scans and synchronizes on the A-PREAMBLE of its preferred ABS. The AMS decodes the SFH. The AMS confirms whether it exists in the same paging group as it has most recently belonged by getting PGID information.

During paging listening interval, AMS monitors SFH. If SFH indicates change in system broadcast information (e.g. change in system configuration count) then AMS should acquire the latest system broadcast information at the pre-determined time when the system information is broadcasted by the ABS.

Additionally, if paging indicators are present, AMS also monitors the paging indicators. If the paging indicator associated with its own PGID is set then AMS will subsequently decode the full paging message at the pre-determined location; otherwise AMS will return to paging unavailable interval.

If paging indicators are not present, AMS decodes the full paging message at the predetermined location.

If the AMS decodes a paging message that contains its identification, the AMS performs network re-entry or location update depending on the notification indicated in the paging message. Otherwise, AMS returns to paging unavailable interval.
1.5.2.2 Idle Mode Entry/Exit Procedure

1.5.2.2.1 Idle mode initiation

An AMS or the serving ABS initiates idle mode using procedures defined in the IEEE Std 802.16-2009 Reference System. In order to reduce signaling overhead and provide location privacy, a temporary identifier is assigned to uniquely identify the AMSs in the idle mode in a particular paging group.  The AMS’s temporary identifier remains valid as long as AMS stays in the same paging group. The temporary identifier assignment may happen during idle mode entry or during location update due to paging group change. Temporary identifier may be used in paging messages or during AMS’s network re-entry procedure. 
1.5.2.2.2 Idle mode termination

An AMS terminates idle mode operation using procedures defined in the IEEE Std 802.16-2009 Reference system. For termination of idle mode, AMS performs network re-entry with its preferred ABS. The network re-entry procedure can be shortened by the ABS possession of AMS information.

1.5.2.3 Location Update

1.5.2.3.1 Location update trigger condition

An AMS in idle mode performs a location update process operation if any of the following location update trigger condition is met.

· Paging group location update

· Timer based location update

· Power down location update

· MBS location update

During paging group location update, timer based location update, or MBS location update, AMS may update temporary identifier, paging cycle and paging offset.

1.5.2.3.2 Location update procedure

If an AMS determines or elects to update its location, depending on the security association the AMS shares with its preferred ABS, the AMS uses one of two processes: secure location update process or unsecure location update process.

Location update comprises of conditional evaluation and location update signaling.

1.5.2.3.2.1 Paging group location update

The AMS performs the Location Update process when the AMS detects a change in paging group. The AMS detects the change of paging group by monitoring the Paging Group IDs, which are transmitted by the ABS. 
1.5.2.3.2.2 Timer based location update

AMS periodically performs location update process prior to the expiration of idle mode timer. At every location update including paging group location update, idle mode timer is reset to 0 and restarted. 

1.5.2.3.2.3 Power down location update

The AMS attempts to complete a location update once as part of its orderly power down procedure.

1.5.2.3.2.4 MBS location update

For an AMS receiving MBS data in the Idle State, during MBS zone transition, the AMS may perform the MBS location update process to acquire the MBS zone information for continuous reception of MBS data

1.5.3 Power Management for the Connected Mode

Enhanced power savings when the MS is in connected mode and is actively transmitting to the network may be supported.  In this mode, the base station optimizes resources and transmission parameters to optimize energy savings at the MS.

1.6  Security

1.6.1 Security Architecture

The security functions provide subscribers with privacy, authentication, and confidentiality across the IEEE 802.16m system. It does this by applying cryptographic transforms to MAC PDUs carried across connections between AMS and ABS.

The security architecture of IEEE 802.16m system consists of the following functional entities: the AMS, the ABS, and the Authenticator. 


Figure 17
 describes the protocol architecture of security services.
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Figure 17 Functional Blocks of IEEE 802.16m Security Architecture

Within AMS and ABS the security architecture is divided into two logical entities:

· Security management entity

· Encryption and integrity entity

 Security management entity functions includes :

· Overall security management and control

· EAP encapsulation/decapsulation for authentication - see 10.6.2

· Privacy Key Management (PKM) control (e.g. key generation/derivation/distribution, key state management) - see 10.6.3

· Authentication and Security Association (SA) control - authentication is described in 10.6.2 and SA control in 10.6.4

· Location privacy - see 10.6.2.1
Encryption and integrity protection entity functions include:

· transport data Encryption/Authentication Processing

· Management message authentication processing

· Management message Confidentiality Protection


1.6.2  Authentication

Pairwise mutual authentication of user and device identities takes place between AMS and ABS entities using EAP. The choice of EAP methods and selection of credentials that are used during EAP-based authentication are outside the scope of this specification. 
.Authentication is executed during initial network entry after pre-authentication capability negotiation. Security capabilities, policies etc. are negotiated in this pre-authentication capability negotiation. The remaining AMS capability negotiation is performed together with registration after the successful completion  of the authentication and the authorization.
Re-authentication should be made before lifetime of authentication materials/credentials expires. Data transmission may continue during re-authentication process, by providing AMS with two sets of authentication/keying material with overlapping lifetimes. Authentication procedure is controlled by authorization state machine, which defines allowed operations in specific states. 

1.6.3 Key Management Protocol

IEEE 802.16m system inherits the key hierarchies of theIEEE Std 802.16-2009 Reference System.  The  IEEE 802.16m system uses the PKM  protocol to achieve: 

· Transparent exchange of authentication and authorization messages (see 10.6.2)

· Key agreement (See 10.6.3.2) 

· Security material exchange (Seer 10.6.3.2)

PKM protocol provides mutual authentication and establishes shared secret between the AMS and the ABS. The shared secret is then used to exchange or derive other keying material. This two-tiered mechanism allows frequent traffic key refreshing without incurring the overhead of computation intensive operations.

1.6.3.1 Key Derivation

All IEEE 802.16m security keys are derived directly / indirectly from the MSK by the ABS and the AMS.

The Pairwise Master Key (PMK) is derived from the MSK and then this PMK is used to derive the Authorization Key (AK).

The Authorization Key (AK) is used to derive other keys:

· Key Encryption Key (KEK)

· Transmission Encryption Key (TEK) 

· Cipher-based Message Authentication Code (CMAC) key

After completing (re)authentication process and  obtaining an AK, key agreement is performed to verify the newly created AK and exchange other required security parameters. 

KEK derivation follows procedures as defined in the IEEE Std 802.16-2009 Reference system..

TEK is derived at AMS and ABS by feeding identity parameters into a key derivation function.  Parameters such as AK, Security Association ID (SAID), NONCE, KEY_COUNT, BSID, AMS MAC address can be used. 

NONCE is generated by ABS and distributed to AMS. If more than one TEK is to be created for an SA, separate KEY_COUNTs are maintained for each TEK. 

The CMAC key is derived locally by using the AK-and the KEY_COUNT.

The KEY_COUNT parameter of the SA, which is mapped to management connections, is shared between the CMAC and the TEK derivation.

TEK(s) are derived in the following situations:

· Initial authentication

· Re-authentication 

· Key update procedure for unicast connection.

· Network re-entry to new ABS.

CMAC keys are derived in the following situations:

- Initial authentication

- Re-authentication

- Network re-entry to new ABS

In the last two cases, KEY_COUNT value is incremented prior derivation.

1.6.3.2 Key Exchange

The key exchange procedure is controlled by the security key state machine, which defines the allowed operations in the specific states. The key exchange state machine does not differ from reference system, except that instead of the exchanging the keys in reference system, a nonce is exchanged and used to derive keys locally.

 In IEEE 802.16m, the nonce used to derive and update TEK is sent  from ABS to AMS during authorization phase, during ranging procedure on NW reentry from idle mode, or when the AMS requests a nonce.
The Nonce can be exchanged with the following messages/procedures:

· Key Request / Reply

· Key Agreement

· Ranging
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Figure 18 Initial or Re-authentication - Key Derivation and Exchange
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Figure 19 Key Update Procedure
1.6.3.3 Key Usage

The TEK usage does not differ from the reference system. 

In encryption, used KEY_COUNT value is identified by the receiver (AMS or ABS). EKS field carries the 2-bit key sequence of associated TEK.

1.6.4 Security Association Management

A security association (SA) is the set of information required for secure communication between ABS and AMS. SA is identified using an SA identifier (SAID). The SA is applied to the respective flows once an SA is established. 

IEEE 802.16m supports Unicast SA (SA) only.
Unicast SA is used to provide keying material to unicast transport connections. The SA is applied to all the data exchanged within the connection. Multiple connections may be mapped to the same unicast SA. Unicast SA can be static or dynamic. Static SAs are assigned by the ABS during network (re-)entry. Dynamic SAs are established and eliminated dynamically.  The ABS may map a transport connection to a dynamic SA.
The unicast SA is used to provide keying material for unicast management connections. 

However, SA is not equally applied to all the management messages within the same management connection. According to the value of MAC header fields, the SA is selectively applied to the management connections.


If AMS and ABS decide “No authorization” as their authorization policy, no SAs will be established. In this case, Null SAID is used as the target SAID field in service flow creation messages. If authorization is performed but the AMS and ABS decide to create an unprotected service flow, the Null SAID may be used as the target SAID field in service flow creation messages.

1.6.5 Cryptographic Methods

Cryptographic methods specify the algorithms used in 802.16m for the following functions:

· MAC PDU protection
· Key encryption/decryption 

1.6.5.1 Data Encryption methods

AMS and ABS may support encryption methods and algorithms for secure transmission of MPDUs. AES algorithm is the only supported cryptographic method in 802.16m. The following AES modes are defined in 802.16m:

· AES-CCM mode - provides also integrity protection

· AES-CTR mode

1.6.5.1.1 AES in CCM mode 

AES-CCM mode is supported for unicast transport and management connections. The PN size is  22 bits. 

1.6.5.1.2 AES in CTR mode

AES-CTR mode is supported for unicast transport connections. The PN size is 22 bits.
1.6.5.1.3 Multiplexing and Encryption of MPDUs 

When some connections identified by flow ids are mapped to the same SA, their payloads can be multiplexed together into one MPDU. The multiplexed payloads are encrypted together.  For exmaple , in Figure 20, payloads of Flow_x and Flow_y which are mapped to the same SA are encrypted together. The MAC header or extended headers provides the details of payloads which are multiplexed. 
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Figure 20 Multiplexed MAC PDU format
1.6.5.2 Control Plane Signaling Protection

1.6.5.2.1 Management Message Protection

IEEE 802.16m supports the selective confidentiality protection over MAC management messages. Through capability negotiation, AMS and ABS know whether the selective confidentiality protection is applied or not. If the selective confidentiality protection is activated, the negotiated keying materials and cipher suites are used to encrypt the management messages.
Figure 21 presents three levels of selective confidentiality protection over management messages in IEEE 802.16m. 

· No protection: If AMS and ABS have no shared security context or protection is not required, then the management messages are neither encrypted nor authenticated. Management messages before the authorization phase also fall into this category.

· CMAC based integrity protection--: CMAC Tuple is included to the management message. CMAC integrity protects the entire MAC management message. Actual management message is plain text.

· AES-CCM based authenticated encryption-: ICV field is included after encrypted payload and this ICV integrity protects both payload and MAC header part.

 SHAPE  \* MERGEFORMAT 



Figure 21 Flow of IEEE 802.16m Management Message Protection

1.6.6 AMS Privacy

In order to protect the mapping between the STID and the AMS MAC Address, two types of STIDs are assigned to an AMS during network entry - temporary STID (TSTID) and (normal) STID.A TSTID is assigned during initial ranging process, and is used until the STID is allocated. The STID is assigned after the successful  authentication process, and is encrypted during transmission. The TSTID is released after STID is assigned. The STID is used for all the remaining transactions.

1.7  Convergence Sublayer 

IPCS or GPCS is used to transport packet data over the air interface. For GPCS the classification is assumed to take place on layers above the CS. Relevant information for performing classification are transparently transported during connection setup or change.

1.8  Network Entry

Network entry is the procedure by which an AMS finds and establishes a connection with the network. The network entry has the following steps:

· AMS synchronizes with the ABS via Advanced Preamble (A-PREAMBLE). 

· AMS obtains necessary information e.g. ABS ID, NSP ID for initial network entry, and performs network selection. 

· AMS starts ranging process. 
· Pre-authentication capability negotiation.
· Authentication. 
· Capability exchange and registration.
· AMS enters IEEE 802.16m network and sets up service flows.

Neighbour BSs search is based on the same downlink signals as initial network search (eg: preamble) except some information can be provided by serving ABS (eg: NBR-ADV). Network re-entry from such procedures as handover, idle mode exit and so on, is based on initial network entry procedure with certain optimization procedures.

The ABS responds to the AMS’ initial ranging code transmission by broadcasting a status indication message (e.g.: Decoding Status Bitmap) in a following predefined DL frame/subframe. The initial ranging related messages (e.g.: RNG-RSP and BW Grant for RNG-REQ) can be linked to the corresponding bit of the status indication message to reduce overhead.

1.9  Connection Management

Connections are identified by the combination of STID and FID. Two types of connections are used – management connections and transport connections. 

Management connections are used to carry MAC management messages. Transport connections are used to carry user data including upper layer signaling messages such as DHCP, etc and data plane signaling such as ARQ feedback.

Fragmentation is supported on transport connections. Fragmentation may be supported on unicast management connections.

1.9.1 Management connections

Management connections are bi-directional. Default values of FIDs are reserved for unicast management connections. Management connections are automatically established after a STID is assigned to an AMS during AMS initial network entry.

1.9.2 Transport connections

Transport connection is uni-directional and established with unique FID assigned during service flow establishment procedure. Each admitted/active service flow is uniquely mapped to a transport connection. Transport connection is released when the associated service flow is removed. To reduce bandwidth usage, the ABS and AMS may establish/change/release multiple connections using a single message transaction on a management connection
Transport connections can be pre-provisioned or dynamically created. Pre-provisioned connections are those established by system for an AMS during the AMS network entry. On the other hand, ABS or AMS can create new connections dynamically if required. A connection can be created, changed, or torn down on demand.

1.9.3 Emergency service flows

For handling Emergency Telecommunications Service and E-911, emergency service flows will be given priority in admission control over the regular service flows. 

Default service flow parameters are defined for emergency service flow. The ABS grants resources in response an emergency service notification from the AMS without going through the complete service flow setup procedure. The AMS can include an emergency service notification in initial ranging or service flow setup requests.
If a service provider wants to support National Security/emergency Preparedness (NS/EP) priority services, the ABS uses its own algorithm as defined by its local country regulation body. For example, in the US the algorithm to support NS/EP is defined by the FCC in Hard Public Use Reservation by Departure Allocation (H-PURDA) [28].
1.10  QoS

In order to provide QoS, IEEE 802.16m MAC associates uni-directional flows of packets which have a specific QoS requirement with a service flow. A service flow is mapped to one transport connection with one FID. ABS and AMS provide QoS according to the QoS parameter sets, which are pre-defined or negotiated between the ABS and the AMS during the service flow setup/change procedure. The QoS parameters can be used to schedule and police the traffic.

1.10.1 Adaptive granting and polling
IEEE 802.16m supports adaptation of service flow QoS parameters. One or more sets of QoS parameters are defined for one service flow. The AMS and ABS negotiate the supported QoS parameter sets during service flow setup procedure. When QoS requirement/traffic characteristics for UL traffic changes, the ABS may autonomously switch the service flow QoS parameters such as grant/polling interval or grant size based on predefined rules. In addition, the AMS may request the ABS to switch the service flow QoS parameter set with explicit signaling. The ABS then allocates resource according to the new service flow parameter set.

1.10.2 Scheduling Services

In addition to the scheduling services supported by the WirelessMAN OFDMA reference system, IEEE 802.16m provides a specific scheduling service to support real-time non-periodical applications such as on-line gaming.
1.11  MAC Management 

To meet the latency requirements for aspects of network entry, handover, state transition, 802.16m supports fast and reliable transmission of MAC management messages. 
To provide reliable transmission of MAC management messages, message timers for retransmission are defined for all the unicast MAC management messages. The message timers may be different for different MAC management messages. If HARQ is applied during the transmission of a MAC management message and if the HARQ process is terminated with an unsuccessful outcome before the expiration of the message timer, the MAC message management entity in the transmitter may initiate retransmission of the complete message or the message fragment of the failed HARQ burst.
The 16m MAC protocol peers communicate using a set of MAC Control Messages. These messages are defined using ASN.1 [10],[11],[12],[13]. The ASN.1 descriptions are written in way that provides future extension of the messages. The Packed Encoding Rules (PER) [14] are used to encode the messages for transmission over the air.

IEEE 802.16m provides a generic MAC management message at the L2 called L2_transfer that acts as a generic service carrier for various standards defined services including, but not limited to: Device provisioning bootstrap message to AMS, GPS assistance delivery to AMS, ABS(es) geo-location unicast delivery to AMS, 802.21 MIH transfer, EAP transfer etc.
1.12  MAC PDU Formats

Each MAC PDU contains a MAC header. The MAC PDU may contain payload. The MAC PDU may contain one or more extended headers.

Multiple MAC SDUs and/or SDU fragments from different unicast connections belonging to the same AMS can be multiplexed into a single MAC PDU.
1.12.1 MAC header formats

1.12.1.1 Generic MAC Header
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Figure 22 Generic MAC header format

· FlowID (Flow Identifier): This field indicates the service flow that is addressed.. This field is 4bits long.

· EH (Extended Header Presence Indicator): When set to ‘1”, this field indicates that an Extended Header is present following this GMH.

· Length: Length of the payload. This field is 11bits long
1.12.1.2 Compact header

Compact header is used for connections with persistent allocation and group allocation.
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Figure 23 Compact header format

- EH (Extended Header Presence Indicator): When set to ‘1”, this field indicates that an Extended Header is present following this header.

- Length (7): Length of the payload.
1.12.2  Extended header

The inclusion of extended header is indicated by EH indicator bit in MAC Header. The EH format is shown in Figure 24and will be used unless specified otherwise.


Error! Objects cannot be created from editing field codes.
Figure 24 Extended Header Format
· Last: When the “Last” bit is set, this extended header is the last one. If this bit is not set, another extended header will follow the current extended header. 
· Type: indicates the type of extended header. The length is TBD. 

· Body Contents: Type-dependent contents. 

1.12.2.1 Fragmentation and packing extended header for transport connection

This fragmentation and packing extended header is shown in Figure 25. This header is used when MAC PDU contains single transport connection payload. The location of this header exists after the last extended header ( i.e. extended header with ‘Last’ = ‘1’) if ‘EH’ in GMH set to ‘1’ or after the GMH if ‘EH’ in GMH set to ‘0’.
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Figure 25 Fragmentation and packing extended header format for transport connection

- SN (10 bits): Payload sequence number

- FC (2 bits): Fragmentation control bits definition is given in Table 2.
- End (1 bit): If this bit set to ‘0’, another ‘Length’ and ‘End’ field are followed. If this bit set to ‘1’, reserved bits may follow for byte alignment

- Length (11bits): This field represents the length of SDU/SDU fragment. If a payload consists of ‘N’ SDU/SDU fragments, N-1 length fields are present in the header

- Rsvd: Reserved bits for byte alignment.

	FC
	Meaning
	Examples

	00
	The first byte of data in the MPDU payload is the first byte of a MAC SDU. The last byte of data in the MPDU payload is the last byte of a MAC SDU.
	One or Multiple Full SDUs packed in an MPDU 

	01
	The first byte of data in the MPDU payload is the first byte of a MAC SDU. The last byte of data in the MPDU payload is not the last byte of a MAC SDU.
	a) MPDU with only First fragment of an SDU

b) MPDU with one or more unfragmented

 SDUs, followed by first fragment of subsequent

 SDU

	10
	The first byte of data in the MPDU payload is not the first byte of a MAC SDU. The last byte of data in the MPDU payload is the last byte of a MAC SDU.
	a) MPDU with only Last fragment of an SDU 

b) MPDU with Last fragment of an SDU, 

followed by one or more unfragmented

subsequent SDUs

	11
	The first byte of data in the MPDU payload is not the first byte of a MAC SDU. The last byte of data in the MPDU payload is not the last byte of a MAC SDU.
	a) MPDU with only middle fragment of an SDU

b) MPDU with Last fragment of an SDU, followed

 by zero or more unfragmented SDUs, followed by

 first fragment of a subsequent SDU 


Table 2 Fragmentation control information

1.12.2.2 Fragmentation extended header for management connection

This fragmentation extended header is shown in Figure 26. This header is used when MAC PDU contains single management message payload
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Figure 26 Fragmentation extended header format for management connection

- Last (1 bit): always set to ‘1’

- TYPE(TBD): Extended header type field

- SN (8 bits): Payload sequence number

- FC (2 bits): Fragmentation control bits definition is given in Table 2.

- Rsvd: Reserved bits for byte alignment.

1.12.2.3 Multiplexing Extended Header (MEH)

Multiplexing Extended Header (MEH) is used when SDUs or SDUs fragments from different connections are included in the same MPDU. 

As shown in the Figure 27, Multiplexing Extended Header contains multiple Multiplexing Extended Header Blocks (MEHBs). The SDUs or SDU fragments belonging to the same connection are packed together and the information related to these SDUs or SDU fragments is included in one MEHB. The M bit in MEHB indicates if there is more MEHB followed. If the SDUs or SDU fragment(s) included belong to the same connection, only one MEHB is present.
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Figure 27 Format of Multiplexing Extended Header (MEH)

The format of MEHB is shown in Figure 28, except the first MEHB. The first MEHB doesn’t contain the Flow ID and the length for the first SDU or SDU fragment associated with the Flow ID. The Flow ID and the Length fields in the generic MAC header represent the flow ID and the length of the first SDU or SDU fragment associated with the first MEHB.
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Figure 28 Format of Multiplexing Extended Header Block (MEHB)

M (1bit): indicate if there is more MEHB follows

Flow ID (4 bit): flow id of the SDUs/SDU fragments identified in the MEHB

SN (10): ARQ BSN for ARQ enabled connection or Fragment SN for non-ARQ enabled connection. 

L (1bit): indicate if there is more length field follows

Length: length for each SDU identified in the MEHB

FC (2bit): Multiplexing Control Information (as shown in Table z).

1.13 Multi-Radio Coexistence

AMS conducts pre-negotiated periodic absences from the serving ABS to support concurrent operation of co-located non 802.16 radios, e.g. IEEE 802.11, IEEE 802.15.1, etc., and the time pattern of such periodic absence is referred by ABS and AMS as CLC class.

The following parameters are defined to support CLC class operation:

•
CLC start time: the start time of a CLC class 

•
CLC active interval: the time duration of a CLC class designated for co-located non 802.16 radio activities. 

•
CLC active cycle: the time interval of the active pattern of a CLC class repeating 
CLC active ratio: the time ratio of CLC active intervals to CLC active cycle of a CLC class

•
number of active CLC classes: the number of active CLC classes of the same type of an AMS 

802.16m supports three types of CLC classes, and they differ from each other in terms of the time unit of CLC start time, active cycle and active interval, as shown in Table 3. 

Type I CLC class is recommended for non 802.16 radio activity that is low duty cycle, and may not align with 802.16 frame boundary. Otherwise, Type II CLC class is recommended for better scheduling flexibility. Type III CLC class is recommended for continuous non-802.16 radio activity that lasts seconds, and has only one cycle.

Table 3: Time Unit of CLC Class Parameters

	
	CLC active cycle
	CLC active interval
	CLC start time

	Type I
	microsecond
	Subframe
	subframe

	Type II
	frame
	Subframe
	frame

	Type III
	not applicable
	Superframe
	superframe


AMS determines CLC active interval and cycle based on the activities of its co-located non 802.16 radios. AMS determines CLC start time only for Type I CLC class, and ABS determines CLC start time for Type II and III CLC class for better scheduling flexibility. 

The serving ABS does not schedule A-MAP, data, and HARQ feedback of the AMS’s allocations in CLC active interval of an active CLC class. Whether only DL or only UL or both are prohibited depends on the configuration of the CLC class. The default is both DL and UL allocations are prohibited.
- - - - - - - - - - - - - - - - - - - - - - - - - - - End Proposed Text - - - - - - - - - - - - - - - - - - - - - - - - -[image: image17.emf] 
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�from section 





15.2.14 of AWD


�Redundant text


�from section 15.2.14.2.1.1 of AWD


�Figure 409 from AWD


�Figure 411 from AWD


�The current AWD supports individual application only. See 15.2.14.3.1


�moved to 10.2.1.1


�from section 15.2.14.2.1.2 of AWD


�Figure 410 from AWD


�Figure 412 from AWD


�moved to 10.2.2.1


�Only editorial changes were made in this section to make the terminologies consistent with other sections.
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