
IEEE C802.16m-09/1414

	Project
	IEEE 802.16 Broadband Wireless Access Working Group <http://ieee802.org/16>

	Title
	Proposed Text Related to DSx MAC management message for the IEEE 802.16m Amendment

	Date Submitted
	2009-07-06

	Source(s)
	Heejeong Cho, Kiseon Ryu, Youngsoo Yuk

Ronny Kim
LG Electronics 
	Voice : +82-31-450-7828
E-mail: hj77cho@lge.com



	Re:
	IEEE 802.16m-09/0028, “Call for Contributions on Project 802.16m Amendment Content (draft)”. 

	Abstract
	The contribution proposes the text of contents for DSx MAC management message to be included in the 802.16m amendment.

	Purpose
	To be discussed and adopted by TGm for the 802.16m amendment.

	Notice
	This document does not represent the agreed views of the IEEE 802.16 Working Group or any of its subgroups. It represents only the views of the participants listed in the “Source(s)” field above. It is offered as a basis for discussion. It is not binding on the contributor(s), who reserve(s) the right to add, amend or withdraw material contained herein.

	Release
	The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication. The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.16.

	Patent Policy
	The contributor is familiar with the IEEE-SA Patent Policy and Procedures:

<http://standards.ieee.org/guides/bylaws/sect6-7.html#6> and <http://standards.ieee.org/guides/opman/sect6.html#6.3>.

Further information is located at <http://standards.ieee.org/board/pat/pat-material.html> and <http://standards.ieee.org/board/pat>.


Proposed Text Related to DSx MAC management message
for the IEEE 802.16m Amendment
Heejeong Cho, Kiseon Ryu, Youngsoo Yuk, Yongho Kim
LG Electronics

1. Introduction
This contribution includes the proposed text for DSx MAC management message in the IEEE 802.16m Amendment. The technical text and ToC are inherited from the 802.16m SRD [1], and the IEEE 802.16m SDD [2] and the IEEE P802.16 Rev2/D9 [3]. Moreover, this contribution follows the tentative outline and style guide in the IEEE 802.16m Amendment [4].
2. Modifications and key-descriptions
· We created new subclauses “15.2.5.8 DSx MAC management message” and “15.2.5.9 Service Flow / Convergence Sublayer Parameters” that will be aligned with IEEE 802.16m Amendment Working Document [5].
· We added Flow ID, Differentiated BR timer, GPI primary, Grant size primary, GPI secondary, Grant size secondary and Adaptation method as contents included in DSx MAC management message for supporting the followings;
· A transport connection is uni-directional and established with unique FID assigned using DSA procedure as described in the subclause 15.2.10.2 Transport connections [5].
· In contention-based random access bandwidth request procedure, an AMS starts the BR timer with the differentiated value defined during DSx transaction as described in the subclause 15.2.11.1.1 Contention-based random access bandwidth request [5].
· In addition to the legacy scheduling services described in 6.3.5, IEEE 802.16m supports adaptation of service flow (SF) QoS parameters as described in the subclause 15.2.12.2 Service Flow Management [5].
3. References
[1] IEEE 802.16m-07/002r7, “802.16m System Requirements Document (SRD)” 
[2] IEEE 802.16m-08/003r7, “The Draft IEEE 802.16m System Description Document”
[3] IEEE P802.16 Rev2 / D9, “Draft IEEE Standard for Local and Metropolitan Area Networks: Air Interface 
for Broadband Wireless Access,” January. 2009.

[4] IEEE 802.16m-08/043, “Style guide for writing the IEEE 802.16m amendment”
[5] IEEE 802.16m-09/0010r2, “IEEE 802.16m Amendment Working Document”
4. Text proposal for the 802.16m amendment
Remedy 1

On the 16m AWD 80216m-09_0010r2, page 24, line 65, add the following subsection:
-----------------------------------------------------------Start of the Text---------------------------------------------------------
15.2.5.8 DSx MAC Management Message
15.2.5.8.1 AAI_DSA-REQ
An AAI_DSA-REQ message is sent by an AMS or ABS to create a new service flow and may contain parameters for more than one service flow. An AMS or ABS shall generate AAI_DSA-REQ messages, including the following parameters:
· Flow ID (in the generic MAC header) : FID for AMS’s primary management connection.
· Management Message Type : Type of AAI_DSA-REQ message.
· Service Flow Parameters : Specification of the service flow’s traffic characteristics and scheduling requirements.
· Convergence Sublayer Parameter Encodings : Specification of the service flow’s CS-specific parameters.
· CMAC Tuple : A keyed message digest to authenticate the sender if authentication is supported. It shall be the final attribute in the DSx message’s attribute list. 

The FID for the transport connection shall not be present in the AMS-initiated AAI_DSA message; at the ABS, the service flow within the AAI_DSA-REQ message shall be assigned a unique FID for the transport connection, which will be sent back in the AAI_DSA-RSP message. AMS-initiated AAI_DSA-REQ messages may use the service class name in place of some, or all, of the QoS parameters.

ABS-initiated AAI_DSA-REQ messages for named service classes shall include the QoS parameter set associated with that service class. ABS-initiated AAI_DSA-REQ messages shall also include the Target SAID for the service flow.

15.2.5.8.2 AAI_DSA-RSP

An AAI_DSA-RSP message shall be generated in response to a received AAI_DSA-REQ message. An AMS or ABS shall generate AAI_DSA-RSP messages, including the following parameters:

· Flow ID (in the generic MAC header) : Flow identifier for AMS’s primary management connection.
· Management Message Type : Type of AAI_DSA-RSP message.
· Confirmation Code : The appropriate confirmation code (CC) for the entire corresponding AAI_DSA-REQ.

· Service Flow Parameters : Specification of the service flow’s traffic characteristics and scheduling requirements if the transaction is successful. The complete specification of the service flow shall be included in the AAI_DSA-RSP if it includes an expanded service class name.
· Convergence Sublayer Parameter Encodings : Specification of the service flow’s CS-specific parameters if the transaction is successful.
· CMAC Tuple : A keyed message digest to authenticate the sender if authentication is supported. It shall be the final attribute in the DSx message’s attribute list. 

The ABS’s AAI_DSA-RSP message for service flows that are successfully added shall contain a FID for the transport connection. The ABS’s AAI_DSA-RSP message shall also include the Target SAID for the service flow. If the corresponding AAI_DSA-REQ message uses the service class name to request service addition, an AAI_DSA-RSP message shall contain the QoS parameter set associated with the named service class. If the service class name is used in conjunction with other QoS parameters in the AAI_DSA-REQ message, the ABS shall accept or reject the AAI_DSA-REQ message using the explicit QoS parameters in the AAI_DSA-REQ message. If these service flow encodings conflict with the service class attributes, the ABS shall use the AAI_DSA-REQ message values as overrides for those of the service class.

If an AMS’s AAI_DSA-RSP with status success is sent and Service Flow Parameters are included, the only Service Flow Parameters that may be included shall be ARQ parameters for ARQ enabled connections).

15.2.5.8.3 AAI_DSA-ACK
An AAI_DSA-ACK message shall be generated in response to a received AAI_DSA-RSP message. An AMS or ABS shall generate AAI_DSA-ACK messages, including the following parameters:

· Flow ID (in the generic MAC header) : Flow identifier for AMS’s primary management connection.

· Management Message Type : Type of AAI_DSA-ACK message.

· Confirmation Code : The appropriate confirmation code (CC) for the entire corresponding AAI_DSA-RSP.

· CMAC Tuple : A keyed message digest to authenticate the sender if authentication is supported. It shall be the final attribute in the DSx message’s attribute list. 
15.2.5.8.4 AAI_DSC-REQ
AAI_DSC-REQ message is sent by an AMS or ABS to dynamically change the parameters of an existing service flow. An AMS or ABS shall generate AAI_DSC-REQ messages, including the following parameters:

· Flow ID (in the generic MAC header) : Flow identifier for AMS’s primary management connection.

· Management Message Type : Type of AAI_DSC-REQ message.

· Service Flow Parameters : Specifies the service flow’s new traffic characteristics and scheduling requirements. The admitted and active QoS parameter sets currently in use by the service flow. If the DSC message is successful and it contains service flow parameters, but does not contain replacement sets for both admitted and active QoS parameter sets, the omitted set(s) shall be set to null. The service flow parameters shall contain a FID.
· CMAC Tuple : A keyed message digest to authenticate the sender if authentication is supported. It shall be the final attribute in the DSx message’s attribute list. 

An AAI_DSC-REQ message shall not carry parameters for more than one service flow.

15.2.5.8.5 AAI_DSC-RSP
An AAI_DSC-RSP shall be generated in response to a received AAI_DSC-REQ. An AMS or ABS shall generate AAI_DSC-RSP messages, including the following parameters:

· Flow ID (in the generic MAC header) : Flow identifier for AMS’s primary management connection.

· Management Message Type : Type of AAI_DSC-RSP message.

· Confirmation Code : The appropriate confirmation code (CC) for the entire corresponding AAI_DSC-REQ.

· Service Flow Parameters : Specification of the service flow’s traffic characteristics and scheduling requirements if the transaction is successful. The complete specification of the service flow shall be included in the AAI_DSC-RSP only if it includes an expanded service class name. If a service flow parameter set contained a service class name and an admitted QoS parameter set, the AAI_DSC-RSP shall include the QoS parameter set corresponding to the named service class. If specific QoS parameters were also included in the classed service flow request, these QoS parameters shall be included in the AAI_DSC-RSP instead of any QoS parameters of the same type of the named service class. 
· Convergence Sublayer Parameter Encodings : Specification of the service flow’s CS-specific parameters if the transaction is successful.

· CMAC Tuple : A keyed message digest to authenticate the sender if authentication is supported. It shall be the final attribute in the DSx message’s attribute list. 

15.2.5.8.6 AAI_DSC-ACK
An AAI_DSC-ACK shall be generated in response to a received AAI_DSC-RSP. An AMS or ABS shall generate AAI_DSC-ACK messages, including the following parameters:

· Flow ID (in the generic MAC header) : Flow identifier for AMS’s primary management connection.

· Management Message Type : Type of AAI_DSC-ACK message.

· Confirmation Code : The appropriate confirmation code (CC) for the entire corresponding AAI_DSC-RSP. 
· CMAC Tuple : A keyed message digest to authenticate the sender if authentication is supported. It shall be the final attribute in the DSx message’s attribute list.
15.2.5.8.7 AAI_DSD-REQ
An AAI_DSD-REQ is sent by an AMS or ABS to delete an existing service flow. An AMS or ABS shall generate AAI_DSD-REQ messages, including the following parameters:

· Flow ID (in the generic MAC header) : Flow identifier for AMS’s primary management connection.
· Flow ID : Flow identifier to be deleted.
· Management Message Type : Type of AAI_DSD-REQ message.

· CMAC Tuple : A keyed message digest to authenticate the sender if authentication is supported. It shall be the final attribute in the DSx message’s attribute list.

15.2.5.8.8 AAI_DSD-RSP
An AAI_DSD-RSP shall be generated in response to a received AAI_DSD-REQ. An AMS or ABS shall generate AAI_DSD-RSP messages, including the following parameters:

· Flow ID (in the generic MAC header) : Flow identifier for AMS’s primary management connection.

· Flow ID : Flow identifier from the DSD-REQ to which this response refers.
· Management Message Type : Type of AAI_DSD-RSP message.

· Confirmation Code : The appropriate confirmation code (CC) for the entire corresponding AAI_DSD-REQ.

· CMAC Tuple : A keyed message digest to authenticate the sender if authentication is supported. It shall be the final attribute in the DSx message’s attribute list.

-----------------------------------------------------------End of the Text---------------------------------------------------------
Remedy 2
On the 16m AWD 80216m-09_0010r2, page 24, line 65, add the following subsection:
-----------------------------------------------------------Start of the Text---------------------------------------------------------
15.2.5.9 Service Flow / Convergence Sublayer Parameters
Table xx defines the parameters associated with UL/DL scheduling for a service flow.
Table xx. Service flow/convergence sublayer parameters
	Fields
	Size (bits)
	Description

	Flow ID
	4
	An identifier of a service flow

	Uplink/Downlink Indicator
	1
	Whether parameters are for uplink or for downlink

	Differentiated BR timer
	6
	Grant reception timeout before contention-based BR is attempted again for the service flow. Value of range 1 ~ 64 frame(s)

	GPI primary
	TBD
	

	Grant size primary
	TBD
	Primary grant size. If the primary grant size equals to x bytes (the newly defined bandwidth request header size), this indicates a primarily polling based service; otherwise, it is primarily granting based service.

	GPI secondary
	TBD
	

	Grant size secondary
	TBD
	Secondary grant size (optional). If the secondary grant size is defined and equals to x bytes (the newly defined bandwidth request header size), this indicates a secondarily polling based; otherwise, it is a secondarily granting based service.

	Adaptation method
	TBD
	· Implicit adaptation

· Explicit adaptation, sustained
· Explicit adaptation, one time only

	Service Class Name
	16 ~ 1024
	Refer to 11.13.3

	QoS Parameter Set Type
	3
	Refer to 11.13.4

	Traffic Priority
	3
	Refer to 11.13.5

	Maximum Sustained Traffic Rate
	6
	Refer to 11.13.6

	Maximum Traffic Burst
	6
	Refer to 11.13.7

	Minimum Reserved Traffic Rate
	6
	Refer to 11.13.8

	Vendor-Specific QoS Parameter
	variable
	Refer to 11.13.10

	Uplink Grant Scheduling Type
	3
	Refer to 11.13.11. In addition to the legacy scheduling services described in 11.13.11, aGPS is supported. 

	Request/Transmission Policy
	8
	Refer to 11.13.12

	Tolerated Jitter
	6
	Refer to 11.13.13

	Maximum Latency
	6
	Refer to 11.13.14

	Fixed-length versus Variable-length SDU Indicator
	1
	Refer to 11.13.15

	SDU Size
	8
	Refer to 11.13.16

	Target SAID
	16
	Refer to 11.13.17

	ARQ Enable
	1
	Refer to 11.13.18.1

	ARQ_WINDOW_SIZE
	16
	Refer to 11.13.18.2

	ARQ_RETRY_TIMEOUT - Transmitter Delay
	16
	Refer to 11.13.18.3

	ARQ_RETRY_TIMEOUT - Receiver Delay
	16
	Refer to 11.13.18.3

	ARQ_BLOCK_LIFETIME
	16
	Refer to 11.13.18.4

	ARQ_SYNC_LOSS_TIMEOUT
	16
	Refer to 11.13.18.5

	ARQ_DELIVER_IN_ORDER
	1
	Refer to 11.13.18.6

	ARQ_PURGE_TIMEOUT
	16
	Refer to 11.13.18.7

	ARQ_BLOCK_SIZE
	8
	Refer to 11.13.18.8

	RECEIVER_ARQ_ACK_PROCESSING TIME
	8
	Refer to 11.13.18.9

	CS Specification
	variable
	Refer to 11.13.19

	Unsolicited Grant Interval
	6
	Refer to 11.13.20

	Unsolicited Polling Interval
	6
	Refer to 11.13.21

	FSN size
	1
	Refer to 11.13.22

	MBS service
	2
	Refer to 11.13.23

	Global Service Class Name
	variable
	Refer to 11.13.24

	Type of Data Delivery Services
	3
	Refer to 11.13.25

	SDU Inter-arrival Interval
	16
	Refer to 11.13.26

	Time Base
	16
	Refer to 11.13.27

	MBS zone identifier assignment
	8
	Refer to 11.13.29

	Paging Preference
	1
	Refer to 11.13.30

	SN Feedback Enabled
	1
	Refer to 11.13.31

	HARQ Service Flows
	1
	Refer to 11.13.32

	Authorization Token
	variable
	Refer to 11.13.34

	HARQ Channel Mapping
	variable
	Refer to 11.13.35

	PDU SN Extended Subheader for HARQ Reordering
	2
	Refer to 11.13.36

	MBS contents ID
	variable
	Refer to 11.13.37

	ROHC Parameter Payload
	variable
	Refer to 11.13.38

	Packet Error Rate
	8
	Refer to 11.13.39

	PSC assignment
	3
	Refer to 11.13.40


15.2.5.9.1 Flow ID (FID)
The value of this parameter specifies the FID assigned by the ABS to a service flow. The ABS shall use this parameterization to assign FIDs in ABS-initiated AAI_DSA-REQ messages and in its AAI_DSA-RSP to AMS-initiated AAI_DSA-REQ messages. The FID shall be used for DSx message signaling as the identifier for a service flow.
15.2.5.9.2 Uplink/Downlink Indicator
The value of this parameter specifies whether a service flow is for uplink or for downlink. If the service flow is for uplink, the value of this parameter is set to 0. Otherwise, it is set to 1. The Uplink/Downlink Indicator shall be used for DSx message signaling as the indicator of uplink/downlink for a service flow.
15.2.5.9.3 Differentiated BR timer
This parameter is negotiated upon connection setup or during operation, based on other service flow parameters such as Uplink Grant Scheduling Type, Maximum Latency and so on. The AMS-initiated AAI_DSA-REQ message may contain the suggested value for this parameter. The ABS-initiated AAI_DSA-REQ and AAI_DSA-RSP message shall contain the confirmation value or an alternate value for this parameter. An AMS and ABS may send AAI_DSC-REQ message to dynamically change the parameters of an existing service flow. The ABS shall send AAI_DSC-RSP message containing the confirmation value or an alternate value for this parameter in response to a received AAI_DSC-REQ. The value of this parameter is the number of frames before contention-based BR is attempted again for the service flow. The ABS should try to allocate UL grant within the confirmed value of this parameter when it receives BR for the service flow during the contention-based BR procedure.
-----------------------------------------------------------End of the Text---------------------------------------------------------
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