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I. Introduction
The unnecessary capability negotiation procedures and bulky MAC management messages that are currently included and exchanged in IEEE Std 802.16-2009 between the MS and BS during system entry (or re-entry) can be simplified and the access state processing can be made faster and more efficient by following the proposed method, resulting in more reliability and robustness and lower network entry latency (Control-Plane Latency and Call Setup Time)

In fact, the field test results from operator trails and networks suggest that the extended capability negotiations between the BS and MS could result in extremely long delays and potentially inability of system access for mobile stations in the cell edge due to channel errors. Therefore, the capability negotiations must be shortened and made more efficient.

II. Proposed solution
This contribution proposes a simple solution for capability negotiation between advanced mobile station (AMS) and advanced base station (ABS) during network entry (re-entry). The TLV-coded MAC management messages exchanged during capability negotiations (see Pages 333-336 of [1]) are performed irrespective of the required MS or BS capabilities to ensure proper interoperability. 

Immediately after completion of ranging, the MS informs the BS of its basic capabilities by transmitting an SBC-REQ message (SS basic capability request) with its capabilities set to “on” (see Figure 75 of [1]). The BS responds with an SBC-RSP message (SS basic capability response) with the intersection of the MS’s and the BS’s capabilities set to “on” (see Figure 76 and Figure 77 of [1]).

Instead, if we assume that the MS by default supports a basic set of features or configuration parameters (probably mandated by a system profile or by the standard specification per se), there would be no need to negotiate and configure the basic capabilities. 

Proposed text: 
Instructions for the editor: Modify section 15.2.15.4 and insert the following new text.

-------------------------------------------------Begin Proposed Text-------------------------------------------------------------------

15.2.15.4 Basic Capability Negotiation
15.2.15.4 Negotiate Pre-authentication capability
Immediately after completion of ranging, the AMS informs the ABS of its pre-authentication basic capabilities by transmitting an AAI-SBC-REQ message. with its capabilities set to "on". The ABS responds with an AAI-SBC-RSP message with the intersection of the AMS's and the ABS's pre-authentication capabilities set to "on". Among the parameters for pre-authentication capability from AMS, if AMS follows default value, the AMS may omit those parameters from AAI-SBC-REQ. If the AMS omits some parameters, the ABS consider AMS follows the default value for those parameters and ABS may omit those parameters applying default value in its AAI-SBC-RSP.
A “Capability Class” is defined as a unique set of functions, configuration parameters, air-interface protocol revision, and/or services that can uniquely describe a mobile station implementation or configuration while operating in the network. The AMS, by default, shall support the basic capabilities associated with “Capability Class 0”. If the AMS is capable of supporting higher revisions of physical layer or medium access control layer protocols or further wishes to use enhanced features, it shall send an AAI_SBC_REQ message to the ABS indicating the highest “CAPABILITY_INDEX” that it can support. The CAPABILITY_INDEX = 0 indicates the default capability index and basic feature set or configuration parameters and may not need to be signaled.

Upon receipt of the AAI_SBC_REQ message containing the “CAPABILITY_INDEX” from the AMS, the ABS determines whether it could allow or could support the requested feature set or MAC and/or PHY protocol revisions.  If the ABS does support or can allow the use of enhanced features, it shall respond with an AAI_SBC-RSP message to inform the AMS of its decision. The ABS shall only signal a “CAPABILITY_INDEX” which is numerically smaller than or equal to that requested by the AMS. 

The higher numeric values of “CAPABILITY_INDEX”, the more enhanced features or higher protocol revisions are used. The “CAPABILITY_INDEX” values range from 0 to N, where N denotes the maximum CAPABILITY_INDEX value. The features and configuration parameters included in the baseline capability class shall be sufficient to meet the minimum performance requirements of the standard.

In case of failure in any stages of operation, the AMS and ABS shall fall back to “Capability Class 0” and restart negotiations for a new “Capability Class”, if necessary.

Figure x shows the MAC management messages exchanged over the advanced air-interface and the relationship between the Capability Classes. 
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Figure x: AAI_SBC-REQ/RSP messages over the air-interface and relationship between capability classes 
-------------------------------------------------------End Proposed Text-----------------------------------------------------------------
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15.2.3.3 AAI_SBC_REQ
An AAI_SBC-REQ message, to which HARQ operation is applied, is transmitted by AMS to negotiate pre-authentication basic capability during network entry. 
The AAI_SBC-REQ message shall be encrypted and not contain CMAC Tuple during HO reentry if authen​tication has been completed. In Table x, the CAPABILITY_INDEX transmitted in the AAI_SBC_REQ message refers to the maximum “Capability Class” that the AMS can support.The maximum value of CAPABILITY_INDEX is denoted by [TBD] bits.

Table x: AAI_SBC-REQ message format

	Syntax
	Size (Bits)
	Notes

	AAI_SBC-REQ_Message_Format() {
	-
	-

	Management Message Type = 26
	8
	-

	CAPABILITY_INDEX
	TBD
	

	}
	-
	-


-------------------------------------------------------End Proposed Text-----------------------------------------------------------------
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15.2.3.4 AAI_SBC-RSP
An AAI_SBC-RSP message, to which HARQ operation is applied, is transmitted by ABS in response to a received AAI_SBC-REQ during initialization. 
The AAI_SBC-RSP message shall be encrypted and not contain CMAC Tuple during HO reentry if authen​tication has been completed. In Table x+1, the CAPABILITY_INDEX transmitted in the AAI_SBC-RSP message refers to the “Capability Class” that the ABS has allowed the AMS to use during the session. The value of CAPABILITY_INDEX signaled in the AAI_SBC-RSP message is numerically smaller than or equal to the CAPABILITY_INDEX signaled in the AAI_SBC_REQ message by the AMS.
Table x+1: AAI_SBC-RSP message format

	Syntax
	Size (Bits)
	Notes

	AAI_SBC-RSP_Message_Format() {
	-
	-

	Management Message Type = 27
	8
	-

	CAPABILITY_INDEX
	TBD
	

	}
	-
	-


-------------------------------------------------------End Proposed Text-----------------------------------------------------------------
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