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Proposal on message formats for AAI_RNG-REQ/RSP, AAI_SBC-REQ/RSP and AAI_REG-REQ/RSP(AWD-15.2.5)
Youngkyo Baek,Hyunjeong Kang,Yeongmoon Son,Jaehyuk Jang,JaeJeong Shim, Mihyun Lee, Rakesh Taori
Samsung Electronics
Introduction
During initial network entry AAI_RNG-REQ/RSP messages are used for initial ranging procedure. Pre-authentication capability negotiation is done by AAI_SBC-REQ/RSP messages, and registration and AMS capability negotiation is done by AAI_REG-REQ/RSP messages. This contribution provides message formats for AAI_RNG-REQ/RSP, AAI_SBC-REQ/RSP and AAI_REG-REQ/RSP.
Proposed Text 
Add following subsections to the section 15.2.5 ‘AAI MAC Management Messages’ in the AWD.
----------------------------------------------------- Start of Proposed Text -----------------------------------------------------
15.2.5.xxx AAI_RNG-REQ

An AAI_ RNG-REQ message is transmitted by AMS at network entry, to which HARQ operation is applied depending on the default HARQ parameters. An AMS shall generate AAI_ RNG-REQ message in the format shown in Table xxx

Table xxx—AAI_ RNG-REQ message format
	Syntax
	Size
(bit)
	Notes

	AAI_ RNG-REQ _Message_format() {
	—
	—

	Management Message Type = XX
	8
	—

	Encoded Information
	Variable
	Message elements

	}
	—
	—


All parameters are coded as message element:
Parameters shall only be included in AAI_RNG-REQ messages of adequate UL bandwidth. If required parameters cannot be accommodated in the UL bandwidth of a current AAI_RNG-REQ message, after AMS obtains a STID from the ABS, the AMS shall make UL BR of sufficient size to conduct additional AAI_RNG-REQ including all required parameters at the first available opportunity.
The following parameters are included according to their scope:
Table xxx.a—parameters for AAI_ RNG-REQ
	Name
	Value
	Scope

	MS_Random
	AMS generates a random number MS_Random which is used for ABS to distinguish AMSs when more than one AMS send AAI_RNG-REQ message at the same time.
	It shall be included when the AMS is attempting network entry without its STID which the ABS assigns

	MAC version 
	Version number of IEEE 802.16 supported by the AMS
	

	Ranging Purpose Indication

	The presence of this item in the message indicates the following AMS action: 

If Bit#0 is set to 1, in combination with a serving BSID, it indicates that the AMS is currently attempting unprepared HO.

If Bit#1 is set to 1, in combination with a paging controller ID, indicates that the AMS is attempting network reentry from idle mode to the ABS.

If Bit#2 is set to 1, it indicates that the AMS is currently attempting prepared HO.

If Bit#3 is set to 1, it indicates that the AMS is initiating the idle mode location update process.

Bit#4: ranging request for emergency call setup. When this bit is set to 1, it indicates AMS action of Emergency Call process.

Bit#5-7 : reserved.
	It shall be included when the AMS is attempting to perform reentry, HO or location update

	Serving BSID
	The BSID of the serving ABS to which the AMS is currently connected (has completed the registration cycle and is in normal operation). The serving BSID shall not be included if the aging timer is timed-out (serving BSID AGINGTIMER). Inclusion of serving BSID in the AAI_RNG-REQ message signals to the target ABS that the AMS is currently connected to the network through the serving ABS and is in the process of HO network reentry.
	It shall be included when the AMS is attempting to perform HO reentry

	Previous STID
	The STID which the AMS uses in the previous serving ABS.
	It shall be included when the AMS is attempting to perform unprepared HO reentry

	Paging Controller ID
	The Paging Controller ID which the AMS currently maintains in idle mode.
	It shall be included when the AMS is attempting to perform reentry or location update

	Temporary ID
	The temporary ID which the AMS is assigned for idle mode and currently maintains.
	

	Paging Cycle Change
	PAGING_CYCLE requested by the AMS
	It shall be included when the AMS in Idle Mode is attempting to change Paging Cycle during Location Update

	Power Down Indicator
	Indicates the AMS is currently attempting to perform location update due to power down.
	It shall be included when the AMS is attempting to perform location update due to power down

	CMAC_KEY_COUNT
	The AMS’s current value of the CMAC_KEY_COUNT, which is used to generate the security keys in the target ABS.
	It shall be included during re-entry, secure Location Update or HO

	CMAC Tuple
	If included, the CMAC Tuple shall be the last attribute in the message.
	It shall be included when the AMS is attempting to perform Network Re-Entry from idle mode, Secure Location Update, or HO, if the AMS has a CMAC tuple necessary to expedite security authentication.


15.2.4.xxy AAI_RNG-RSP

An AAI_RNG-RSP, to which HARQ operation is applied depending on the default HARQ parameters, shall be transmitted by the ABS in response to a received AAI_RNG-REQ. In addition, it may also be transmitted asynchronously to send corrections based on measurements that have been made on other received data or MAC messages. As a result, the AMS shall be prepared to receive an AAI_RNG-RSP at any time, not just following an AAI_ RNG-REQ transmission. 
The AAI_RNG-RSP message shall be encrypted and not contain CMAC Tuple, when the ABS notifies the AMS through the HO Process Optimization parameter that the AAI_PKM-REQ/RSP sequence may be omitted for the current HO reentry attempt, or when the ABS wishes to respond to the acknowledged AAI_RNG-REQ message containing a valid CMAC.
The format of the AAI_RNG-REQ message is shown in Table xxy.
Table xxy—AAI_ RNG-RSP message format
	Syntax
	Size
(bit)
	Notes

	AAI_ RNG-RSP _Message_format() {
	—
	—

	Management Message Type = XX
	8
	—

	Ranging Status
	2
	Used to indicate whether UL messages are received within acceptable limits by ABS.
 1 = continue, 2 = abort, 3 = success

	Encoded Information
	Variable
	message elements

	}
	—
	—


The following parameters are included according to their scope:
Table xxy.a— parameters for AAI_ RNG-RSP
	Name
	Value
	Scope

	STID 
	The STID, which we call temporary STID, is used for AMS identification until STID is assigned to the AMS during registration procedure.
	It shall be included in the AAI_RNG-RSP message in response to the AAI_RNG-REQ message when the AMS is not assigned its STID yet

	MS_Random 
	A required parameter when the AMS confirms if the AAI_RNG-RSP is a response to the AAI_RNG-REQ message which the AMS sent.
	

	Ranging code attributes
	Indicates the OFDMA time symbols reference, subchannel reference, and frame reference(i.e., superframe number and position of frame in the superframe) used to transmit the ranging code, and the ranging code index that was sent by the AMS.
	It shall be included in the AAI_RNG-RSP message in response to a received initial or periodic ranging code in order to distinguish AMSs which sent the ranging code

	Timing Adjust Information
	Tx timing offset adjustment
	if needed

	Power Adjust Information
	Tx power offset adjustment
	

	Frequency Adjust Information
	Tx frequency offset adjustment
	

	Location Update Response
	0x00= Success of Location Update 
0x01= Failure of Location Update 
0x02 = Reserved 
0x03=Success of location update and DL traffic pending 
0x04~0xFF: Reserved 
	It shall be included when an ABS sends an AAI_RNG-RSP message in response to an AAI_ RNG-REQ message used to perform location update

	Paging Information 
	New Paging Information assigned to AMS
	It shall be included only if the Location Update Response is set to 0x00 (Success of Idle Mode Location Update) and the Paging Information has changed

	Paging Controller ID
	The new Paging Controller ID which the AMS shall maintain in idle mode.
	It shall be included only if the Location Update Response = 0x00 (Success of Idle Mode Location Update) and Paging Controller ID has changed

	Temporary ID
	The new temporary ID which the AMS shall maintain in idle mode.
	

	HO Process Optimization
	Identifies reentry process management messages that may be omitted during the current HO attempt due to the availability of MS service and operational context information obtained by means that are beyond the scope of this standard, and the MS service and operational status post-HO completion. The AMS shall not enter normal operation with target ABS until completing receiving all network reentry, MAC management message responses as indicated in HO process optimization.
	It shall be included when the AMS is attempting to perform network reentry or HO and the target ABS wishes to identify reentry process management messages that may be omitted during the current HO attempt


15.2.4.yyx AAI_SBC-REQ
An AAI_SBC-REQ message, to which HARQ operation is applied depending on the default HARQ parameters, is transmitted by AMS to negotiate pre-authentication capability during network entry. 
The AAI_SBC-REQ message shall be encrypted and not contain CMAC Tuple during HO reentry if authentication has been completed:

An AMS shall generate AAI_ SBC-REQ message in the format shown in Table yyx
Table yyx—AAI_ SBC-REQ message format
	Syntax
	Size
(bit)
	Notes

	AAI_ SBC-REQ _Message_format() {
	—
	—

	Management Message Type = XX
	8
	—

	Encoded Information
	Variable
	Message elements

	}
	—
	—


The following parameters may be included:
Table yyx.a— parameters for AAI_ SBC-REQ
	Name
	Value

	Security negotiation parameters
	Authorization policy support
	Bit #0: EAP-based authorization is supported; default =1(supported)
Bit#1-7 : reserved 

	
	PN Window Size
	Specifies the size capability of the receiver PN window. The receiver shall track PNs within this window to prevent replay attacks; default =128

	
	Auth type for EAP
	Auth Type for EAP shall only be included when EAP-based authorization is supported. If supported, either bit #0 or bit#1 is set to 1. Default (bit#0,bit#1)=(0,1)
bit #0: device authentication 

bit #1: user authentication
bit #2 -7: reserved

	Physical parameters supported
	Capabilities for DL HARQ support
	TBD

	
	Capabilities for UL HARQ support
	TBD

	current TX power
	Current transmit power


15.2.4.yyy AAI_SBC-RSP

An AAI_SBC-RSP message, to which HARQ operation is applied depending on the default HARQ parameters, is transmitted by ABS in response to a received AAI_SBC-REQ during initialization. 
The AAI_SBC-RSP message shall be encrypted and not contain CMAC Tuple during HO reentry if authentication has been completed.
An AMS shall generate AAI_ SBC-RSP message in the format shown in Table yyy

Table yyy—AAI_ SBC-RSP message format
	Syntax
	Size
(bit)
	Notes

	AAI_ SBC-REQ _Message_format() {
	—
	—

	Management Message Type = XX
	8
	—

	Encoded Information
	Variable
	Message elements

	}
	—
	—


The following parameters may be included:
Table yyy.a— parameters for AAI_ SBC-RSP
	Name
	Value

	Security negotiation parameters
	Authorization policy and MAC encryption support
	Bit #0: EAP-based authorization is supported; default =1(supported)

Bit#1-7 : reserved

	
	PN Window Size
	Specifies the size capability of the receiver PN window. The receiver shall track PNs within this window to prevent replay attacks; default =128

	Physical parameters supported
	Capabilities for DL HARQ support
	TBD

	
	Capabilities for UL HARQ support
	TBD


15.2.4.zzx AAI_REG-REQ
An AAI_REG-REQ message is transmitted by AMS to negotiate general AMS capabilities and do registration during network entry.
The AAI_REG-REQ message shall be encrypted and not contain CMAC Tuple if authentication has been completed.
An AMS shall generate AAI_ REG-REQ messages in the format shown in Table zzx
Table zzx—AAI_ REG-REQ message format
	Syntax
	Size
(bit)
	Notes

	AAI_ REG-REQ _Message_format() {
	—
	—

	Management Message Type = XX
	8
	—

	AMS MAC address
	48
	This AMS MAC address is transferred from AMS to ABS, which is used to derive security keys.

	Encoded Information
	Variable
	Message elements

	}
	—
	—


The following parameters may be included:
Table zzx.a— parameters for AAI_ REG-REQ
	Name
	Value

	AMS capability negotiation parameters
	ARQ parameters 


	ARQ_SN_MODULUS
	the number of unique SN values; default =2^10

	
	
	ARQ_WINDOW_SIZE
	the maximum number of ARQ blocks with consecutive SN in the sliding window of ARQ blocks

	
	
	ARQ_SUB_BLOCK_SIZE
	ARQ sub-block length when ARQ block is fragmented into ARQ sub-blocks prior to retransmission with rearrangement

	
	
	ARQ_BLOCK_LIFETIME
	the maximum time interval an ARQ block shall be managed by the transmitter ARQ state machine, once initial transmission of the block has occurred

	
	
	ARQ_RX_PURGE_TIMEOUT
	the time interval the receiver shall wait after successful reception of a block that does not result in advancement of ARQ_RX_WINDOW_START, before advancing ARQ_RX_WINDOW_START

	
	
	MAXIMUM_ ARQ_BUFFER_SIZE
	The maximum ARQ buffer size

	
	Co-located coexistence capability supported
	Indicates if co-located coexistence is supported.

	
	Capabilities for MS measurement
	TBD

	
	Capabilities for MIMO support 
	TBD

	Convergence sublayer capabilities
	Classification/PHS options and SDU encapsulation support
	Indicates which classification/PHS options and SDU encapsulation the AMS supports

	
	Maximum number of classification rules
	Maximum number of admitted classification rules that the AMS supports.

	
	ROHC support
	Indicates the level of ROHC support.

	
	PHS support
	indicates the level of PHS support.


15.2.4.zzy AAI_REG-RSP

An AAI_REG-RSP message is transmitted by ABS in response to AAI_ REG-REQ message during initialization.
The AAI_REG-RSP message shall be encrypted and not contain CMAC Tuple if authentication has been completed.
An ABS shall generate AAI_ REG-RSP messages in the format shown in Table zzy

Table zzy—AAI_ REG-RSP message format
	Syntax
	Size
(bit)
	Notes

	AAI_ REG-REQ _Message_format() {
	—
	—

	Management Message Type = XX
	8
	—

	STID
	12
	This STID is used for AMS identification in place of the temporary STID which is transferred by AAI-RNG-RSP message.

	Encoded Information
	Variable
	Message elements

	}
	—
	—


The following parameters may be included:
Table zzy.a— parameters for AAI_ REG-RSP message
	Name
	Value

	MS capability negotiation parameters
	ARQ parameters 


	ARQ_SN_MODULUS
	the number of unique SN values; default =2^10

	
	
	ARQ_WINDOW_SIZE
	the maximum number of ARQ blocks with consecutive SN in the sliding window of ARQ blocks

	
	
	ARQ_SUB_BLOCK_SIZE
	ARQ sub-block length when ARQ block is fragmented into ARQ sub-blocks prior to retransmission with rearrangement

	
	
	ARQ_BLOCK_LIFETIME
	the maximum time interval an ARQ block shall be managed by the transmitter ARQ state machine, once initial transmission of the block has occurred

	
	
	ARQ_RX_PURGE_TIMEOUT
	the time interval the receiver shall wait after successful reception of a block that does not result in advancement of ARQ_RX_WINDOW_START, before advancing ARQ_RX_WINDOW_START

	
	
	MAXIMUM_ ARQ_BUFFER_SIZE
	The maximum ARQ buffer size

	
	Co-located coexistence capability supported
	Indicates if co-located coexistence is supported.

	
	Capabilities for MS measurement 
	TBD

	
	Capabilities for MIMO support
	TBD

	Convergence sublayer capabilities
	Classification/PHS options and SDU encapsulation support
	indicates which classification/PHS options and SDU encapsulation the AMS supports

	
	Maximum number of classification rules
	Maximum number of admitted classification rules that the AMS supports.

	
	ROHC support
	Indicates the level of ROHC support.

	
	PHS support
	Indicates the level of PHS support.


--------------------------------------------------- End of Proposed Text------------------------------------------------------

  


