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Convergence Sublayer proposed text 

Phillip Barber, Ron Murias
Huawei, InterDigital Communications, LLC
Problem
The current AWD draft lacks text defining the function of the Convergence Sublayer. At Session #61, the TGm Chair acted to create a Drafting Group to provide text suitable to fill this requirement. This contribution proposes specific text and figures to be incorporated into the AWD draft.
The SDD gives the following definition for the Convergence Sublayer:

10.7 Convergence Sublayer

IPCS or GPCS is used to transport packet data over the air interface. For GPCS the classification is assumed to take place on layers above the CS. Relevant information for performing classification are transparently transported during connection setup or change.
The SDD contains no additional definition or guidance.

Based on this requirement reuse of the existing IP CS and GPCS methodologies and language from 802.16-2009 would seem mandated, without modification. However this is not possible without very minor modification to accommodate the change to logical identifiers introduced as part of 16m work, namely the substitution of 802.16m defined STID+FID in place of 802.16-2009 CID as unique identifiers for specific flows, and as the basis for classification resolution of those same flows.

In addition, TGm is using ASN.1 objects instead of TLVs. Any proposed 16m material must be written to reference TGm ASN.1 objects, not pre-existing TLVs.

The authors propose simply modyfing the existing IP CS and GPCS sections in clause 5 and making only those changes to enable classification resolution to STID+FID in lieu of CID, and changing references to TLVs (for instance service flow encodings used in IP CS classification).
Additionally, while the SDD contains no specific language supporting Payload Header Suppression (PHS)—aside from its presence in the 802.16m Protocol Structure in Figure 9 of the SDD—or ROHC, the SDD does require that the 16m solution comply to the subset of features as detailed in the WiMAX Forum™ Mobile System Profile, Release 1.0 Approved Specification (Revision 1.4.0: 2007-05-02) which includes both PHS and ROHC as mandatory features.
Consequently the authors have provided additional remedies to incorporate these PHS and ROHC features.

Remedy 1
According to the Style guide for writing the IEEE 802.16m amendment:
2.5 Clause 5: Service specific CS

Any changes to the service specific CS definitions shall be introduced as amendments to Clause 5 of IEEE Std 802.16-2009.

Based on this guidance the author’s propose to insert the following subclauses:

[In IEEE Std 802.16-2009, subclause 5.2, page 31, modify as:]
5.2 Packet CS

The packet CS resides on top of the IEEE 802.16 MAC CPS. The CS performs the following functions, utilizing the services of the MAC:

a) Classification of the higher layer protocol PDU into the appropriate transport connection

b) Suppression of payload header information (optional)

c) Delivery of the resulting CS PDU to the MAC SAP associated with the service flow for transport to the peer MAC SAP

d) Receipt of the CS PDU from the peer MAC SAP

e) Rebuilding of any suppressed payload header information (optional)

The sending CS is responsible for delivering the MAC service data unit (MAC SDU) to the MAC SAP. The MAC is responsible for delivery of the MAC SDU to peer MAC SAP in accordance with the QoS, fragmentation, concatenation, and other transport functions associated with a particular connection’s service flow characteristics. The receiving CS is responsible for accepting the MAC SDU from the peer MAC SAP and delivering it to a higher layer entity.

The packet CS is used for transport for all packet-based protocols as defined in 11.13.18.3.

ABS and AMS shall use either the IP CS of the packet CS or the GPCS for all packet-based protocols as defined in 15.x.[16m service flow QoS parameters for packet-based protocols]
[In IEEE Std 802.16-2009, subclause 5.2.2, page 32, modify as:]

5.2.2 Classification

Classification is the process by which a MAC SDU is mapped onto a particular transport connection for transmission between MAC peers. The mapping process associates a MAC SDU with a transport connection, which also creates an association with the service flow characteristics of that connection. This process facilitates the delivery of MAC SDUs with the appropriate QoS constraints.

A classification rule is a set of matching criteria applied to each packet entering the IEEE 802.16 network. It consists of some protocol-specific packet matching criteria (destination IP address, for example), a classification rule priority, and a reference to a CID, or for an ABS or AMS reference to a STID+FID combination. If a packet matches the specified packet matching criteria, it is then delivered to the SAP for delivery on the connection defined by the CID or STID+FID. Implementation of each specific classification capability (as, for example, IPv4 based classification) is optional. The service flow characteristics of the connection provide the QoS for that packet.

Several classification rules may each refer to the same service flow. The classification rule priority is used for ordering the application of classification rules to packets. Explicit ordering is necessary because the patterns used by classification rules may overlap. The priority need not be unique, but care shall be taken within a classification rule priority to prevent ambiguity in classification. DL classification rules are applied by the BS to packets it is transmitting and UL classification rules are applied at the SS. Figure 9 and Figure 10 illustrate the mappings discussed in the previous paragraph.

It is possible for a packet to fail to match the set of defined classification rules. In this case, the CS shall discard the packet.
[Editor to modify Figures 9&10 as: to include reference to STID+FID in each instance of CID, as in ‘CID 1; STID+FID 1’, and ‘(SDU, CID, STID+FID,,,,’]
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Figure S—Classification and CID mapping (BS to §§)





[In IEEE Std 802.16-2009, subclause 5.2.3, page 33, modify as:]

5.2.3 Payload header suppression (PHS)

In PHS, a repetitive portion of the payload headers of the higher layer is suppressed in the MAC SDU by the sending entity and restored by the receiving entity. Implementation of PHS capability is optional. On the UL, the sending entity is the SS and the receiving entity is the BS. On the DL, the sending entity is the BS and the receiving entity is the SS. If PHS is enabled at MAC connection, each MAC SDU is prefixed with a PHSI, which references the Payload Header Suppression field (PHSF).

The sending entity uses classification rules to map packets into a service flow. The classification rule uniquely maps packets to its associated PHS Rule. The receiving entity uses the CID or STID+FID and the PHSI to restore the PHSF. Once a PHSF has been assigned to a PHSI, it shall not be changed. To change the value of a PHSF on a service flow, a new PHS rule shall be defined, the old rule is removed from the service flow, and the new rule is added. When all classification rules associated with the PHS rule are deleted, then the PHS rule shall also be deleted.

PHS has a payload header suppression valid (PHSV) option to verify or not verify the payload header before suppressing it. PHS has also a payload header suppression mask (PHSM) option to allow select bytes not to be suppressed. The PHSM facilitates suppression of header fields that remain static within a higher layer session (e.g., IP addresses), while enabling transmission of fields that change from packet to packet (e.g., IP Total Length).

The BS shall assign all PHSI values just as it assigns all CID or STID+FID values. Either the sending or the receiving entity shall specify the PHSF and the payload header suppression size (PHSS). This provision allows for preconfigured headers or for higher level signaling protocols outside the scope of this standard to establish cache entries.

It is the responsibility of the higher layer service entity to generate a PHS Rule that uniquely identifies the suppressed header within the service flow. It is also the responsibility of the higher layer service entity to guarantee that the byte strings that are being suppressed are constant from packet to packet for the duration of the active service flow.

[In IEEE Std 802.16-2009, subclause 5.2.3.1, page 34, modify as:]

5.2.3.1 PHS operation

SS and BS implementations are free to implement PHS in any manner as long as the protocol specified in this subclause is followed. Figure 11 illustrates the following procedure.

A packet is submitted to the packet CS. The SS applies its list of classification rules. A match of the rule shall result in an UL service flow and CID or STID+FID and may result in a PHS Rule. The PHS Rule provides PHSF, PHSI, PHSM, PHSS, and PHSV. If PHSV is set or not present, the SS shall compare the bytes in the packet header with the bytes in the PHSF that are to be suppressed as indicated by the PHSM. If they match, the SS shall suppress all the bytes in the UL PHSF except the bytes masked by PHSM. The SS shall then prefix the PDU with the PHSI and present the entire MAC SDU to the MAC SAP for transport on the UL.

When the MAC protocol data unit (MAC PDU) is received by the BS from the air interface, the BS MAC shall determine the associated CID or STID+FID by examination of the generic MAC header. The BS MAC sends the PDU to the MAC SAP associated with that CID or STID+FID. The receiving packet CS uses the CID or STID+FID and the PHSI to look up PHSF, PHSM, and PHSS. The BS reassembles the packet and then proceeds with normal packet processing. The reassembled packet contains bytes from the PHSF. If verification was enabled, then the PHSF bytes equal the original header bytes. If verification was not enabled, then there is no guarantee that the PHSF bytes match the original header bytes.

A similar operation occurs on the DL. The BS applies its list of Classifiers classification rules. A match of the classification shall result in a DL service flow and a PHS rule. The PHS rule provides PHSF, PHSI, PHSM, PHSS, and PHSV. If PHSV is set or not present, the BS shall verify the Downlink Suppression field in the packet with the PHSF. If they match, the BS shall suppress all the bytes in the Downlink Suppression field except the bytes masked by PHSM. The BS shall then prefix the PDU with the PHSI and present the entire MAC SDU to the MAC SAP for transport on the DL.

The SS shall receive the packet based upon the CID Address or STID+FID filtering within the MAC. The SS receives the PDU and then sends it to the CS. The CS then uses the PHSI and CID or STID+FID to lookup PHSF, PHSM, and PHSS.

The SS reassembles the packet and then proceeds with normal packet processing.

Figure 12 demonstrates packet suppression and restoration when using PHS masking. Masking allows only bytes that do not change to be suppressed. Note that the PHSF and PHSS span the entire suppression field, included suppressed and unsuppressed bytes.

[In IEEE Std 802.16-2009, subclause 5.2.5.1, page 38, modify as:]

5.2.5.1 IP CS PDU format

The format of the IP CS PDU shall be as shown in Figure 16 (when header suppression is enabled at the connection, but not applied to the CS PDU) or Figure 17 (with header suppression). In the case where PHS is not enabled, the PHSI field shall be omitted.
[image: image3.emf]
Figure 16—IP CS PDU format without header suppression

[image: image4.emf]Figure 17—IP CS PDU format with header suppression

ROHC (refer to RFC 3095) may be used instead of PHS to compress IP headers. The MS and the BS signal enabling of ROHC by setting bit 7 of Request/Transmission Policy (see 11.13.12) to 0. The AMS and the ABS signal enabling of ROHC by [FFS]. When ROHC is enabled for a service flow, the service flow constitutes what in RFC 3095 is referred to as a ROHC channel.

[In IEEE Std 802.16-2009, subclause 5.2.5.2, page 39, modify as:]

5.2.5.2 IP classification rules

IP classification rules operate on the fields of the IP header and the transport protocol. For SS and BS, the parameters (11.13.18.3.3.2 through 11.13.18.3.3.7 and 11.13.18.3.3.16) may be used in IP classification rules. For AMS and ABS, the parameters (FFS) may be used in IP classification rules.
[In IEEE Std 802.16-2009, subclause 5.2.3, page 40, modify as:]

5.3 Generic Packet Convergence Sublayer (GPCS)

The Generic Packet CS (GPCS) is an upper layer protocol-independent packet convergence sublayer that supports multiple protocols over an IEEE 802.16 air interface. It is defined as follows:

— GPCS provides a generic packet convergence layer. This layer uses the MAC SAP and exposes a SAP to GPCS applications.

— GPCS does not re-define or replace other convergence sublayers. Instead, it provides a SAP that is not protocol specific.

— With GPCS, packet parsing happens “above” GPCS. The results of packet parsing are classification parameters given to the GPCS SAP for “parameterized classification,” but upper layer packet parsing is left to the GPCS application.

— With GPCS, for MS and BS the upper layer protocol that is immediately above the IEEE 802.16 GPCS is identified by a TLV parameter, GPCS protocol type, as defined in 11.13.19.5.1. For AMS and ABS the upper layer protocol that is immediately above the IEEE 802.16 GPCS is identified by a parameter, GPCS protocol type, as defined in [FFS]. The GPCS protocol type shall be included in C-SFM primitives and DSx messages during connection establishment.

— GPCS defines a set of SAP parameters as the result of upper layer packet parsing. These are passed from upper layer to the GPCS in addition to the data packet. For MS and BS the SAP parameters include SFID, MS MAC Address, data, and length. For AMS and ABS the SAP parameters include SFID, MS MAC Address, STID, FID, data, and length. Each is defined in 5.3.3.

— GPCS allows multiplexing of multiple layer protocol types (e.g., IPv4, IPv6, Ethernet) over the same IEEE 802.16 connection. An appropriate upper protocol layer that supports protocol multiplexing is used to do this, and it is signaled by MS and BS in the GPCS_PROTOCOL_TYPE TLV, and by AMS and ABS in the [FFS] in DSx messages to indicate that multiple protocols are supported for a connection/service flow. It is outside the scope of the GPCS to specify how the upper layer multiplexes and demultiplexes multiple protocol data packets over an IEEE 802.16 connection/service flow.

— For interoperability, upper layer protocol type may need an interface specification. Such a standard specification is out of scope of this document.

— With GPCS, the IEEE 802.1D bridging will be supported transparently by the IEEE 802.16 air interface, because the GPCS requires the upper layer to provide the MS MAC Address and SFID with every packet, where the MS MAC Address and SFID can represent a port and a port is either a unicast port or broadcast port.

— PHS as defined in 5.2.3 defines rules for how packets with suppressed fields are reconstructed based on the PHSI and the associated PHS rule. This reconstruction method can also be applied on packets transferred over the GPCS. Details are given in 5.3.6.

[image: image5.emf]
[In IEEE Std 802.16-2009, subclause 5.3.1, page 41, modify as:]

5.3.1 Mapping of the GPCS service to upper layers

In the case where a GPCS instance services only a single GPCS peer on an SS, the MS MAC Address field of the GPCS_DATA primitive shall be constant and set to the MAC address of the SS. The SFID field of the GPCS_DATA primitive shall be set to the SFID of the service flow being carried.

In the case where a GPCS instance services more than one SS, the MS MAC Address field of the GPCS_DATA primitive will indicate the SS that is the source or destination for the PDU. The SFID field of the GPCS_DATA primitive shall be set to the SFID of the service flow being carried.
For AMS and ABS, in the case where a GPCS instance services more than one SS, the STID field of the GPCS_DATA primitive will indicate the AMS that is the source or destination for the PDU. The FID field of the GPCS_DATA primitive shall be set to the FID of the flow being carried.
[In IEEE Std 802.16-2009, subclause 5.3.3, page 42, modify as:]

5.3.3 GPCS SAP parameters

The GPCS uses the GPCS SAP, an instance of the logical CS SAP. The GPCS SAP parameters enable the upper layer protocols to generically pass information to the GPCS so that the GPCS does not need to interpret upper layer protocol headers in order to map the upper layer data packets into proper IEEE 802.16 MAC connections. Since the SAP parameters are explicit, the parsing portion of the classification process is the responsibility of the upper layer. The parameters are relevant for SAP data path primitives, GPCS_DATA.request and GPCS_DATA.indication as described in 5.3.4 and 5.3.5, respectively.

Service flow ID (SFID)

Unique identifier to identify a unidirectional service flow for an MS. A GPCS implementation shall map the combination of SFID and MS MAC Address directly to a MAC connection ID. During connection / service flow establishment, the 802.16 control plane function shall provide GPCS the mapping information.

MS MAC Address:

48-bit unique identifier used by MS.

Station Identifier (STID; for AMS and ABS only):

The unique identifier for the AMS within the domain of the ABS.

Flow Identifier (FID; AMS and ABS only):

The unique identifier for each management connection and transport connection within the AMS.
DATA:

The payload delivered by the GPCS upper layer to the GPCS, or by the GPCS to the upper layer.

LENGTH:

Number of bytes in DATA.
[In IEEE Std 802.16-2009, subclause 5.3.4.2, page 42, modify as:]

5.3.4.2 Semantics of the service primitive

The parameters of the primitive are as follows:

GPCS_DATA.request

(

SFID,

MS MAC Address,

Station Identifier (STID; for AMS and ABS only),

Flow Identifier (FID; AMS and ABS only),
length,

data

)

The parameters SFID, MS MAC Address, Station Identifier (STID; for AMS and ABS only), Flow Identifier (FID; AMS and ABS only), length, and data are described in 5.3.3.

[In IEEE Std 802.16-2009, subclause 5.3.5.2, page 43, modify as:]

5.3.5.2 Semantics of the service primitive

The parameters of the primitive are as follows:

GPCS_DATA.indication

(

SFID,

MS MAC Address,

Station Identifier (STID; for AMS and ABS only),

Flow Identifier (FID; AMS and ABS only),
length,

data

)

The parameters SFID, MS MAC Address, Station Identifier (STID; for AMS and ABS only), Flow Identifier (FID; AMS and ABS only), length, and data are described in 5.3.3.

Note that SFID and MS MAC Address are not transferred over the IEEE 802.16 air interface. The GPCS shall map the CID or STID+FID to SFID and MS MAC Address, and then pass them to the upper layer of the GPCS through GPCS_DATA.indication, where the CID or STID+FID is provided in MAC SAP.

  


