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I. Introduction
This contribution proposes the MAC control messages.
II. Proposed text
----------------------------------------------- Start of the proposed text ------------------------------------------

15.2.4 MAC Control messages
The peer-to-peer protocol of MAC layers in ABS and AMS communicate using the MAC control messages to perform the control plane functions. MAC control messages shall be carried in a MAC PDU to be transported in broadcast, unicast or random access connections. There are two types of unicast control connections – Basic connection and Primary connection. HARQ shall be enabled for MAC control messages sent on the unicast control connections. Encryption may be enabled for unicast MAC control messages. MAC control messages may be fragmented. MAC control messages shall not be sent using multiplexing extended header. Table 675 lists the MAC control messages that shall be defined in the ASN.1 format, as shown in <<<Appendix X>>>. The indication to the receiver whether the PDU is encrypted is indicated by the EC=1 in FEH extended header. Whether the encryption is applied on a management message or not shall be determined by the message type and MAC procedure context, which is define in Table-1. A messages included in a PDU whose EC bit value does not match the combined message type and corresponding context defined in the Table-1 shall be discarded. Encrypted and non encrypted MAC control messages shall not be sent in the same PDU.
Table 675: MAC Control Messages
	Message Names
	Message Description
	Security
	Connections

	AAI_SCD
	System configuration descriptor 
	N/A
	Broadcast

	AAI_SII-ADV
	Service Identity Information Advertisement
	N/A
	Broadcast

	AAI_RNG-ACK
	Aggregated CDMA Ranging Acknowledge
	N/A
	Broadcast

	AAI_RNG-ACK
	Ranging acknowledgement
	N/A
	Broadcast

	AAI_RNG-REQ
	Ranging Request
	Null: during ranging procedure when there is no SA already established or pre-updated.

CMAC: all other cases
	Initial Ranging or Basic

	AAI_RNG-RSP
	Ranging Response
	Null: during ranging procedure when there is no SA already established or pre-updated.

Encrypted/ICV: all other cases
	Basic

	AAI_REG-REQ
	Registration Request
	Encrypted/ICV
	Primary

	AAI_REG-RSP
	Registration Response
	Encrypted/ICV
	Primary

	AAI_SBC-REQ
	SS Basic Capability Request
	null
	Basic

	AAI_SBC-RSP
	SS Basic Capability Response
	null
	Basic

	AAI_DREG-REQ
	Deregistration Request
	Encrypted/ICV
	Basic

	AAI_DREG-CMD
	Deregistration Command
	Encrypted/ICV
	Basic

	AAI_DSA-REQ
	Dynamic Service Addition Request
	Encrypted/ICV
	Primary

	AAI_DSA-RSP
	Dynamic Service Addition Response
	Encrypted/ICV
	Primary

	AAI_DSA-ACK
	Dynamic Service Addition Acknowledge
	Encrypted/ICV
	Primary

	AAI_DSC-REQ
	Dynamic Service Change Request
	Encrypted/ICV
	Primary

	AAI_DSC-RSP
	Dynamic Service Change Response
	Encrypted/ICV
	Primary

	AAI_DSC-ACK
	Dynamic Service Change Acknowledge
	Encrypted/ICV
	Primary

	AAI_DSD-REQ
	Dynamic Service Deletion Request
	Encrypted/ICV
	Primary

	AAI_DSD-RSP
	Dynamic Service Deletion Response
	Encrypted/ICV
	Primary

	AAI_DSX-RVD
	DSx Received
	Encrypted/ICV
	Primary

	AAI_PKM-REQ
	Privacy Key Management Request
	before AK is derived at network entry: NULL

after AK is derived at network entry and EAP-tranfer message is enclosed: encryption/ICV

after AK is derived at network entry and the other message is enclosed: CMAC
	Primary

	AAI_PKM-RSP
	Privacy Key Management Response
	before AK is derived at network entry: NULL

after AK is derived at network entry and EAP-tranfer message is enclosed: encryption/ICV

after AK is derived at network entry and the other message is enclosed: CMAC
	Primary 

	AAI_ARQ-Feedback
	Stand-alone ARQ Feedback
	Encrypted/ICV
	Basic

	AAI_SLP-REQ
	Sleep Request
	Encrypted/ICV
	Basic

	AAI_SLP-RSP
	Sleep Response
	Encrypted/ICV
	Basic

	AAI_TRF-IND
	Traffic Indication
	N/A
	Broadcast

	AAI_NBR-ADV
	Neighbor Advertisement
	Null: in unicast 
N/A: in broadcast
	Primary or broadcast

	AAI_SCN-REQ
	Scanning Interval Allocation Request
	Encrypted/ICV
	Basic

	AAI_SCN-RSP
	Scanning Interval Allocation Response
	Encrypted/ICV
	Basic

	AAI_SCN-REP
	Scanning Result Report
	Encrypted/ICV
	Primary

	AAI_HO-REQ
	AMS Handover Request
	Encrypted/ICV
	Basic

	AAI_HO-CMD
	ABS Handover Command
	Encrypted/ICV
	Basic

	AAI_HO-IND
	AMS Handover Indication
	Encrypted/ICV
	Basic

	AAI_TRF_IND-REQ
	Traffic indication request
	Encrypted/ICV
	Basic

	AAI_TRF_IND-RSP
	Traffic indication response
	Encrypted/ICV
	Basic

	AAI_L2-XFER
	AAI L2 Transfer
	Encrypted/ICV
	Primary

	AAI_PAG-ADV
	BS Paging Advertisement
	N/A
	Broadcast

	AAI_UL_Power_Control
	UL power control
	N/A
	Broadcast

	AAI-MC-ADV
	Multi-Carrier Advertisement
	N/A
	Broadcast

	AAI_MC-REQ
	Multi-Carrier Request
	Null
	Basic

	AAI_MC-RSP
	Multi-Carrier Response
	Null
	Basic

	AAI_CM-CMD
	Carrier Management Command
	Encrypted/ICV
	Basic

	AAI_CM-IND
	Carrier Management Indication
	Encrypted/ICV
	Basic

	AAI_RES-CMD
	Reset commend
	Before authentication :Null After authentication : Encrypted/ICV
	Basic

	PGID Info
	paging group advertisement
	N/A
	Broadcast
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