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Support for Multiplexing Several Protocols Over a Single FID of an AMS
Introduction

In 16e, a WiMAX connection is shared between all packets that carry the same protocol and have same QoS requirements (and should use the same QoS parameters). That is, if a MS has to support IPv6, IPv4 and Ethernet packets, it would have to use 3 different connections, although all of them may require BE scheduling type.
In 16m, we would like a FID to be able to multiplex several protocols (e.g., RoHC, IPv4, IPv6, Ethernet) on the same flow. Different protocols on the FID may need to be treated with different levels of QoS.
Proposed Text

[-------------------------------------------------Start of Text Proposal---------------------------------------------------]

11.13.18 CS-specific service flow encodings

11.13.18.1 CS Specification parameter 

This parameter specifies the CS that the connection being set up shall use.
	Type
	Length
	Value
	Scope

	[145/146].28
	1
	0: GPCS (Generic Packet Convergence Sublayer)

1: Packet, IPv4 

2: Packet, IPv6 

3: Packet, IEEE 802.3/Etherneta
4: Reserved 

5: Packet, IPv4 over IEEE 802.3/Etherneta
6: Packet, IPv6 over IEEE 802.3/Etherneta
7: Reserved

8: Reserved 

9: ATM 

10: Reserved 

11: Reserved 

12: Reserved 

13: Reserved 

14: Packet, IPb
15: Multiprotocol flow
1516–255 Reserved
	DSA-REQ


aClassifiers for IEEE 802.1Q VLAN tags may be applied to service flows of this CS type.
bSDUs for service flows of this CS type may carry either IPv4 or IPv6 in the header-compressed payload.

5.2.1 MAC SDU format 
Once classified and associated with a specific MAC connection, higher layer PDUs shall be encapsulated in the MAC SDU format as illustrated in Figure 8. The 8-bit PHSI (payload header suppression index) field shall be present when a PHS rule has been defined for the associated connection. PHS is described in 5.2.3. The 8-bit Protocol ID field shall be present when a Multiprotocol flow is defined for the associated connection. This is described in section 5.2.6.
[Replace figure 8]




Figure 8 – MAC SDU format
[Add a new subclause]
5.2.6 Support for multiple protocols on the same flow
In order to transport several types of protocols, over the same MAC connection the Multiprotocol flow can be used. The receiver must identify the protocol to correctly forward the SDU. For instance – if the information carried by the SDU is a RoHC packet, it should be forwarded to the RoHC decompressor. The receiver does this according to the Protocol ID field which is the first byte of a Multiprotocol flow connection as depicted in Figures XX and XX.

Figure XX – Multiprotocol flow PDU format without PHS

Figure XX – Multiprotocol flow PDU format with PHS

Once the protocol type of an incoming packet is determined, the appropriate classification rules are applied to the packet and the correct service flow is identified. It is then optionally forwarded to the header suppression mechanism (PHS or RoHC) and then mapped MAC SAP using the format described in this section. The Protocol ID content is set by the transmitter by the protocol identified before the classification rules were applied and according to the Table YY.

The method by which the protocol of a packet introduced to the CS layer is identified is beyond the scope of this standard. 

Table YY – Possible values for Protocol ID field

	Protocol ID
	Meaning

	0
	Ethernet MAC Service

	1
	MPLS

	2
	PPP

	3
	Raw IP

	4
	IPv4

	5
	RoHC

	6
	IPv6

	7
	ECRTP

	6..256
	Reserved


 [-------------------------------------------------End of Text Proposal----------------------------------------------------]
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