
IEEE C802.16m-09/2460r1

	Project
	IEEE 802.16 Broadband Wireless Access Working Group <http://ieee802.org/16>

	Title
	Proposal on parameters to be neogtiated by AAI_SBC-REQ/RSP (15.2.3.3)  

	Date Submitted
	2009-11-06

	Source(s)
	Youngkyo Baek

Hyunjeong Kang


Samsung Electronics
	E-mail:   youngkyo.baek@samsung.com
Phone :  +82-31-279-7321

*<http://standards.ieee.org/faqs/affiliationFAQ.html>

	Re:
	Call for LB #30a on “ P802.16m/D2”: 
Target topic: “15.2.3.3”

	Abstract
	This contribution provides message format for AAI_SBC-REQ/RSP. 

	Purpose
	To be discussed and adopted in 802.16m AWD

	Notice
	This document does not represent the agreed views of the IEEE 802.16 Working Group or any of its subgroups. It represents only the views of the participants listed in the “Source(s)” field above. It is offered as a basis for discussion. It is not binding on the contributor(s), who reserve(s) the right to add, amend or withdraw material contained herein.

	Release
	The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication. The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.16.

	Patent Policy
	The contributor is familiar with the IEEE-SA Patent Policy and Procedures:

<http://standards.ieee.org/guides/bylaws/sect6-7.html#6> and <http://standards.ieee.org/guides/opman/sect6.html#6.3>.

Further information is located at <http://standards.ieee.org/board/pat/pat-material.html> and <http://standards.ieee.org/board/pat>.


Proposal on parameters to be neogtiated by AAI_SBC-REQ/RSP (15.2.3.3)
Youngkyo Baek,Hyunjeong Kang
Samsung Electronics
Introduction
During initial network entry capability negotiation is done by AAI_SBC-REQ/RSP messages. We need to list up all parameters to be negotiated and map parametersets to capability index. At first this contribution suggests parameters to be neogotiated by AAI_SBC-REQ/RSP.
Proposed Text 
Modify the subsections 15.2.3.3 AAI_SBC-REQ and 15.2.3.4 AAI_SBC-RSP as follows.(page 39 line42)
----------------------------------------------------- Start of Proposed Text -----------------------------------------------------
15.2.3.3 AAI_SBC-REQ
An AAI_SBC-REQ message, to which HARQ operation is applied, is transmitted by AMS to negotiate pre-authentication capability during network entry.

The AAI_SBC-REQ message shall be encrypted and not contain CMAC Tuple during HO reentry if authentication has been completed:
The following parameters may be included and parameter sets are mapped to cabability index( the mapping is TBD):
Table xxx— parameters for AAI_ SBC-REQ
	Name
	Value

	Security negotiation parameters
	Authorization policy support
	If Bit #0=0, EAP-based authorization is not supported; 
If Bit #0=1: EAP-based authorization is supported

	
	PN Window Size
	Specifies the size capability of the receiver PN window. The receiver shall track PNs within this window to prevent replay attacks; 
Bit #0= 1

Bit #1 = 8

Bit #2 = 16

Bit #3 = 32

Bit #4 = 64

Bit #5 = 128

	
	Auth type for EAP
	Auth Type for EAP shall only be included when EAP-based authorization is supported. If supported, either bit #0 or bit#1 is set to 1. Default (bit#0,bit#1)=(0,1)
bit #0: device authentication 

bit #1: user authentication
bit #2 -7: reserved


15.2.3.4 AAI_SBC-RSP

An AAI_SBC-RSP message, to which HARQ operation is applied, is transmitted by ABS in response to a received AAI_SBC-REQ during initialization.

The AAI_SBC-RSP message shall be encrypted and not contain CMAC Tuple during HO reentry if authentication has been completed.
The following parameters may be included and parameter sets are mapped to cabability index( the mapping is TBD):
Table yyy— parameters for AAI_ SBC-RSP
	Name
	Value

	Security negotiation parameters
	Authorization policy support
	If Bit #0=0, EAP-based authorization is not supported; 

If Bit #0=1: EAP-based authorization is supported

	
	PN Window Size
	Specifies the size capability of the receiver PN window. The receiver shall track PNs within this window to prevent replay attacks; 
Bit #0= 1

Bit #1 = 8

Bit #2 = 16

Bit #3 = 32

Bit #4 = 64

Bit #5 = 128


--------------------------------------------------- End of Proposed Text------------------------------------------------------

  


