
IEEE C802.16m-09/2564r4

	Project
	IEEE 802.16 Broadband Wireless Access Working Group <http://ieee802.org/16>

	Title
	Cleanup of Fragmentation state machine for AMS MAC management FID (15.2)

	Date Submitted
	2009-11-18

	Source(s)
	Muthaiah Venkatachalam,

Xiangying Yang
Joey Chou

Intel Corporation
Anil Agiwal, Youngbin Chang, Sungjin Lee, Rakesh Taori

Samsung Electronics

	Joey.chou@intel.com

anilag@samsung.com


	Re:
	Cleanup of Fragmentation state machine

	Abstract
	Cleanup of Fragmentation state machine

	Purpose
	To be discussed and adopted by TGm for 802.16m amendment working document.

	Notice
	This document does not represent the agreed views of the IEEE 802.16 Working Group or any of its subgroups. It represents only the views of the participants listed in the “Source(s)” field above. It is offered as a basis for discussion. It is not binding on the contributor(s), who reserve(s) the right to add, amend or withdraw material contained herein.

	Release
	The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication. The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.16.

	Patent Policy
	The contributor is familiar with the IEEE-SA Patent Policy and Procedures:

<http://standards.ieee.org/guides/bylaws/sect6-7.html#6> and <http://standards.ieee.org/guides/opman/sect6.html#6.3>.

Further information is located at <http://standards.ieee.org/board/pat/pat-material.html> and <http://standards.ieee.org/board/pat>.


Cleanup of Fragmentation state machine for the AMS MAC management FID
Introduction

In 280.16m we need to enable a mechanism to pre-empt the transmission of the fragments of SDU1 with the fragments of a higher priority SDU2 on the same FID. Currently in 802.16m if SDU1 is being fragmented, then a higher priority SDU2 has to wait in queue until all the fragments of SDU1 have been transmitted before SDU2 can be fragmented and transmitted. 

This capability is even more crucial for MAC management connection in 802.16m where the large management messages such as PKMv2 (~2KB) or REG (few 100B) has to currently share the same management connection as the short real time management messages such as power control message (~few bytes). So there could be possibility that the power control message can be delayed indefinitely while the large PKMv2 message is being fragmented and transmitted.
Proposed Text with change marks
[-------------------------------------------------Start of Text Proposal---------------------------------------------------]

Table 660—FEH Format
	Syntax


	Size(bit)


	Notes

	FEH () {
	
	

	BC
	
	Encryption Control indicator

0 = Payload is not encrypted

1 = Payload is encrypted

	Channel ID
	1
	Channel ID to identify separate fragmentation / reassembly state machines

0: channel 1
1: channel 2

	SN Indicator
	
	

	If (SN Indicator = 0) {
	
	

	Reserved


	65

	For byte alignment

	else {
	
	

	Polling


	1


	0 = no acknowledgement required

1 = acknowledge required upon receiving the MAC message

	FC


	2


	Fragmentation control (see <<<table TBD>>>)

	SN


	8


	Payload sequence number

	Reserved


	32

	For byte alignment

	}
	
	

	}
	
	

	
	
	


15.2.3.31 AAI MSG-ACK
The ABS and AMS may use AAI_MSG-ACK to indicate the reception of a MAC management. When receiving a message over management connection with Polling bit set to 1 in FEH, the ABS and AMS shall transmit AAI_MSG-ACK as an acknowledgement to the reception of the message. The AAI_MSG-ACK shall include the following information:
— SN retrieved from FEH of the received MAC PDU

— Channel ID that the MAC management message is received
15.2.4.3.1 Transport Connections
For transport connections FPEH (as defined in 15.2.2.2.1) or MEH (as defined in 15.2.2.2.3) in the MAC PDU provides the information about the SDU fragment. Either FPEH or MEH shall always be present in a MAC PDU for transport connections. SN in FPEH or MEH (in case of multiplexing) is used for sequencing the SDU fragments and Fragmentation control (FC) bits in FPEH or MEH, are used to tag the SDU frag​ments with respect to their position in the parent SDU.
15.2.4.3.1.1 Non-ARQ Transport Connections
For non-ARQ transport connections, fragments are transmitted once and in sequence. The SN assigned to each connection PDU carrying SDU fragment allows the receiver to recreate the original payload and to detect the loss of any intermediate fragments. A connection may be in only one fragmentation state at any given time. Upon loss, the receiver shall discard all SDU fragments on the connection until a new first SDU fragment is detected or a non-fragmented SDU is detected.
15.2.4.3.2 Management Connections
For management connections FEH (as defined in 15.2.2.2.2) in the MAC PDU provides the information about the control message fragment. SN and Channel ID in FEH is used for sequencing the control message fragments and Fragmentation Control (FC) bits in FEH, are used to tag the control message fragments with respect to their position in the parent control message. Sequence number shall be maintained independently for each channel ID.
Only one Up to two control messages can be in fragmentation state at any given time. The SN and Channel ID assigned to each manage​ment connection PDU carrying control message fragment allows the receiver to recreate the original payload and to detect the loss of any intermediate fragments. Upon loss of a control message fragment on a Channel ID, the receiver shall wait for the lost control message fragments on that Channel ID until a new first control message fragment is detected or a new non-fragmented control message is detected on the same Channel ID.
 [-------------------------------------------------End of Text Proposal----------------------------------------------------]
































  


