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Text  proposal on security context maintenance during zone switching (16.2.5)
Xiangying Yang, Avishay Shraga, Chang Hong Shan
Intel
I. Introduction
The text change propose to SA mapping rules during Zone Switch functions.
II. Proposed Test

[insert new subsection into Section 16.2.5.2.2, P172 L24 in D4]

16.2.5.2.2.2 Mapping of flows to SAs during Zone Switching 
During LZone to MZone zone switch, LZone CIDs are mapped to MZone FIDs as defined in 16.2.6.4.1.3 and their mapping to MZone SA is shown in Table aaa. 

Table aaa LZone CID to MZone SA mapping during 16e->16m zone switch
	CIDs in LZone
	SA in MZone

	Management connections
	Null SA (SAID = 0x00), if only security suites with “No data encryption, no data authentication” is supported 

Primary SA (SAID = 0x01), otherwise

	Unicast transport CID with SA using AES-CCM
	Primary SA (SAID = 0x01)

	Unicast transport CID with Null SA
	Null SA (SAID = 0x00)

	Broadcast or multicast transport CID
	Null SA (SAID = 0x00)


During MZone to LZone zone switch, MZone FIDs are mapped to LZone CIDs as defined in 16.2.6.4.2.3 and their mapping to LZone SA is shown in Table bbb. 

 Table bbb MZone FID to LZone SA mapping during MZone to LZone zone switch
	FIDs in MZone
	SA in LZone

	Transport FID associated with Primary SA (SAID = 0x01)
	Primary SA using AES-CCM

	FID associated with SAID = 0x02
	Primary SA using AES-CCM

	FID associated with Null SA (SAID = 0x00)
	Null SA using “No data encryption; no data authentication”

	Broadcast or multicast transport FID
	Null SA using “No data encryption; no data authentication”


--------------------------------text end-----------------------------------------
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