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Cleanup of Multiplexing Section
Jaesun Cha, Soojung Jung, Eunkyung Kim, Sungcheol Chang, Hyun Lee, Chulsik Yoon
 ETRI
1 Text Proposal
---------------------------------------------------------Start of the Text----------------------------------------------------------
[Modify Section 16.2.4.2 as follows]

16.2.4.2 Multiplexing

Multiple connections' payload associated with same security association can be multiplexed and encrypted together in a MAC PDU. If 'n' connections are multiplexed, one MEH and 0 to 'n' FEH, PEHFPEH and/or MCEH shall be present in a MAC PDU. The AGMH (as defined in 16.2.2.1.1) and the MEH (as defined in 16.2.2.2.4) carries the information about the Flow IDsIds and Lengths of the connection payloads. The FEH, PEHFPEH and MCEH carries the information about the transport and control connection payload respectively. For example multi​ple connections' payloads which are encrypted using AES CCM can be multiplexed and encrypted together in a MAC PDU. Figure 389 illustrates the multiplexing of two connection payloads which are associated with same security association (i.e., AES CCM).). FEHx/PEHxFPEHx and FEHy/PEHyFPEHy in Figure 389 carry the information about the SDU/SDU fragments in the Payload-X and Payload-Y respectively. Figure 390 illustrates the usage of FEH/PEHFPEH/MCEH together with MEH in a MAC PDU.
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Figure 389 – Multiplexing of connection payload associated with same SA
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Figure 390 – Usage of FPEHFEH/PEH/MCEH and MEH in MAC PDU

---------------------------------------------------------End of the Text----------------------------------------------------------
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