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Xiangying Yang
Intel Corporation
1. Introduction
It was adopted in D8 [1] that MSID privacy will be based on obtained NSP policy at MS (out of IEEE scope). However, in certain open retail mode, there could be MS without any provisioning and thus does not have local NSP policy. Such MS needs to enter the network to obtain NSP policy provision OTA. The question is for the first time, how to handle MSID privacy: on or off?

We propose for such cases, we ALWAYS ask the MS not to use MSID privacy with the assumption that

· If NSP AAA does not support MSID privacy, it works without issue
· If NSP AAA does support MSID privacy (i.e. a Rel.2.0 AAA), it should also support non-MSID privacy operation for backward compatibility and roaming
Reference

[1] IEEE P802.16m/D8, Aug. 2010

2. Text change
Modify the text on P298 L63 as follows

------------------------------------------ Text Start --------------------------------------------------- 
16.2.5.3 Privacy
16.2.5.3.1 AMS identity privacy
…

…
AMSID privacy is applied in the following way;

•"AMSID privacy is mandatory to implement in ABS and AMS.

•"The network with S-SFH Network Configuration bit = 0b0 must allow the AMS to connect using AMSID privacy mode or using the real AMS MAC address (i.e. not using AMSID privacy mode), AMS decision is based on the AMSID privacy policy obtained by the AMS. The definition of AMSID privacy policy is outside the scope of this specification. In the cases that AMS has not obtained any privacy policy, the AMS shall always perform network entry without AMSID privacy.
------------------------------------------------ Text End ---------------------------------------------------[image: image1.png]
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