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Support of Ethernet CS
Jungshin Park, Youngkyo Baek, Rakesh Taori
Samsung Electronics
1. Introduction
The Ethernet service is already deployed and provided to the subscribers today by WiMAX operators in some regions and countries. 
However, the current 802.16m draft specification excludes the capabilities to support transmission of Ethernet frames over the advanced air interface, except by additional manipulation of multiprotocol flow specific extension. This requires unnecessary processing overhead at AMS and network for the advanced network to interwork with the legacy network, and makes handovers between the two networks difficult with much implementation restrictions. For example, if AMS handovers from ABS to BS, leftover MAC packets at old ABS and AMS should be reconstructed to prevent any packet losses by the handover, which is not easy at all to implement in reality.

This contribution proposes the support of 16e-defined Ethernet CS in the advanced air interface (16m), to enforce the backward compatibility. Some IP CS related attributes cleanups are also included.
2. Text change
-------------------------------  Change #1 Start  --------------------------------------------------- 
[Remedy 1:] 
[Add the following texts in subclause 5.2.4 (page 16, line 30):]
5.2.4 IEEE 802.3/Ethernet-specific part
5.2.4.1 IEEE 802.3/Ethernet CS PDU format
The IEEE 802.3/Ethernet PDUs are mapped to MAC SDUs according to Figure 14 (when header suppression is enabled at the connection, but not applied to the CS PDU) or Figure 15 (with header suppression). In the case where PHS is not enabled, PHSI field shall be omitted.
The IEEE 802.3/Ethernet PDU shall not include the Ethernet FCS when transmitted over this CS.
[image: image1.emf]
Figure 14—IEEE 802.3/Ethernet CS PDU format without header suppression
[image: image2.emf]
Figure 15—IEEE 802.3/Ethernet CS PDU format with header suppression
ROHC (refer to RFC 3095) may be used in addition to PHS to compress the IP header portion of an IP packet over Ethernet frame. The AMS and the ABS shall set bit 7 of Request/Transmission Policy (see 11.13.11) to 0 to enable ROHC. When ROHC is enabled for a service flow, the service flow constitutes what in RFC 3095 is referred to as a ROHC channel. Two service flows cannot share a ROHC channel, and two ROHC channels cannot share the same service flow. On a service flow for which ROHC has been enabled, all of the IP packet parts of IP over Ethernet frames shall pass through the ROHC compressor on the sender side and the decompressor on the receiver side. ROHC compression and decompression operation shall be performed in accordance with RFC 3095, RFC 3759, RFC 3243, RFC 4995, RFC 3843, RFC 4996. To enable ROHC, the following two steps are required: 

1) Capability negotiation during AAI-REG-REQ/RSP message exchange to determine whether ROHC is supported. 

2) Indication in AAI-DSA-REQ/RSP messages to enable ROHC for the service flow.

5.2.4.2 IEEE 802.3/Ethernet CS classification rules
The following parameters are relevant for IEEE 802.3/Ethernet CS classification rules:
— IEEE 802.3/Ethernet header classification parameters—zero or more of the IEEE 802.3/Ethernet, VLAN and IP headers may be included in the classification. In this case, only the IEEE 802.3/IEEE 802.1Q/IP (11.13.18.3.3.2 through 11.13.18.3.3.12 and 11.13.18.3.3.16) classification parameters are allowed.

— For IP over IEEE 802.3/Ethernet, Ethernet, and VLAN, IP headers may be included in classification. In this case, only the IP, IEEE 802.3 and IEEE 802.1Q (11.13.18.3.3.2 through 11.13.18.3.3.12 and 11.13.18.3.3.16) classification parameters are allowed.

— For IP-header compressed IP over IEEE 802.3/Ethernet, Ethernet and VLAN headers may be included in the classification. In this case, only the IEEE 802.3/IEEE 802.1Q (11.13.18.3.3.8 through 11.13.18.3.3.12) classification parameters are allowed.
------------------------------- Change #1  End  ---------------------------------------------------
------------------------------- Change #2  Start  --------------------------------------------------- 
[Remedy 2:] 
[change table 686 (page 111, line 6) as the following:]
Table 686—AAI-REG-REQ message Field Descriptions
	M/O
	Attributes / Array of attributes
	Size (bits)
	Value / Note
	Conditions

	O
	A) CS type
	16 or 32
	A bit set to "1" Indicates which CS Type the AMS supports

Bit #0: Reserved

Bit #1: Packet, IPv4

Bit #2: Packet, IPv6

Bit #3: ReservedPacket, IEEE 802.3/Etherneta
Bit #4: Reserved

Bit #5: ReservedPacket, IPv4 over IEEE 802.3/Etherneta
Bit #6: ReservedPacket, IPv6 over IEEE 802.3/Etherneta
Bit #7: Reserved

Bit #8: Reserved

Bit #9: Reserved

Bit #10: Reserved

Bit #11: Reserved

Bit #12: Reserved

Bit #13: Reserved

Bit #14: Packet, noneIPb
Bit #15: Multiprotocol flow, IPv4 or IPv6 Traffic

Bit #16 - Bit #31 Reserved
(a: Classifiers for IEEE 802.1Q VLAN tags may be applied to service flows of this CS type)

(b: SDUs for service flows of this CS type may carry either IPv4 or IPv6 in the header-compressed payload)
	Present if needed

	…
	…
	…
	…
	…

	O
	IP-Service-Type IE
	2
	Indicates which IP service will be used, the value is one of following:

0b00: IPv4-Service

0b01:IPv6-Service

0b10:IPv4/IPv6-Dual-Mode-Service

0b11:reserved
	Present if needed

	
	
	
	
	


------------------------------- Change #2  End  ---------------------------------------------------
------------------------------- Change #3  Start  --------------------------------------------------- 
[Remedy 3:] 
[change table 687 (page 114, line 35) as the following:]
Table 687—AAI-REG-RSP message Field Descriptions
	M/O
	Attributes / Array of attributes
	Size (bits)
	Value / Note
	Conditions

	O
	A) CS type
	16 or 32
	A bit set to "1" Indicates which CS Type the AMS supports

Bit #0: Reserved

Bit #1: Packet, IPv4

Bit #2: Packet, IPv6

Bit #3: ReservedPacket, IEEE 802.3/Etherneta
Bit #4: Reserved

Bit #5: ReservedPacket, IPv4 over IEEE 802.3/Etherneta
Bit #6: ReservedPacket, IPv6 over IEEE 802.3/Etherneta
Bit #7: Reserved

Bit #8: Reserved

Bit #9: Reserved

Bit #10: Reserved

Bit #11: Reserved

Bit #12: Reserved

Bit #13: Reserved

Bit #14: Packet, noneIPb
Bit #15: Multiprotocol flow, IPv4 or IPv6 Traffic

Bit #16 - Bit #31 Reserved
(a: Classifiers for IEEE 802.1Q VLAN tags may be applied to service flows of this CS type)

(b: SDUs for service flows of this CS type may carry either IPv4 or IPv6 in the header-compressed payload)
	Present if needed

	…
	…
	…
	…
	…

	O
	F) IP-Service-Type IE
	2
	Indicates which IP service will be used, the value is one of following:

0b00: IPv4-Service

0b01:IPv6-Service

0b10:IPv4/IPv6-Dual-Mode-Service

0b11:reserved
	Present if needed

	
	
	
	
	


------------------------------- Change #3  End  ---------------------------------------------------
------------------------------- Change #4  Start  --------------------------------------------------- 
[Remedy 4:] 
[change table 737 (page 211, line 19) as the following:]
Table 737—AAI-DSA-REQ
	M/O
	Attributes / Array of attributes
	Size (bits)
	Value / Note
	Conditions

	O
	A) CS specification parameter
	8
	A bit set to "1" Indicates which CS Type the AMS supports

0: Reserved

1: Packet, IPv4

2: Packet, IPv6

3: ReservedPacket, IEEE 802.3/Etherneta
4: Reserved

5: ReservedPacket, IPv4 over IEEE 802.3/Etherneta
6: ReservedPacket, IPv6 over IEEE 802.3/Etherneta
7: Reserved

8: Reserved

9: Reserved

10: Reserved

11: Reserved

12: Reserved

13: Reserved

14: Packet, IPb
15: Multiprotocol flow
16 – 255: Reserved
(a: Classifiers for IEEE 802.1Q VLAN tags may be applied to service flows of this CS type)

 (b: SDUs for service flows of this CS type may carry either IPv4 or IPv6 in the header-compressed payload)
	Present if needed

	O
	CS parameter encoding rules
	4
	99 Reserved

100 Packet, IPv4

101 Packet, IPv6

102 Reserved

103 Reserved

104 Reserved

105 Reserved

106 Reserved

107 Reserved

108 Reserved

109 Reserved

110 Reserved

111 Reserved

112 Reserved

113 Packet IP

114 Packet, Multiprotocol flow
	

	O
	Packet Classification Rule parameter
	variable
	
	Present if needed

	…
	…
	…
	…
	…

	O
	O) IEEE 802.3/Ethernet Destination MAC Address parameter
	12
	dst.msk
	Present if needed

	O
	P) IEEE 802.3/Ethernet Source MAC Address parameter
	12
	src, msk
	Present if needed

	O
	Q) Ethertype/IEEE 802.2 SAP
	3
	type, eprot1, eprot2
	Present if needed

	O
	R) IEEE 802.1D User Priority field
	2
	pri-low, pri-high

Valid range: 0–7 for pri-low and pri-high
	Present if needed

	O
	S) IEEE 802.1Q VLAN ID field
	2
	vlan_id1, vlan_id2
	Present if needed


------------------------------- Change #4  End  ---------------------------------------------------
------------------------------- Change #5  Start  --------------------------------------------------- 
[Remedy 5:] 
[change table 740 (page 223, line 46) as the following:]
Table 737—AAI-DSC-REQ
	M/O
	Attributes / Array of attributes
	Size (bits)
	Value / Note
	Conditions

	O
	CS parameter encoding rules
	4
	99 Reserved

100 Packet, IPv4

101 Packet, IPv6

102 Reserved

103 Reserved

104 Reserved

105 Reserved

106 Reserved

107 Reserved

108 Reserved

109 Reserved

110 Reserved

111 Reserved

112 Reserved

113 Packet IP

114 Packet, Multiprotocol flow
	

	O
	Classifier DSC Action
	8
	0: DSC Add classifier

1: DSC Release classifier

2: DSC Delete classifier
	Present for AAI-DSC-REQ

	O
	Packet Classification Rule parameter
	variable
	
	Present if needed

	…
	…
	…
	…
	…

	O
	O) IEEE 802.3/Ethernet Destination MAC Address parameter
	12
	dst.msk
	Present if needed

	O
	P) IEEE 802.3/Ethernet Source MAC Address parameter
	12
	src, msk
	Present if needed

	O
	Q) Ethertype/IEEE 802.2 SAP
	3
	type, eprot1, eprot2
	Present if needed

	O
	R) IEEE 802.1D User Priority field
	2
	pri-low, pri-high

Valid range: 0–7 for pri-low and pri-high
	Present if needed

	O
	S) IEEE 802.1Q VLAN ID field
	2
	vlan_id1, vlan_id2
	Present if needed


------------------------------- Change #5  End  ---------------------------------------------------
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