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We invite you to join senior government officials, industry executives, educators, policy leaders, scientists, and engineers for a one-day workshop that will address how the Federal government, private industry, and infrastructure providers can identify, develop, and evaluate off-the-shelf, commercially available information technology (IT) products and services for secure system applications.  Presentations covering background status and issues will be followed by afternoon working sessions that will focus on high priority technical, educational and policy concerns and the formulation of action plans for solving and mitigating these concerns.

This workshop is being held in response to our government’s recognition of the need to address security risks associated with the public and private sector components of the critical information infrastructure.  Our nation’s critical infrastructure relies not only on the integrity of government managed IT infrastructure and related information systems, but also those of public and private institutions.  Flaws and vulnerabilities in these critical systems can threaten our economic and national security, as well as law enforcement and public safety.  Thus, the security of our nation rests on the ability of all links within the infrastructure to maintain viability whether endangered by product failure, human error, malicious activity, criminal intent, or external sabotage. 

Initial discussion topics include:

· National Information Assurance Partnership’s Common Criteria Evaluation and Validation Program: The Next Steps

· Government’s Role in Cybersecurity Technology

· Improving Design of IT Products and Services
· IT Workforce Development, Evaluation, and Maintenance

Agenda:            http://www.ieeeusa.org/conferences/secureit
Registration:     http://www.nist.gov/public_affairs/confpage/conffutr.htm
We look forward to seeing you there!
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