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Clause 5.3 Interference Simulation Modeling

In this clause, we describe the methodology to build a simulation environment consisting of detailed models for the RF channel, the PHY, and MAC layers.

These detailed simulation models constitute an evaluation framework that is useful to studying the various intricate effects between the MAC and PHY layers.  Although interference is generally associated with the RF channel modeling and measured at the PHY layer, it can significantly impact the performance of higher layer applications including the MAC layer.  Similarly, changes in the behavior of the MAC layer protocol and the associated data traffic distribution can play an important factor in the interference scenario and affect the overall system performance.

Clause 5.3.1 Defining Packet Interference: Period of Stationarity

For interference to occur, packets must overlap in both time and frequency.  

In a system with many interfering systems, there may be interference from more than one packet at any given time.  We define a period of stationarity (POS) as the time during which the interference is constant.  

During a POS where there is one or more interferers, the number and location of bit errors in the desired packet depends on a number of factors: (1) the signal-to-interference ratio (SIR) and the signal-to-noise ratio at the receiver, (2) the type of modulation used by the transmitter and the interferer, and (3) the channel model.

For this reason, it is essential to use models that accurately characterize the channel and the PHY layer. Just because two packets overlap in time and frequency does not necessary lead to bit errors and the consequent packet loss.  While one can use (semi-)analytic models instead, the use of detailed signal processing-based models better allows one to handle multiple simultaneous interferers.  

Clause 5.3.2 Packet level simulation models

Discrete event packet level simulation models are developed to include the behavior of the transmission protocols considered ranging from layer 2 (MAC) to layer 7 (application). 

A wide variety of applications ranging from voice, video, to data (e.g., FTP, email, web browsing, printing and file sharing) are envisioned in a wireless environment leading to the need for a number of traffic models that accurately reflect the application space. Traffic models are generally classified into two categories, mainly: (1) generic, (2) application specific.

Using a generic traffic source captures the non-continuous nature of packet transmission. A simple on-off source often used in the evaluation of network protocols, consists of generating packets of fixed length, packet size, according to an exponential interarrival time, T, that is proportional to the overall medium capacity. The offered load is defined as a portion of the medium data rate. T is given by the following equation:

T = (packet size / data rate)/(offered load).

An alternative to a generic model is to actually include the details of the application and higher layer protocols such as TCP/IP. The advantage of the application specific models are a higher level of fidelity to the application behavior including retransmissions, timeouts, segment size, etc.

Another critical component in the packet level simulation models is the Medium Access Control (MAC) protocol that includes the details of the transmission, backoff, retransmission, acknowledgement, and scheduling procedures.

Clause 5.3.3 Digital Signal Processing level simulation models

Digital signal processing level modeling is required to simulate the wireless device physical layer including the transmitter, receiver, and the channel propagation properties.

For a given transmitter, inphase and quadrature samples are generated at a certain sampling rate that is chosen to provide several samples per symbol for the technology considered.

The received complex samples from both the desired transmitter and the interferer(s) are added together at the receiver.  As before, the inphase and quadrature components of these chips are transmitted.  The receiver looks at the received symbol and decides which was the most likely transmitted one based on the specifics of the decoder procedure implemented.   

The channel model consists of a geometry-based propagation model for the 

signals, as well as a noise model.  For the indoor channel, the following propagation model can be used [Kamerman00]. It consists of two parts: (1) line-of-sight propagation (free-space) for the first 8 meters, and (2) a propagation exponent of 3.3 for distances over 8 meters.  

Consequently, the path loss in dB is given by

\begin{equation}

    L_{p} = \left\{ \begin{array}{ll}

                       32.45 + 20 \log (f \cdot d) &   \mbox{if $d < 8$ m} \\

                       58.3 \;\: + 33 \log (d/8)   &   \mbox{otherwise,}

                    \end{array}      

            \right.                \label{eq:ploss}

\end{equation}

where $f$ is the frequency in GHz, and $d$ is the distance in meters.

Assuming unit gain for the transmitter and receiver antennas and ignoring

additional losses, the received power in dBmW is

\begin{equation}

   P_{R} = P_{T} - L_{p},        \label{eq:rpower}

\end{equation}

where $P_{T}$ is the transmitted power also in dBmW.  Eq.~(\ref{eq:rpower}) is used for calculating the power received at a given point due to either interferer or victim transmitters, since this equation does not depend on the modulation method.

The main parameter that drives the PHY layer performance is the 

signal-to-interference ratio between the desired signal and the interfering signal.  This ratio is given in dB by

\begin{equation}

SIR = P_{R} - P_{I}, \label{eq:sir}

\end{equation}

 where $P_{I}$ is the interference power at the receiver. In the absence of interference, the bit error rate for either systems is almost negligible for the transmitter powers and ranges under consideration.  

To complete the channel model, noise is added to the received samples,

according to the specified SNR.  In decibels, the signal-to-noise ratio

is defined by $SNR = P_{R} - S_{R}$, where $P_{R}$ is the received

signal power, and $S_{R}$ is the receiver's sensitivity in dBmW;

this latter value is dependent on the receiver model and so is an input

parameter.  A number of noise models including Additive white Gaussian noise (AWGN), multipath fading, can be used to model the noise at the receivers. 

Clause 5.3.2 Interfacing packet and digital signal processing models

Putting it all together, the packet level simulation models are interfaced to the DSP models in order to provide a complete evaluation platform. The step-by-step simulation process works as follows. 

Traffic is generated by sources located above the MAC layer. The message is then passed to the MAC layer where it undergoes encapsulation and obeys the MAC transmission rules. 

At the end of each packet transmission, the MAC layer generates a data structure that contains all the information required to process the packet.  This structure includes a list of all the interfering packets with their respective duration, timing offset, frequency, and transmitted power.  The topology of the scenario is also included.   This data structure is then passed to the physical layer along with a stream of bits representing the packet being transmitted.  The physical layer returns the bit stream after placing the errors resulting from the interference.

Consider the transmitter-channel-receiver chain of processes in the physical layer.  For a given packet, the transmitter creates a set of signal samples that are corrupted by the channel and input to the receiver; interference may be present for all or only specific periods of stationarity.  

The physical layer returns the bit stream after placing the errors resulting from the interference. At this point, the MAC layer applies the error correction algorithm corresponding to the packet encapsulation used before deciding whether to accept or drop a packet. 

Clause 5.3.3 Simulation speedup and model approximations

In order to speed up the simulation process, each transmitter-channel-receiver process can be replaced with a table-based approach combined with a binary symmetric channel.  BER tables for different values of SIR and for different frequency offsets can be derived.  

To create the table, the curves are sampled  for fixed steps in both SNR and SIR.  

For a segment of a packet where the interference is stationary, the SNR and SIR are computed using the transmitters' powers, the topology, and the path loss model.  Thus, using the calculated SIR and the given frequency offset of the intended signal with respect to the interference signal, the average BER can be extracted by a simple table lookup operation.  Errors are then generated for each bit of the packet segment using the binary symmetric channel with crossover probability equal to the average BER of the segment.  The SNR in these tables is assumed to be very high (greater than 30 dB), which is the case for interference-limited environments.  Still, the software can check this assumption by comparing the SIR to this value.

Using tabulated BER values, as opposed to running the detailed signal processing receiver and channel simulation models in real-time, is expected to give a speed up factor.  However, in order to verify that the speedup gained does not jeopardize the accuracy of the results, simulation results for both the MAC and

PHY models should be compared and validated against analytical results for packet loss given different traffic scenarios both types of results should be compared. 

Clause 5.3.4 Simulation Scenarios

Given the simulation models, the last component of a performance evaluation is to define simulation scenarios including (1) network topologies that define the placement of devices on a two-dimensional grid, (2) usage scenarios consisting of parameters for traffic models (generic or application specific).

For the quantification of interference, a 4-node topology consisting of at least two devices from each wireless technology considered represents the simplest case of interference and constitutes a controlled environment for investigating the effects and the interactions of various parameters. More realistic topologies can also be considered, namely with multiple devices in each system.
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