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1 Introduction
· The White Space Vision

· TVWS Regulatory Status and Outlook

· TVWS Standards Status and Outlook

Regulators are opening up new spectrum by allowing special access to unused TV channels. These unused segments of spectrum are referred as TV white space (TVWS). The scheme has been driven from the USA by the FCC that has set the rules for the TVWS operations with an amendment to 47 CFR Part 15 [1, 2]. Some other regulators have own initiatives addressing this new opportunity of additional spectrum but there are no global activities yet [3], [4], [5]. The FCC rules specify only means for protecting incumbents such as TV stations and wireless microphones. However, neither the FCC nor other regulators currently address the problem of coexistence of multiple technologies and service providers in the same spectrum.  This may be partly due to the experience in the ISM bands where technologies such as WiFi and Bluetooth do coexist (not always happily) without a common coexistence means. An extensive discussion of this situation and excellent analysis of coexistence techniques is given in [6].  Notwithstanding the experience in the ISM bands, the TV White Space coexistence problem is both more complex and much more severe and a standard defining mechanisms and techniques for coexistence among various dissimilar TVWS networks and devices is likely needed
The IEEE 802.19 Working Group (WG) has taken actions to work on the issue and the latest result is formation of a new task group (TG), 802.19 TG1. This TG has been chartered with the specific task of developing a standard for TVWS coexistence methods. As the standard development has not started, in this paper we concentrate on the background information and technical challenges related to the solution development. To assist in the process we provide three typical coexistence use case descriptions. The use cases are followed by an analysis of technical challenges to be faced in the development of the standard. Finally, we gave a detailed overview of various existing coexistence mechanisms that may provide a foundation for the development of the coexistence standard.
There are number of wireless technologies that are likely to be deployed in the TVWS. The IEEE 802.22 WG has been developing a standard for wireless regional area networks (WRAN) in the TVWS [7].  Recently the IEEE 802.11 WG has initiated development of an amendment (802.11.af) to the 802.11 wireless local area network (WLAN) standard [8] to operate in the TVWS.  In addition the CogNeA alliance is standardizing a specification for wireless in-home video distribution in the TVWS [9]. It is likely that other wireless technologies will be deployed in the TVWS.

Good coexistence between these different wireless network technologies means that the networks do not cause unacceptable interference to one another. Since the devices in these networks are unlicensed, like the 2.4 GHz ISM band,,none of the network operators own the spectrum and they cannot prohibit use by any network owned or operated by other operators.  In this case, the network operator could be a service provider which has deployed a large network or it could be an individual who has deployed a local area network in his home. The FCC Report and Order (R&O) specifies procedures for operators (and/or devices) to discover the presence in their area of protected users (TV broadcasters, CATV Headends, and wireless microphones) and avoid interfering with them [1,2]. However, it is unlikely that these various white space network operators would not be aware of each other, nor is it likely that they would will have considered the effect of their network deployment on other undiscovered networks. 

This diverse set of wireless technologies could lead to interference issues in geographic locations with a limited number of TVWS channels.  The number of white space channels varies from location to location due to the number of TV stations operating in any given area.  In addition, professional wireless microphones used by members of the broadcast industry may be used in a variety of venues, and since channels occupied by these wireless microphones are not to be used by WSDs, the number of channels can be reduced even further.  Also, since the usage patterns of the wireless microphones can change from day-to-day or even hour-to-hour the number of available white space channels can vary with time.

If different wireless technologies, like an 802.22 WRAN and an 802.11 WLAN, are deployed in a common region there is a potential for interference.  If for example, they operate on the same white space channel it is possible for either of the networks to cause interference to the other network.  For example, the WLAN deployed within a home could cause interference to a WRAN customer premise equipment (CPE) client device which is connected to the WRAN BS.  The WLAN may not even be aware of the interference it is causing to the WRAN CPE since the CPE is transmitting using a directional antenna directed toward the BS.  So the WLAN does not detect much interference from the WRAN CPE.  The WRAN may not have total flexibility in selecting its operating frequency since fixed wireless networks are limited in the channels they can operate on. So even though one of the client devices is experiencing interference it may not be able to correct the issue.

Similar scenarios can be considered in which the WRAN network causes interference to a WLAN network.  For example, if the location of a WLAN network is directly between a WRAN BS and a WRAN CPE, then the directional antenna from the CPE causes a significant antenna gain in the direction of the WLAN causing interference to the WLAN.

To help understand the nature of the coexistence problem, Table 1 describes the different TVWS device types defined by the FCC Report and Order.  These device types are used in the following use case descriptions.

	Name
	Mobility
	Transmit Power
	Geolocation/FCC Dbase Access
	Sensing
	Enabling Capability
	Allowed on Adjacent Channel

	Fixed
	Fixed only
	<4W
	Required
	Required
	Master
	No

	Mode II
	Fixed, nomadic, mobile
	<100mW
	Required
	Required
	Master
	Yes, but <40mW

	Mode I
	Fixed, nomadic, mobile
	<100mW
	Not required
	Required
	Slave
	Yes, but <40mW

	Sensing Only
	Fixed, nomadic, mobile
	<50mW
	Not required
	Required
	None
	Yes, but <40mW


Table 1: Defined device types for use cases
While the device types summarized in Table 1 provide a list of TVWS devices to be used, they provide very limited information as to what kinds of device coexistence problems may arise. While the fixed device may be targeted towards large-scale rural deployments, the Mode I and Mode II devices are targeted towards denser deployments. In reality, many areas may wind up with a mix.
2 Need for coexistence
· Use Cases

· Coexistence between different wireless technologies

· Coexistence Matrix

How these mixed deployments coexist is one of the central questions for coexistence.  To properly understand these types of issues, it is necessary to consider the situations in which the white space spectrum is being utilized and understand the factors creating a coexistence problem (and the coexistence solutions). A more complete discussion of use cases which the 802.19 TVWS Coexistence SG considered particularly relevant may be found in IEEE 802.19 documents [10] including the three use cases discussed below: 1. a campus deployment, such as a university campus or a suburban mall; 2. an apartment complex deployment, and 3. a home use.  

At a first glance, one might think that a large number of technologies are likely to encounter challenges coexisting in the TVWS channels. However, such a conclusion is dependent on the underlying assumption of reliance on existing non-collaborative coexistence mechanisms.  In fact, coexistence may be enhanced using collaborative coexistence mechanisms. These collaborative mechanisms require communication between the various WSDs.  

Illustrations of the three following use cases are provided in Figure 1.

2.1 Use Case 1 – The Campus (University or Suburban Mall)

This use case includes WhiteSpace Service Providers (WSSPs), such as existing cellular providers, who want to spread their products and services to other markets via the Whitespace frequencies.  Congestion may play a role in some situations.  Rural suburban uses are most obvious.  Some providers enable Whitespace extensions into IEEE 802.11-based femtocell-like services [like cellular technologies that use dual mode (802.11 and cellular) radios to connect to a femtocell device]. The providers may also include the 802.11-based Hotspot operators who already use unlicensed frequencies and may want to take advantage of the available whitespaces in the TV bands.  These would often have equipment operating as Mode I and II devices. 

2.2 Use Case 2 – The Congested Apartment Complex

This use case considers essentially the same mix of providers as the campus/mall use cases, but illustrates a factor largely missing in the prior presentations on the use cases – multiple network operators.  Indeed, the deployment and usage of the whitespace spectrum may be similar in the congested apartment use case and the mall/campus use case, in that both include a potentially dense deployment of all device types.  However, in the apartment case, the deployment is operated by a large number of operators supplying services to small networks (usually one per apartment resident) of one or two wireless access points (APs), perhaps with a wireless femtocell from one of several competing cellular network operators.  This is in contrast to the mall/campus deployment which is designed by a single operator/owner to be more uniform in equipment selection and easier to maintain. 
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Figure 1: Use cases
2.3 Use Case 3 – The Home

In the home use case all device types are expected to use an Internet connection provided by fixed device service from a WSSP.   As in the other cases, the backhaul can be provided by any wired or wireless means.   The use of sensing-only devices is also likely.  TVWS spectrum may also be used by non-IEEE 802 networks and devices.  In addition to the fixed device connection to and from the home, a home may use the Whitespace frequencies for 802.11-based services, a Personal Area Network (PAN), or Body Area Network (BAN).  Some or all of these technologies may be operating under the control of a centralized home-network application.  If the home is not in a densely populated area, there is the possibility of the homeowner (or residential renter, etc.) may act as a network operator to manually configure all his WSDs for good coexistence.  However, because a variety of devices are likely to be purchased from a variety of vendors at a variety of different times, this may be problematic.  Alternatively, a single device in the home could attempt to manage all the White Space devices, but this faces the same problems of heterogeneity.  Added to that is the possibility of interference with the neighbor’s wireless network devices, especially in the case of outdoor network devices.
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Figure 2: Air interface standards coexistence matrix
The IEEE 802.19 TVWS SG considered the potential coexistence impacts of other undefined Air Interface Standards (sometimes abbreviated as AIS’s or referred to as MAC/PHY Standards).  Figure 2  illustrates where there are potential coexistence problems that can arise in TVWS due to different operators deploying the same AIS in the same frequency and geographic location, as well as from the interactions of different AIS’s.

3 Technical Challenges
· Description of technical challenges

· Constraints on potential solutions

There are a number of technical challenges that must be addressed in development of a TVWS coexistence standard.  Although the scope of the eventual standard cannot be determined until it is adapted, we can discuss the broad issues that are likely to be addressed.
First, let us consider the types of wireless networks that may operate in the TVWS.  There are several types of networks with different deployments and based on different wireless technologies.

3.1 Technology Deployment

With the IEEE 802.11 WG developing an amendment for operation in the TVWS based on a carrier sense multiple access/collision avoidance (CSMA/CA) medium access control (MAC) layer are likely to be present. There are several possible deployments for this technology. One deployment is the traditional local area network deployment in which an AP or multiple APs are deployed indoors to provide indoor coverage for portable devices like laptop computers.  However, another possible deployment is a high-power AP outdoor utilizing the higher power and antenna gain permitted in the FCC R&O for fixed devices.  This type of deployment could be used to serve either portable clients (e.g. laptops) or fixed client using outdoor antennas.

Next, the IEEE 802.22 WG is developing a standard for a WRAN in the TVWS.  The IEEE 802.22 draft is based on an orthogonal frequency division multiple access (OFDMA) technology.  The deployment that has been the focus of the IEEE 802.22 WG is a fixed deployment with a fixed base station (BS) serving fixed clients, with both the BS and the clients use outdoor antennas with antenna gain.  However, in December 2009 the IEEE standards board approved a modification to the IEEE 802.22 project authorization request (PAR) to allow for support of portable clients.  With this expansion of the scope of the work the future draft will support both fixed and portable clients.

Though there is not currently any ongoing project in the IEEE 802.15 personal area network (PAN) WG, in the future there may be interest in developing a personal area networking standard for the TVWS.

To illustrate the technical challenges let us focus on deployment of both an IEEE 802.11 WLAN and an IEEE 802.22 WRAN in the TVWS.  Other deployments will likely share some of the same technical challenges and possibly introduce other new challenges.

3.2 Co-Channel Interference

While the WRAN BS may be professionally installed, the WRAN client may be user installed and in the majority of cases the WLAN AP and clients are user installed.  Hence, it is quite possible that the WLAN could be deployed within very close proximity. While the WRAN channel or operation is controlled by the BS and may be managed by a WSSP the WLAN operating channel may be controlled by the autonomous WLAN AP with possible management by the user.  As a result it is quite possible that these two networks may operate on the same channel.  This could lead to interference between the networks.  Now in this case one network may cause interference to the other network but not receive too much interference based on its location, antenna gain and transmit power.  So the first challenge is that even though there is significant interference form one network to the other network, both networks may not know that there is a problem.  

3.3 Connection to a Common Database

The second challenge is for the network, which is aware of the interference it is receiving, to discover the source of the interference and establish a communication link with the interfering network.  Since the WG has just begun operation, it is not been decided what is the best method of establishing a communication link. One of the methods being considered is to communicate over the Internet backhaul since the majority of TVWS networks will have Internet connectivity to enable access to the TVWS database. This will be discussed later in section 4.
3.4 Connection Protocol

Another challenge is once agreeing on a solution to the interference problem by two (or more) networks that are aware of each other.  This will likely involve modifying the transmission parameters of some or all of the networks.  These transmit parameters could involve the channel of operation, the transmit power, transmission schedule or even the signal bandwidth.  Changing the operating channel or the transmit power may be less difficult than modification to the timing of transmissions or modifications to the signal bandwidth.  This challenge involves two aspects.  The first aspect is the ability of each network to make the necessary modifications.  The second challenge is for the two networks to agree on a good set of transmit parameters to provide sufficient network performance for both networks.

3.5 Coordination with Other Air Interface Standards
Although this discussion has used as examples IEEE 802 standards, the TVWS is open to all and it is likely that other existing standards will be modified for use in the TVWS.  With that in mind, the coexistence standard under development should be so constructed that it can address coexistence with these non IEEE 802 type radios.  At the same time, since all IEEE 802 standards are voluntary, the coexistence standard should not penalize the networks that use the standard relative to the networks that do not use the standard.
Finally, the resulting standard needs to take into account life cycle issues.  It needs in its initial form to minimize the burden on semiconductor providers while providing a path to ongoing evolution to meet changes in the technology environment.

All of these challenges, and likely additional challenges, will be considered and addressed during the development of the 802.19.1 standard.
4 IEEE 802.19.1 System Design Document

a. System Requirements

b. System Architecture
1. System Requirements

This section provides requirements for 802.19.1 system. There are 9 system requirements (R1-R9) that can be grouped into four different categories: General, Discovery, Communication and Algorithm. The requirements can be also grouped from the view point of whether they relate to the system’s internal operation or interactions with world outside the system. Both these aspects are illustrated in the Figure 1 below that provides an overview of the system requirements. 

[image: image5.emf]TVWS DB

802.19.1 System

R1

TVWS 

DB

Discovery

Communication

Algorithm

R3

R5R6R7

R2

TVBD 

network 

or 

device

R2

R4

General

R8R9


Figure 1. Overview of system requirements
4.1 R1

802.19.1 system shall enable discovery for 802.19.1 compliant TVBD networks and devices.

Explanatory notes:

· 802.19.1 system needs to identify potential 802.19.1 compliant TVBD networks or devices that need to coexist as a crucial step in order to achieve coexistence

4.2 R2

802.19.1 system shall be able to obtain and update information required for TVWS coexistence.

Explanatory notes:

· 802.19.1 system obtains this information from outside  the 802.19.1 system, for example, from TVWS database, from 802.19.1 compliant TVBD networks/devices

· This requirement also highlights the capacity to update/refresh coexistence related information, such as location information of TVBD networks and devices, spectrum utilization by TVBD networks and devices.

4.3 R3

802.19.1 system shall have means to exchange obtained information.

Explanatory notes:

· Without constraining the mechanism of communication, this requirement puts a high level requirement to provide means of exchanging information necessary for TVWS coexistence.

4.4 R4

802.19.1 system shall be able to provide reconfiguration requests and/or commands as well as corresponding control information to 802.19.1 compliant TVBD networks and devices to implement TVWS coexistence decisions. 

Explanatory notes:

· Examples of reconfiguration requests/commands are: to change center frequency, to adjust transmit power, affect time scheduling

· Reconfiguration requests and/or commands and corresponding control information are provided from 802.19.1 system to TVBD networks or devices, for example

· From a part of 802.19.1 system deployed in TVBD device to device management system via a SAP internal for the TVBD device

· From a part of 802.19.1 system deployed in TVBD network (e.g. in network management system) to radio nodes of TVBD network, e.g. base stations, access points

4.5 R5

802.19.1 system shall analyze obtained information. 

Explanatory notes:

· An example of analysis is the processing of raw data to generate a set of new data for assisting decision making.

4.6 R6

802.19.1 system shall be capable of making TVWS coexistence decisions.

Explanatory notes:

· As an example of decision making, deciding on which actions should be taken by TVBD networks/devices to solve coexistence problem

4.7 R7

802.19.1 system shall support different topologies of decision making for TVWS coexistence (e.g. centralized, distributed and autonomous).

Explanatory notes:

· This requirement underlines the possibility of having various approaches to implement decision making in coexistence scenarios.

· It also underlines that 802.19.1 system must be capable to support these different approaches of decision making for coexistence.
4.8 R8

802.19.1 system shall support appropriate security mechanisms. This shall include user/device authentication, integrity and confidentiality of open exchanges, and data privacy and policy correctness attestation and enforcement.

Explanatory notes:

· 802.19.1 system shall be able to authenticate, provide integrity and/or confidentiality to all entities involved in 802.19.1 data exchange

· 802.19.1 system shall support privacy of sensitive data, and secure means to store and process such data while it resides in 802.19.1 entities

· Sensitive data may be geolocation, user and device credentials, and time alignment

· 802.19.1 system shall enable enforcement of coexistence policies for the 802.19.1 compliant TVBD networks or devices

· This includes secure means to detect and/or to remediate compromised behavior

4.9 R9

802.19.1 system shall utilize a set of mechanisms to achieve coexistence of TVBD networks and devices. 

2. The 802.19.1 System Architecture

The 802.19.1 system architecture has three logical entities and six logical interfaces. An 802.19.1 logical entity is defined by its functional role(s) and its interfaces with other 802.19.1 logical entities and with external elements. 

The three logical entities are:

· Coexistence Manager (CM)

· Coexistence Enabler (CE)

· Coexistence Discovery and Information Server (CDIS)

The six logical interfaces are:

· Interface A

· Interface B1

· Interface B2

· Interface B3

· Interface C

· Interface D

Additionally, the 802.19.1 system interacts with three external elements:

· TVWS database

· TVBD network or device

· Operator Management Entity (OME)
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Figure 2. 802.19.1 system architecture
4.10 3.1 Logical Entities

4.10.1 Coexistence Enabler (CE)

Functional roles:

· Request and obtain information, required for coexistence, from TVBD network or device

· Translate reconfiguration requests/commands and control information received from the CM into TVBD-specific reconfiguration requests/commands and send them to the TVBD network or device

4.10.2 Coexistence Manager (CM)

Functional roles:

· Discovery of other CMs

· To solve coexistence problems between TVBD networks they serve

· Coexistence decision making

· This includes generating and providing corresponding coexistence requests/commands and control information to CE(s)

· Support exchange of information required for coexistence among CMs

· This may include hierarchical and/or peer-to-peer decision making capabilities in CM deployments

· Assist network operators in management related to TVWS coexistence

4.10.3 Coexistence Discovery and Information Server (CDIS)

Functional roles:

· Support discovery of CMs

· Facilitates opening interfaces between CMs

· Collect, aggregate, and provide information facilitating coexistence

· This includes data storage, data processing, etc.

4.11 3.2 Logical Interfaces

The six logical interfaces in 802.19.1 system architecture can be split into three groups:

· Interfaces between 802.19.1 entities

· Interface B1

· Interface B2

· Interface B3

· Interface between an 802.19.1 entity and TVBD network/device

· Interface A

· Interfaces between 802.19.1 entities and TVWD database or OME

· Interface C

· Interface D
Different interfaces in each group are distinguished by their usage, types of information exchanged, and underlying protocols.

4.11.1 Interface A

Interface between CE and TVBD network or device

· From TVBD network or device

· Information required for coexistence

· Configuration/information requests for coexistence

· Configuration/measurement/information responses for coexistence

· And other information as needed

· From CE to TVBD network or device

· Reconfiguration requests/commands and control information (corresponding to coexistence requests/commands and control information received from CM)

· Requests/commands related to control of measurements performed by TVBD network or device

· And other information as needed

4.11.2 Interface B1

Interface between CE and CM

· From CE to CM

· Information required for coexistence (information obtained from TVBD network or device)

· And other information as needed

· From CM to CE

· Coexistence requests/commands and control information

· And other information as needed

4.11.3 Interface B2

Interface between CM and CDIS

· From CM to CDIS

· Information required for discovery (obtained by this CM)

· Information required for coexistence (obtained by this CM)

· And other information as needed

· From CDIS to CM

· Information required for discovery (obtained by other CMs)

· Information required for coexistence (obtained by other CMs)

· And other information as needed

4.11.4 Interface B3

Interface between CM and CM

· From CM to CM

· Information and message required for discovery and coexistence

· And other information as needed

4.11.5 Interface C

Interface between CM/CDIS and TVWS database

· From TVWS database to CM/CDIS

· Information required for coexistence (information on available TV channels)

· And other information as needed

4.11.6 Interface D

Interface between CM and OME

· From OME to CM

· Network operator related information e.g. spectrum policy/limitations concerning operator networks

· And other information as needed

5 Potential Coexistence Solutions

c. Existing coexistence methods

d. Possible coexistence solutions

5.1 Existing Coexistence Mechanisms
Any standard for TVWS Coexistence will start with currently existing proven coexistence mechanisms.

The existing coexistence mechanisms can generally be divided into two distinct groups based on the level of cooperation among the coexisting networks.  Non-collaborative mechanisms, Listed in Table 2, may be used independently by any network or device to facilitate or enhance coexistence with other networks and devices.  These non-collaborative mechanisms may be used unilaterally and do not require any action by any other system in order to be effective. Most of these non-collaborative mechanisms may be used by any network MAC/PHY, while others, like CSMA, are particular to one or several MAC/PHY designs.

Non-collaborative mechanisms are generally sufficient to promote coexistence in systems where adequate channels exist so that a separate channel may be used by each network or that a separate channel may be used by multiple networks using identical or compatible MAC/PHY designs.  The real coexistence challenge materializes when the number of available channels is not sufficient to provide a separate channel for each network or MAC/PHY design.  In TVWS bands, this is a likely scenario due to the proliferation of unlicensed device designs, high consumer adoption and particularly in the dense metropolitan areas where many TV channels are occupied by licensed broadcasters.  With the exception of CSMA, non-collaborative coexistence mechanisms do not enable channel sharing.  Yet channel sharing is required for coexistence where spectrum is limited.  In the TVWS bands, the spectrum is expected to be quite limited in areas where broadcasters use the TVWS channels.
	

	Mechanism
	Description
	Advantages
	Disadvantages

	Non-Collaborative
	DFS/DCS
	DFS: Sense, select to avoid channels in use. DCS: sense, switch to better  channel
	Widely implemented in many networks for initial channel selection on startup and for channel switching.
	Ineffective when the number of channels is limited or already occupied. Does not address channel sharing.

	
	TPC
	Control of transmit power to minimize interference.
	Most FEC and QoS protocols provide adequate feedback for TPC
	TPC must be used by all for fairness. Does not address channel sharing.

	
	CSMA/LBT
	LBT and defer. Asynchronous contention, first come, first served, by devices from any network.
	Already in 802.11. Permits self-coexistence and channel sharing among CSMA networks.
	Incompatible with TDM protocols using time slot assignments. Limited QOS.

	
	Minimized RF Footprint
	Space division sharing of spectrum using hi-gain, steerable antennas, minimizes interference area.
	Already used by many APs and BSs.
	Complexity issue for mobile devices; must be used by all for fairness. Does not address channel sharing.

	Collaborative
	TDMA
	Coordinated time sharing of channel between networks
	Already in 802.16 and 802.22.  Efficient compared to FDMA. Permits channel sharing.
	Complex to implement unless two networks agree on frame rate. 

	
	FDMA
	Channel splitting and half rate clocking.  DSP FFT firmware modifications for alternate OFDM channel bandwidths
	Decreased clocking rates already in 802.11, OFDM parameters easily modified in DSP firmware. Permits channel sharing.
	Less efficient than TDMA, may require guard bands or filters. 

	
	CDMA
	Code division sharing of common channel.
	Widely used in 3G cellular systems.

Permits channel sharing.
	Not used in 802.11, 802.16, or 802.22. Problem becomes one of power coordination/allocation among users.

	Hybrids of the above
	Combinations of mechanisms are typically implemented, e.g. DFS/TPC/TDMA
	Multiple techniques permit better coexistence in more scenarios.
	Implementations vary widely as number of coexistence parameters increase.  Complexity of negotiation for channel sharing increases.


Table 2: Existing coexistence mechanisms
The Collaborative mechanisms, listed in Table 2, permit channel sharing to further enhance coexistence.  The sharing of channels by heterogeneous networks requires that the networks agree on the shared operating parameters to be used to share the channel.  The partitioning of the available bandwidth between two networks is complex and considers the individual network traffic demand, priority, and user scenarios. Collaborative mechanisms equitably improve throughput on a shared channel when implemented in a standard way by all networks sharing the channel.  

Collaborative mechanisms further depend on the ability to exchange information between heterogeneous networks, to exchange network characteristics and traffic load information, and to use this information to negotiate the partitioning of the shared channel.  When the operating parameters (time assignment, frequency partitioning, power partitioning, space partitioning or code assignment) are agreed, the channel may be cooperatively shared.  The exchange of information for coexistence requires a means for two heterogeneous networks to communicate with each other, either directly or indirectly. Table 3 lists a number of options which can provide the information exchange needed for channel sharing and can also enhance the effectiveness of non-collaborative coexistence mechanisms.  For instance, transmit power level may be increased to use higher than minimum required data rate when channel is timeshared with another network so as to provide more channel time for both networks.

	Info exchange mechanism
	Description
	Advantages
	Disadvantages

	Native PHY
	Messages to support coexistence using native PHY
	Works well for coexistence among networks using same PHY (self coexistence).
	Limited use for heterogeneous networks. Requires multi-mode radios.

	Common PHY Channel
	Low complexity PHY on common channel for coexistence communication
	Permits direct communication between heterogeneous devices.
	Added complexity of second PHY in every device. Does not address means for negotiation for channel sharing.

	Common database
	Devices use native PHY to extend concept of internet access to FCC geolocation database, now expanded for local coexistence coordination
	Easy access to coexistence environment and neighbor system parameters.
	To be effective, all unlicensed users must register and provide operating parameters. Can be expanded to address means for negotiation for channel sharing.

	Internet server facilitated messaging (includes dynamic network policy distribution)
	Devices use native PHY to interact with internet-based messaging server that can translate/forward coexistence messages and policies
	Permits direct negotiation of sharing parameters between devices or networks operating in same local area on same channel.
	Negotiation complexity does not scale well as number of affected users increases.  Requires knowledge of IDs/addresses of local interferers. Requires common negotiation protocol.

	Internet server facilitated spectrum assignments for 

coexistence
	Devices use native PHY to interact with internet-based server which optimizes spectrum assignments for coexistence.
	Similar to cellular radio resource manager applied across heterogeneous networks in same local area.  May eliminate negotiation.
	Requires trusted, standard algorithm for assignments. Assignments must be used by all for fairness.


Table 3: Information exchange for collaboration
In the above table, add a row for metadata services through the TCG’s Metadata Access Point (MAP).  The interface to the MAP resources is through a TCG defined interface called IF-MAP or Interface to the Metadata Access Point.  
5.2 Coexistence Mechanisms in IEEE 802 Systems

There exist several coexistence methods that have been used or proposed in 802 systems. These methods are closely related to specific standards that describe the situation where and how these methods were used. Below are some IEEE802 systems where these methods were used.
5.2.1 IEEE 802.11

Dynamic Frequency Selection (DFS) allows spectrum sharing systems to share spectrum with existing regulatory protected systems such as radar systems, satellite systems, TV broadcasting systems, etc. The idea of DFS is that detection and avoidance of co-channel interference with regulatory protected devices by dynamically selecting a frequency not in use. Dynamic Channel Selection (DCS) enables spectrum sharing systems to select the best channel, i.e., a least interfered channel, based on channel measurements. A channel is regarded as an unusable channel if it has surpassed the acceptable threshold or degraded the BER sufficiently. In this case there are two options; to move to a new channel or to use more robust modulation scheme. DCS is used for interference avoidance to other spectrum sharing systems. In these respects, DCS quite differs from DFS. DFS and DCS are typically used in unlicensed systems like 802.11.
Listen before Talk (LBT) is known as a suitable mechanism for efficiently sharing common sharing spectrum between multiple 802.11 systems with different modulations. The concept of LBT is that before transmitting over a shared channel, a transmitter decides if the channel is in use by using a clear channel assessment (CCA) check. During CCA observation time the channel shall be listened by energy detection, and if the energy level in the channel exceeds the predefined threshold a transmitter shall defer its transmission by an arbitrary time. In addition, LBT limits the maximum contiguous transmission time so that a transmitter provides reasonable opportunities for other transmitters to operate.
5.2.2 IEEE 802.16

Coordinated coexistence contention-based protocol (CX-CBP) was proposed to avoid contention between different spectrum sharing systems where scheduled systems, i.e., 802.16h systems, and bursty systems, i.e., 802.11 systems, coexist. The CX-CBP uses CX-Frame which consists of two intervals with four sub-frames; CX-SBI (coordinated coexistence schedule-based interval) and CX-CBI (coordinated coexistence contention-based interval). CX-SBI has two sub-frames reserved for scheduled operation enabling one 802.16h system to share a frequency channel with another 802.16h system. CX-CBI has two sub-frames reserved for a bursty operation enabling 802.16h systems to share a frequency channel with a bursty system like 802.11 systems. If no bursty system activity is detected during a predefined time, CX-CBI is switched to CX-SBI so that the entire CX-Frame is utilized by 802.16h systems.
5.2.3 IEEE 802.22

Contention Beacon Protocol (CBP) makes it possible to share a frequency channel with other 802.22 systems (or possibly with different spectrum sharing systems using scheduled operation). The CBP is best-effort protocol based on coexistence beacon transmissions, and can be exchanged between 802.22 systems over the air interface or through the backhaul. The CBP consists of two different modes; Spectrum Etiquette (SE) and on-demand frame contention (ODFC). In SE mode, each 802.22 system tries to choose a channel which will minimize interference to neighbor systems. If there are not enough channels for each 802.22 system individually, the ODFC mode is initiated so that several 802.22 systems can share the same channel on frame-by-frame basis. In ODFC mode, the contention numbers are randomly generated by each neighboring 802.22 system and the winner with the smallest contention number has a right to access the frame.
5.3 Leveraging Sensing and Database for Coexistence

The current FCC rules require spectrum sensing for certain WSDs. White space devices would be required to check/update the spectrum map from the databases periodically. In indoor coexistence where the WSDs are close to each other and GPS is not available, sensing-only can be used with link layer support for mitigating a hidden node problem. For coexistence between TVWS systems, a hybrid method can be used by leveraging sensing techniques with database facility. In this case, WSSP should(? – or must) register their spectrum usage and network locations. All the WSDs should(?– or must) report their collaborative or non-collaborative sensing measurements periodically, where each device should be able to sense active TVWS spectrum channels, at least initially, and have geolocation/Internet connections. Security also should be applied to the link for authentication, authorization and accounting. 

For reliable sensing each WSD can perform two-step sensing to increase the probability of detection (
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Figure 3: Coexistence scenario with leveraging sensing and database
6 Conclusions

To assist in the wireless technology community in the process of developing strong and relatively easy to implement coexistence mechanism standards for TVWS, we have reviewed coexistence use case descriptions considered the technical challenges that will be faced in the development of the standard, and reviewed various existing coexistence mechanisms that may provide a foundation for the development of the coexistence standard.  The co-authors hope that by sharing this information with the larger engineering community at this stage, this paper will trigger thinking that may accelerate development and improve the quality of the IEEE 802.19.1 TVWS Coexistence standard.
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