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Abstract
There are major systematic problems with the scope of the current 802.20 document, and with the use of text copied from other organizations.  Remedies are proposed.

Purpose
To facilitate discussion of the 802.20 draft and progression to an approved standard.

Notice
This document has been prepared to assist the IEEE 802.20 Working Group. It is offered as a basis for discussion and is not binding on the contributing individual(s) or organization(s). The material in this document is subject to change in form and content after further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein.

Release
The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit others to reproduce in whole or in part the resulting IEEE Standards publication. The contributor also acknowledges and accepts that this contribution may be made public by IEEE 802.20.

Patent Policy
The contributor is familiar with IEEE patent policy, as outlined in Section 6.3 of the IEEE-SA Standards Board Operations Manual <http://standards.ieee.org/guides/opman/sect6.html#6.3> and in Understanding Patent Issues During IEEE Standards Development <http://standards.ieee.org/board/pat/guide.html>.

Summary

The current 802.20 draft exhibits several systemic problems, which must be corrected before the draft is ready for submission to sponsor ballot.  These problems include exceeding the scope of IEEE 802 generally (let alone the scope of the 802.20 PAR), utilizing another standard by copying the text rather than by reference, and failure to show a distinct identity.

These problems are distinct from detailed technical problems, which are the subject of other comments on the letter ballot.

Scope Problems

IEEE 802, since its inception in 1980, has been restricted to standardizing the lower two layers of the OSI Reference Model, the physical layer and the medium access control layer.  The 802.20 draft goes well beyond this, including material from the session layer, three layers above the normal scope of IEEE 802 standards.

Other standards bodies do not necessarily have the same restriction and commonly write standards that involve higher layers.   IEEE 802 is not permitted to do so.

The 802.20 PAR clearly defines the scope of the project as:  “Specification of physical and medium access control layers of an air interface for interoperable mobile broadband wireless access systems, operating in licensed bands below 3.5 GHz, optimized for IP-data transport, with peak data rates per user in excess of 1 Mbps.”  [Our underlining.]

I also would like to include a reputable definition of Physical and Media Access Control Layers (definitions from:  http://en.wikipedia.org):

Physical Layer:

The physical layer is the most basic network layer, providing only the means of transmitting raw bits. The shapes of the electrical connectors, which frequencies to broadcast on, and similar low-level things are specified here. An analogy of this layer in a physical mail network would be a specification for various kinds of paper and ink, for example.

The major functions and services performed by the physical layer are:

· establishment and termination of a connection to a communications medium; 

· participation in the process whereby the communication resources are effectively shared among multiple users, e.g., contention resolution and flow control; 

· conversion between the representation of digital data in user equipment and the corresponding signals transmitted over a communications channel.

The MAC Sublayer: 

In some networks, such as IEEE 802 local area networks, the data link layer is split into MAC and LLC sublayers; this means that the IEEE 802.2 LLC protocol can be used with all of the IEEE 802 MAC layers, such as Ethernet, Token Ring, IEEE 802.11, etc., as well as with some non-802 MAC layers such as FDDI.

Logical Link Control Sublayer

The uppermost sublayer is Logical Link Control (LLC). This sublayer multiplexes protocols running atop the data link layer, and optionally provides flow control, acknowledgment, and error recovery.

Media Access Control Sublayer

The sublayer below it is Media Access Control (MAC). Sometimes this refers to the sublayer that determines who is allowed to access the media at any one time (usually CSMA/CD). Other times it refers to a frame structure with MAC addresses inside, specially speaking about ethernet over switches. There are generally two forms of media access control: distributed and centralised. Both of these may be compared to communication between people:

· In a network made up of people speaking, i.e. a conversation, we look for clues from our fellow talkers to see if any of them appear to be about to speak. If two people speak at the same time, they will back off and begin a long and elaborate game of saying "no, you first". 

· In the UK Houses of Parliament, the speaker determines who can speak at any time and gets to say "order" very loudly if anybody breaks the rules. 

The Media Access Control sublayer also determines where one frame of data ends and the next one starts. In a snail-mail network, each letter is one frame of data, and you can tell where it begins and ends because it is inside an envelope. You might also specify that a letter will begin with a phrase like "Dear Sir", and ends with a phrase like "Yours Sincerely".

Sections of the 802.20 Letter Ballot draft are clearly upper layer functions that reside above the MAC layer and should be removed, as they exceed the scope of the current Project Authorization.

Much of the text in the 802.20 document is similar or identical to text in C.S0024-A from 3GPP2.  In that document, the applicability to the session layer is clearly spelled out:

1.4.1 Layers

Figure 1.4.1-1 describes the layering architecture for the air interface. Each layer consists of one or more protocols that perform the layer’s functionality. Each of these protocols can be individually negotiated.
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Figure 1.4.1-1. Air Interface Layering Architecture

The protocols and layers specified in Figure 1.4.1-1 are:

Application Layer: The Application Layer provides multiple applications. It provides the Default Signaling Application for transporting air interface protocol messages. The Default Signaling Application is defined in Chapter 2. It also provides the Default Packet Application for transporting user data. The Default Packet Application is defined in Chapter 3.

Stream Layer: The Stream Layer provides multiplexing of distinct application streams. The Default Stream Protocol provides four streams. Stream 0 is dedicated to signaling and defaults to the Default Signaling Application (see Chapter 2). Stream 1, Stream 2, and Stream 3 are not used by default. The Stream Layer is defined in Chapter 4. The Generic Virtual Stream Protocol provides 255 virtual streams to which applications may be bound.

Session Layer: The Session Layer provides address management, protocol negotiation, protocol configuration and state maintenance services. The Session Layer is defined in Chapter 7.

Connection Layer: The Connection Layer provides air link connection establishment and maintenance services. The Connection Layer is defined in Chapter 8.

Security Layer: The Security Layer provides authentication and encryption services. The Security Layer is defined in Chapter 9.

MAC Layer: The Medium Access Control (MAC) Layer defines the procedures used to receive and to transmit over the Physical Layer. The MAC Layer is defined in Chapter 10.

Physical Layer: The Physical Layer provides the channel structure, frequency, power output, modulation, and encoding specifications for the Forward and Reverse Channels. The Physical Layer is defined in Chapters 11, 12, and 13.

Clearly, 3GPP2 recognizes the Security Layer, Connection Layer, Session Layer, Stream Layer, and Application Layer as ABOVE the Physical and MAC Layer.

Also, referencing 3GPP2 C.S0024-A, Figure 1.6.6-1 shows the different protocol layers and how they are structured:
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IEEE 802.20 Section 2, Session Control Sublayer

Note:  Section 2 of IEEE 802.20 Letter Ballot draft appears to be very similar to Section 7.2 of C.S0024-A (ref:  Ballot Comment #119 from Al Wieczorek).  The Ballot Resolution Committee appears to agree with this comment and their response is:  “Copyright clearance or a ‘fair use’ statement for specific sections that have been included in the draft has been requested in writing from the organizations owning the copyright. Responses are anticipated prior to final recirculation.”

Section 7 of C.S0024-A is for the Session Layer – which according to 3GPP2 is clearly above the MAC Layer (see figure 1.4.1-1 above).

Also, the 802.20 Letter Ballot document states: “The Session Control Sublayer contains protocols used to negotiate a session between the access terminal and the access network”.  Referencing the OSI 7 Layer model, the Session Layer is typically Layer 5, which is well above the MAC layer. Although address management is commonly viewed as a MAC function, “protocol negotiation, protocol configuration and state maintenance services” are clearly OSI session-layer activities.

The following (extracted from the 802.20 Letter Ballot) are functions of the Session Control Sublayer (Section 2.1.1):

The Session Control Sublayer contains the following protocols:

· Session Management Protocol: Provides the means to control the activation of the other Session Control Sublayer protocols. In addition, this protocol ensures that the session is still valid and manages closing of the session.

· Address Management Protocol: Specifies procedures for the initial UATI assignment and maintains the access terminal addresses.

· Session Configuration Protocol: Provides the means to negotiate the SessionConfigurationToken’s used during the session.

· Capabilities Discovery Protocol: Provides the means for the access network to discover the capabilities of the access terminal.

· Inter RAT Protocol: Provides the means to send messages for other radio access technologies.

Again, clearly these functions are well outside the scope of a MAC layer.  This layer includes functionality that is typically part of the OSI Session Layer.

IEEE 802.20 Section 3.2, Default Signaling Transport

Note: Section 3.2 of IEEE 802.20 Letter Ballot appears to be very similar to Section 2 of C.S0024-A (ref:  Ballot Comment #146 from Al Wieczorek).  The Ballot Resolution Committee appears to agree with this comment and their response is:  “Copyright clearance or a "fair use" statement for specific sections that have been included in the draft has been requested in writing from the organizations owning the copyright. Responses are anticipated prior to final recirculation.”

Section 2 of C.S0024 is for Default Signaling Application – which according to 3GPP2 is clearly above the MAC Layer (see figure 1.4.1-1 above and text from C.S0024-A on the Application Layer).

Also, the 802.20 Letter Ballot document specifies the following functionality for the Default Signaling Transport:

SLP: Signaling Link Protocol requirements. The sender of the message shall send the message only using the SLP in the mode(s) indicated by this information field. Values are:

· Best Effort: the message is sent once and is subject to erasure, and 

· Reliable: erasures are detected and the message is retransmitted one or more times, if necessary.

Clearly this is QoS and is outside the scope of the MAC functionality.

Security: Security modes for the message. The sender of the message shall send the message only with a security type(s) indicated by this information field. Values are: 

· Required: if SecurityEnabled public data of the Security Protocol is set to ‘1’, then the message shall be sent with IsSecure field of the Lower MAC header set to ‘1’.  Any message received when SecurityEnabled public data of the Security Protocol is set to ‘1’ and the IsSecure field of the Lower MAC header is set to ‘0’ shall be discarded, and 

· Optional: the message is always processed.

Clearly a Security Protocol is outside the scope of MAC functionality.

IEEE 802.20 Section 3.3, Default Data Transport

Note: Section 3.3 of IEEE 802.20 Letter Ballot appears to be similar to Section 4 of C.S0024-A (ref:  Ballot Comment #152 from Al Wieczorek).  The Ballot Resolution Committee appears to agree with this comment and their response is:  “Copyright clearance or a "fair use" statement for specific sections that have been included in the draft has been requested in writing from the organizations owning the copyright. Responses are anticipated prior to final recirculation.”

Section 4 of C.S0024 is for Multi-Flow Packet Application – which is part of their Stream Layer, according to 3GPP2 is clearly above the MAC Layer (see figure 1.4.1-1 above and text from C.S0024-A on the Stream Layer).

Also, the 802.20 Letter Ballot document specifies the following functionality for the Default Signaling Transport:  

“The Default Data Transport provides multiple packet streams that can be used to carry packets between the access terminal and the access network.”

The Default Data Transport provides:

· The Route Selection Protocol, which routes Flow Protocol PDUs over either Route A or Route B of a Link Flow.

· The Radio Link Protocol (RLP), which provides retransmission (if needed) and duplicate detection of higher layer packets transmitted on each route.

· The Flow Control Protocol, which provides flow control for the Default Data Transport.

· The ability to negotiate protocol parameters for all protocols in the Default Data Transport.

Clearly the above functionality is outside the scope of a MAC layer.

Section 4 Security Control Sublayer

Note: Section 4 of IEEE 802.20 Letter Ballot appears to be similar to Section 9 of C.S0024-A (ref:  Ballot Comment #183 from Al Wieczorek).  The Ballot Resolution Committee appears to agree with this comment and their response is:  “Copyright clearance or a "fair use" statement for specific sections that have been included in the draft has been requested in writing from the organizations owning the copyright. Responses are anticipated prior to final recirculation.”

Section 9 of C.S0024 is for Security Layer – which is clearly above the MAC Layer (see figure 1.4.1-1 above and text from C.S0024-A).

Also, the 802.20 Letter Ballot document specifies the following functionality for the Security Layer:

The Security Control sublayer provides the following functions: 

· Key Exchange: Provides the procedures followed by the access network and by the access terminal to exchange security keys for authentication and encryption.
Clearly this functionality is outside the scope of a MAC layer.  Encryption is typically considered an OSI Layer 6 functionality.  So, exchanging keys for authentication and encryption would be an even higher layer function.  Including a reputable definition of (definitions from: http://en.wikipedia.org)

The presentation layer is responsible for the delivery and formatting of information to the application layer for further processing or display. It relieves the application layer of concern regarding syntactical differences in data representation within the end-user systems.

…

Encryption is typically done at this level too, though it can be done at the application, session, transport, or network layer; each having its own advantages and disadvantages.

Similar analysis on can be completed on Section 5 (Security Sublayer) and Section 6.2 (Default Air Link Management Protocol) of the 802.20 Letter Ballot.  In short, the 802.20 letter ballot proposal has taken several layers that are outside the scope of Physical and MAC – when using the OSI model – and are calling them enhanced sub-layers of the MAC. 

Material from Other Standards Development Organizations

There are many reasons not to incorporate text from other organizations.  These include market confusion, design confusion, and implementation confusion.  Inclusion by reference is considered preferable, and rightly so.

In the communications world, there are many technologies and many standards.  Usually it is clear to informed individuals what does what.  For example, Ethernet is easily distinguished from Token Ring, TDMA is distinct from CDMA, and so on.  But when one standard copies from another, distinctions become blurred.

       What is IEEE 802.20?   What is 3GPP2  - C.S0024-A?

IEEE standards policies clearly deprecate copying material from another standards body.  See for example the IEEE Standards Guidlines.

Design confusion can occur also, because the original standard and the copy can diverge from each other over time.  This is especially true of 802.20 since we are still in the comment phase of development  The result is that designers can miss differences between the two versions.

We can also expect implementation confusion.  Can hardware and software components be recycled from one to the other?

Lack of distinct identiy

A related issue is that taking material from another standard violates the principle of distinct identity.  If the technology being standardized has already been standardized elsewhere, why should we go to the effort of doing another just like it?  The cost in time and travel expenses for the participants invariably reaches many millions of dollars.  Hence the Five Criteria for a new PAR include distinct identity as a requirement.

What to do

To rectify the situation we must do several things:

    Restrict the scope of the draft to the MAC and Physical layers

    Remove text copied from other standards groups

    Replace this text with reference to 3GPP2 document(s) such as C.S0024-A

    Add messages to the 3GPP2 MAC layer if needed by the new physical layer

    Explicitly indicate what parts of 3GPP2 standard are not used.

        These may be left out of products at the implementer's option.

The consequences of not taking appropriate action

Given that the present draft violates IEEE policies, it is unlikely to survive review by the IEEE Standards Board even if it passes the working group and sponsor ballots.  Rather than be turned back months from now, we need to correct the situation before more time passes.

Our request: 

That the editor be directed to modify the current text per the list of items under What to do,  above.
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