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1. Overview of Media Independent Handover Service

A general description of Media Independent Handover Service.  List the assumptions.  Address the business models.


1.1  Scope

[Note: the scope of IEEE 802.21 WG]

1.2  Purpose

[Note: the purpose of IEEE 802.21 WG]

1.3  PAR Summary

[Note:  a brief summary of the PAR of IEEE 802.21 WG]
2. Functional Requirements
(Need to address both layer 2 and layer 3)
[Note: the functions listed in this section should be related with vertical handover issues. ]
2.1 Link Layer Functions

IPv6 address is typically generated by autoconfiguration mechanism which is composed of 48-bit MAC address. Thus all media MAC addresses must be unique.

For handover between different media type such as 802.3 (Ethernet), 802.11, 802.16 and Cellular, Station must support all layer 2 media types which are used for each connections.

By supplementary method like layer 2 trigger, each interface should be converted to each other as soon as it can. 

If a STA want to maintain its previous connection when attaching to a new link, all interface on the STA should be able to be enabled for a while for smoother handoff between different media types.

2.2 IP Layer Support


The IEEE 802.21 MIHS handover scenarios must support both IPv4 and IPv6. 

For faster IP layer handover, supplementary handover mechanism could be defined in IEEE 802.21 WG.

Network layer mobility function may handle multiple logical media and multiple address spaces. A multiple address space may use network layer addressing. In this case, each address space could be different. 

In support of high speed mobility in an all IP network, IEEE 802.21 MIHS shall not preclude the use of Mobile IP or of simple IP.

Without Mobile IP, all STA must be on the same IP subnet so that the IP address does not change when the STAs connect to any of attach points.
2.3 QOS


IEEE 802.21 MIHS shall provide the mechanisms for quality of service (QoS). 802.21 standards shall define a common set of parameters and procedures to facilitate the configuration and enforcement of QoS policies regarding handover across different types of media. 

IEEE 802.21 shall support QoS mapping: The classes of service and QoS parameters of different types of media may be translated into the common set of parameters defined by 802.21.
2.4 Security



The new (target) and old (serving) networks should be mutually authenticated.
End-to-end IPSec VPN tunnel needs to be sustained during handover.
The encryption scheme should be set to the comparable scheme at the new network.
User authentication and authorization at the new network must be performed.
The 802.21 capability database (if needed) needs to be encrypted for storage.
3. Architectures
3.1 Internetworking Model
Address loose and tight couplings (and discuss how seamless handover can be achieved for different applications).


There are no standardized interfaces between the (non-802) cellular and Wi-Fi WLAN networks.  Depending on the technical requirements (such as end-to-end performance, seamless handover, and security), business considerations (e.g. does the cellular operator own the WLAN hot spots or not?) and implementation complexity, the integration of WLAN and cellular networks can occur at different coupling points.

The following summarizes all possible coupling points for the integration of these two types of networks.  They include

· Open coupling.  There is no direct link between these two networks and they are completely disjoint in operation (both data and signaling paths).  There is no change in the existing architectures for cellular and WLAN networks.  The only interaction between the cellular and WLAN networks is at the billing system.  The WLAN network sends billing information to the cellular operator billing system such that the user can have one unified account and bill.

· Loose coupling where the interface is at the IP Internet level.  There is no direct link between these two networks.  The data paths for these two networks are completely disjoint.  The only requirement for the type of coupling is that the protocols that handle authentication, billing and mobility management in the respective network need to be interoperable with each other.  This means that WLAN network also needs to have Mobile IP functions and Authentication, Authorization, and Accounting (AAA) servers.

· Tight coupling where the interface is at the cellular core network.  There is a direct link between cellular and WLAN networks.  The WLAN network appears to be one of the access networks from the cellular core network viewpoint.  A WLAN gateway is required in the WLAN network to hide the WLAN functionality from the cellular core network.  The WLAN gateway would need to implement cellular protocols such as mobility management and authentication.

· Very tight coupling where the interface is at the cellular base station controller (BSC).  There is a direct link between cellular and WLAN networks.  The WLAN access point becomes one of the base stations from the cellular BSC viewpoint.  In this case, enhancements of cellular BSC are required such that the BSC manages the radio resource for both cellular base stations and WLAN access points.

· Extreme tight coupling where the interface is at the cellular base station (BS).  There is a direct link between cellular and WLAN networks.  The WLAN access point and cellular BS are integrated into one multi-carrier BS.  In this case, enhancements of cellular BS are required such that the integrated BS controls the channel cards for both WLAN access point and cellular BS.

The following table summarizes the pros and cons of different coupling approaches.

Table 1: Tradeoff between Loose Coupling and Tight Coupling

	
	Loose coupling
	Tight coupling

	Security
	Medium
	High (reuse cellular security architecture)

	Impact on existing cellular network architecture
	None
	High

	Handoff speed
	Slower*
	Faster

	Session persistence
	Yes
	Yes

	Service persistence (VOIP)
	Possible
	Yes

	WLAN gateway required
	Yes
	Yes

	WLAN traffic injected into cellular core network
	No
	Yes

	QOS provisioning
	Over-provisioning
	Reuse cellular QOS architecture

	Provisioning of the same administrative domain for WLAN and cellular
	No
	Possible

	Mobile-initiated handoff or network initiated handoff
	Mobile-initiated handoff is preferred
	Both mechanisms are feasible

	Standards development time
	Short
	Long


*Handover speed can be improved with make-before-break technique.

3.2 Interaction of Layer 2 and Upper Layers

[Address the interaction of Layer 2 and Upper Layers.]


IEEE 802.21 shall provide the mechanisms for upper layers (e.g. L3, L2.5 or link management entities) to monitor the status of different links in the STA, either currently connected or potentially available.

When multiple links are available and upper layer makes optimal handover decisions, a procedure defined in 802.21 shall be provided to enable the STA to switch from one link to another.

3.2.1 Polling

IEEE 802.21 shall use Polling mechanism to monitor the status of different links in the STA.
A polling message is issued by upper layers to MAC layer of different types of links. The status information of the link is reported to upper layers via 802.21 MAC SAP.

A polling message may be issued periodically or event-triggered. 

A polling message may be initiated locally from STA or remotely from Networks.

3.2.2 Link_Switch

IEEE 802.21 shall use Link_Switch command to enable the upper layers to control the links in the STA.

A Link_Switch message is issued by upper layers to force a given interface to take an action, such as connect or disconnect from a link.
A Link_Switch message may be initiated locally from STA or remotely from Networks.
3.3 Layer 2 Triggers

Address the layer 2 triggers.



The following layer 2 triggers are proposed: link up, link down, link strength, link QOS, and link distance

An example of the layer 2 trigger format is provided below.

· BS/AP identifier

· Strength from that BS/AP

· QOS from that BS/AP

· Distance from that BS/AP

· Neighbor list from that BS/AP

The layer 2 trigger can vertically come from its own local device (such as cellular PC card or WLAN PC card in a laptop), i.e., the layer 2 triggers are generated locally.  Or the layer 2 trigger can horizontally come from the targeting BS/AP, i.e., the layer 2 triggers are generated remotely.

We use the layer 2 triggers to force the mobile to send out “Agent Solicitations message” in advance (such that the FA will send out Agent Advertisement Message immediately) on the target interface.  In this case, layer 3 Mobile IP can complete its registration process (in the target network) when the mobile is about to switch its access interface.  Make-before-break layer 2 handover technique is required to achieve the previous objective, i.e., a mobile sets up simultaneous connection with the serving and target networks (i.e., multiple bindings).

Mobile IP allows a mobile to register with multiple FAs and have multiple care-of addresses registered with its HA.  

For example, a mobile maintains two IP connections with the HA; one for WLAN interface and the other for cellular interface.  At the right time, the connection is switched from one interface to another interface, and the handover can be seamless. 

4. Handover Scenarios
4.1 IEEE 802 Family

Provide generic fast handoff mechanisms across different IEEE 802 standards and their corresponding architectures.
4.1.1 Handover between IEEE 802.3 and 802.11


IEEE 802.3 explicitly does not specify the mobility functions. However IEEE 802 family (e.g., 802.11, 802.16 and 802.20) is being expanded to support mobility for conveniences and various needs. Handover between 802.3 and 802.11 within a single mobile station is expected to be a plausible application. Thus, IEEE 802.21 MIHS integrates the IEEE 802.11 functionality with a traditional wired LAN to provide a mobility function to the stationary service.

4.1.1.1 IEEE 802.3 and 802.11 Handover Scenario
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Figure – Moving to the wireless connection from the wired and vice versa

In the architecture of handover between IEEE 802.11 wireless LAN and a traditional 802.3 wired LAN, a STA is able to convert its current interface (e.g., 802.3) to a new interface (e.g., 802.11) and vice versa when it receives L2 triggers from lower layer or link switch commands from upper layers. 
STA using wired LAN is able to maintain its connection through wireless media when it is disconnected and moves to another place. When both 802.11 and 802.3 connections are available, user preference can dictate which one is preferred. However, default preference should be set to 802.3 wired LAN because of its performance and cost. Specific use cases are described as follows:
IEEE 802.3 to 802.11 Use Case
A costumer is watching movie on-line using the 802.3 wired LAN interface. He wants to move to another room and plugs out the 802.3 Ethernet connector away from the STA (e.g., Laptop, Handheld PC, PDA, etc.). The STA supporting 802.21 MIHS shall switch the session without user intervention to the 802.11 wireless LAN interface, without any perceptible service interruption. 
IEEE 802.11 to 802.3 Use Case
A costumer is watching movie on-line using the 802.11 wireless LAN interface. He plugs in an 802.3 Ethernet connector to the STA. After the new connection is established, the STA supporting 802.21 MIHS may switch the session from wireless LAN interface to wired LAN interface, which is the default action of 802.21 MIHS. The interface switch may be performed without user intervention based on the user preference setting or manually by the costumer. 
4.1.1.2 IEEE 802.3 and 802.11 Handover Procedures
4.1.1.2.1 Basic Requirements
All STAs which tend to perform 802.3 and 802.11 handover must be covered by 802.11 Access Points though wired media is currently used, If a STA can not find a neighbor 802.11 AP, a warning message shall be provided to indicate that disconnection of Ethernet will cause service interruption. 
4.1.1.2.2 Announcement of modified MAC address
Upon media change, a new media must update its previous MAC address which is stored on the neighbor’s ARP table (for IPv4) or Neighbor Cache (for IPv6) with a new MAC address so that all the packets are sent to the changed media. A link switch command issued from upper layers shall contain corresponding information and used to announce the MAC address change quickly to its neighbors. 
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Figure – Stack Architecture of Station which has both interfaces
4.1.1.2.3 IP Layer Considerations
STA performing 802.3 and 802.11 handover shall support both IPv4 and IPv6. 

STA performing 802.3 and 802.11 handover shall support both stateless and stateful IP address configuration. If STA performs handover in the same subnet, the same IP address can be used for both interfaces when media type changes.
4.1.1.2.4 AAA Considerations

Regarding the authentication, both 802.3 and 802.11 typically make use of the same AAA server in their local network, thus authentication is not required when STA moves between each other.  If not, each interface shall process a new authentication step when attaching a new network to either 802.3 or 802.11.
4.1.1.2.5 Handover from IEEE 802.3 to 802.11
In handover procedure from 802.3 to 802.11, the connection of wired LAN is broken abruptly, i.e., there is no redundant time or overlapped signal area. In order to reduce the packet loss due to unpredictable handover, the STA shall keep an association with an Access Point in the 802.11 wireless interface. The procedures are described as follows:

Initialization of 802.11 Interface
During the initialization, the 802.11 wireless LAN interface shall scan the neighbor APs and select one, defined as the Active AP. 
STA sets up L2 link (association and authentication) and performs L3 IP address configuration.  If the wireless interface fails to search for a qualified AP, a warning message shall be provided to indicate the user that disconnection of 802.3 Ethernet will cause service interruption.

Maintenance of the Association in 802.11 Interface
STA shall receive beacon from the Active AP periodically and maintains the association. Only if some events cause the Active AP unavailable, e.g. the Active AP is heavily loaded, the STA shall reinitialize the 802.11 interface as described above. A warning message shall be provided to indicate this event.
Handover Procedures
When the 802.3 Ethernet is disconnected, a L2 Link_Down trigger shall be provided to indicate the event. When STA recognize these indications, it should change its current interface (802.3) into a new one (802.11) immediately. If the Active AP is effective, the STA performs binding update (if IP layer handover is required). Otherwise, the STA initiate the 802.11 interface to scan neighbor APs. In latter case, the handover latency is much longer.
4.1.1.2.6 Handover from IEEE 802.11 to 802.3
When STA attaches to a new 802.3 link, it should be able to sustain its previous connection on the 802.11 interface for a while in order to reduce packet loss.  In this use case, STA generally has redundant connections from both interface, in order word, STA using Ethernet cable can receive 802.11 signal since it is covered by 802.11 Access Points as well. 
After completing 802.3 interface initialization, a L2 Link_Up trigger should be provided to indicate this event. STA will disable 802.11 interface sooner or later, depending on the user preferences. 
4.1.2 Handover between IEEE 802.11 and 802.16

4.2 IEEE 802 and Non-802 Cellular

[Provide generic fast handoff mechanisms between IEEE 802 family and Non-802 Cellular (e.g. 3GPP and 3GPP2) as well as the corresponding architectures.]


The non-802 cellular networks provide wide area coverage (e.g. a city) for ubiquitous voice and data services (with access speed ranging from 64 kbps to 2 Mbps).  The WLAN networks provide limited local coverage (a few km2) for data applications (with data access speed greater than 5 Mbps).  Integrating these two types of networks would allow the user to seamlessly roam between networks while keeping the application sessions up.   The examples for the user devices in this scenario are dual-mode phone (cellular and WLAN), laptop with 2 PC cards (cellular and WLAN), laptop with 1 mini-PC card (WLAN) and 1 PC card (cellular), laptop with 1 USB (WLAN) and 1 PC card (cellular).  In the above examples, the laptop can also be replaced by PDA or Pocket PC.

5. Reference Models

Describe the protocol stacks.
5.1 IEEE 802 Family Handover

5.2 IEEE 802 and Non-802 Cellular
References

Provide relevant references.
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