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1 Introduction

The scope of the IEEE 802.21 (Media Independent Handover - MIH) standard is to develop a specification that provides link layer intelligence and other related network information to upper layers to optimize handovers between heterogeneous media. The MIH function (MIHF) communicates with different entities within a terminal, a serving network or with remote MIHF. 
Within this document, we concentrate on the communication between two MIHF peers. The communication between MIHF and other entities within a peer may also use the contents discussed here or other suited means like exchange of messages over Service Access Points (SAP).
Two MIH function (MIHF) entities communicate with each other to exchange the MIH related services - Command Service (CS), Event Service (ES) and Information Service (IS). 
[image: image1.wmf]MIHF

-

Peer 1

MIHF

-

Peer 2

Transportation

MIHF

-

Peer 1

MIHF

-

Peer 2

Transportation

Transportation


Figure 1‑1:  MIHF peer-to-peer communication.

Assumptions:

· Two MIHF peers* would like to exchange MIH information services (ES, CS, IS)

· MIH information services are carried within MIH frames

· MIH frames are transported between the peers using a variety of transport protocols (L2, L3, L4)
· Embedding MIH frame in transport protocol unit
*) hops not considered here in specific

	RESULT: Readers interested in final result of this document, can directly refer to section 3.


Note that the terminology MIH packet is equivalent to MIH frame within this document.
2 MIHF Frame
The present scope of the 802.21 standard also includes the description of the MIH frame format, message formats, and the procedures for MIH message exchange to facilitate handover in a media independent manner [1] section 8.3. Here we take a look at the description of the MIH frame format, especially the header of the MIH frame.
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Figure 2‑1:  Encapsulating MIHF frame in a transport protocol unit.

Figure 2‑1 depicts the encapsulation of MIH frame into a transport protocol unit. The transport protocol can be any layer 2, 3 or 4 protocol.
MIH frame is equivalent to the MI message as described in [6].
Assumptions:

· MIH header and MIH payload are understood by MIH peers (important for standardization)

· The MIH frame content is independent of the transport protocol
This is equivalent to option Ia in [2]. It is also possible, that depending on the transport protocol selection, an adoption is to be made (option Ib of [2] ).
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Figure 2‑2:   Transport protocol dependent adoption.

As shown in Figure 2‑2, the MIH frame is independent of the adoption components. Within this document this adoption is not considered. 
Some advantages of keeping MIH frame format independent of transport protocol:

· MIH frames are exchanged between MIHF peers

· Easy to integrate into different transport protocols (L2, L3, L4) 

· Selection of transport protocol is done irrespective of MIH frame format and its content

· MIHF need not know about the construction/dissection of transport protocol

· No need of extra adapters (MIHF↔L2 protocol, MIHF↔L3 protocol, MIHF↔L4 protocol)

· Future updates of MIH frame formats need no alteration in selected transport protocols 

· No need to proceed again to respective standardization bodies for updated MIH frame format
· MIH frame is treated as payload of the selected transport protocol
As described in [5] the frame representation rules should be chose according to the following objectives:

1. Efficiency: The information in the packet should be coded as compactly as possible.

2. Delimiting: It must be possible for the receiver to recognize the beginning and end of the packet.

3. Ease of decoding: It should be easy for the receiver to find out exactly what information it has received

4. Data transparency: The representation should be such that arbitrary sequences of bits can be sent as data within the packet.

2.1 MIHF Payload

For the sake of understanding, we discuss in brief the MIH payload (MIH data). Neither the content nor the encoding is a part of this discussion.
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Figure 2‑3:   Example MIH payload with 3 IEs.

Note: in other discussion on information element TLV, the value of ‘n’ is fixed to 4 bytes. These TLVs are different from the Header TLVs.
Assumptions:

· MIH payload is of variable size

· MIH payload consists of MIH Information Elements (IE)

· An IE can be any one service (ES, CS or IS)

· An IE can be represented in Tag-Length-Value (TLV) format

· Each IE has an IE header (T and L) and a variable IE payload (V)

2.2 MIHF Header

This part of a frame contains information which is used to guide the MIHF to understand the purpose and source of the MIH payload. It may also contain control and synchronization information needed for successful transmission of the payload. 
It is advised to keep the header size constant. Most of the well known frame formats like IP, Ethernet, do have a fixed frame header. Advantages are seen in:

· Easy scheduling and parsing of the message

· Enables the pre-analysis of the frame before payload is examined

· Routing or diverting the frames is possible, if hops are considered between different MIHF in future

Assumptions:

· MIHF header is of fixed size
Here we put couple of fields, which can be used for MIHF to handle the message transmitted between the peers. The intention is to collect, discuss and decide, which fields are useful and which are not. Couple of the fields and their purpose are taken from [1] and put to discussion.
2.2.1 Protocol Version

This field is used to specify the version of protocol used. The importance of this is seen in downwards compatibility handling in the future.
Present allocation in draft: 1 byte
Present proposal in [6]: 1 byte
Since the changes in the protocol version will not be having values greater than 15, it is concluded to have ½ byte allocated for this purpose. This field is a part of MIH-Fixed Header.
2.2.2 Service Identifier

Identifies the different MIH services. This enables to have a quick glance at the message and to decide whether or not to analyze further. For example, if there is a MIHF peer which only supports ES/CS, then as soon as this peer sees that the message is IS type, it can just ignore.
Present allocation in draft: 1 byte

Present assigned values in draft: ES, CS, IS

In it is [4] proposed to delete this field as the information is already coded in message ID.
Conclusions drawn: 

· This ID can be part of enhanced Message ID (see 2.2.5).

· This field is a part of MIH-Fixed Header.

· ½ byte is sufficient for representing the service identifier.

· Possible values could be CS, ES, IS, AS (All Services or Admin Services or can be interpreted as NONE). 

· The purpose of having AS is to enable to send messages which can address more than one service or which are ment for some administration requirements. Couple of examples where it can be used are:
· Sending MIH capability discovery message from one MIHF peer to other MIHF peers (Note it is different from MIH function discovery).

· More than 1 MIHF peers have registered for couple of ES / CS at a master MIHF peer (e.g. in the network) and the master MIHF peer is going down due to some reason, then it can send a sort of “broadcast” message to all MIHF peers for all services.

2.2.3 Operation Code

What type of operation should be performed with respect to the service ID.
Present allocation in draft: 1 byte

Present assigned values in draft: Request, Response, Indication

Conclusions drawn: 

· This ID can be part of enhanced Message ID (see 2.2.5).

· This field is a part of MIH-Fixed Header.

· 3 bits are sufficient for representing the service identifier.

· Possible values could be Request, Response, Indication, Confirm, Registration 

2.2.4 Message Identifier

MIH Message identifier for the service. This field indicates what exactly is happening with the service. 

Present allocation in draft: 4 bytes

Present assigned values in draft: different tables

It is to be clarified, how the message ID can be formed and how it is used. Presently, there are different fields assigned for this purpose, Service ID, Operation Code, Message ID and Tag value in TLV. This is also pointed out in [4].
Present proposal in [6]: 2 bytes
Reason in present proposal in [6]: The message ID is equivalent to type filed which consists of a function type (1 byte) and a message type (1 byte).

In most cases it is concluded that the services have message ID which fit within a byte. To be on safe side and to enable easy parsing of the enhance message, it is concluded to have 9 bits for this purpose. This field is a part of MIH-Fixed Header.
2.2.5 Enhanced Message ID

The enhanced message ID (EMID) can be considered as the combination of the above mentioned 3 fields, Service ID (SID), Operation Code (OpCode) and Message ID. This is comparable with the “Type” as described in [6]. 
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Figure 2‑4:   Enhanced Message Identifier.

The advantages of having an EMID can be seen in following points:

· All the codes, IDs needed for pre-analysis are put together

· Easy for MIH protocol to parse through the MIH header and make a quick decision

· There is a lot of flexibility in selecting specific message identifiers and combine them

· There is a lot or room for the future functions

· This field is a part of MIH-Fixed Header

Couple of examples: 

Note: These are ONLY examples, the values for IDs have nothing to do with that in the present .21 draft standard.

1. Discovery of ES:

 An MIHF peer sends a message with 

SID=ES, OpCode=Request, MsgID=Discovery

All the other MIHF peers which get this message at first checks the SID, whether they support the SID type ES. If yes they check the next bits/bytes. The Opcode says it is a request. Even here they can check whether the other peer is authorised to put up a request (not sure how this happens). Now the MsgID says discovery. 

After this, the MIHF peer can send a response to the requesting peer with 

SID=ES, OpCode=Response, MsgID=Discovery.

Now the requested MIHF peer reacts only to the messages, which fulfill all the 3 values. If it is true, then it can look into the payload for the content.

2. Registration for the trigger Link going down.

An MIHF peer registers itself with the remote MIHF peer with following values: 

SID=ES, OpCode=Register, MSID=LinkGoingDown

The remote MIHF peer, can take the information and puts this trigger request in its internal table. As soon as the time comes to send the trigger to MIHF peer, the remote MIHF sends the following:

SID=ES, OpCode=Indication, MsgID=LinkGoingDown

3. Introducing a new service:

If in the future a new service ID called XYZ is introduced, then there is no need to create message IDs with different operation codes like XYZ_request, XYZ_response. Only the values of the SID are extended with the new ID. With the combination of the existing values, all the message IDs are generated.

2.2.6 Variable Load Length

This part indicates the variable length embedded into the MIH frame apart from the static MIH header.
Present allocation in draft: 2 bytes

Present assigned values in draft: length of MIH Header [bytes] + length of payload [bytes]

Present proposal in [6]: length of MIH Header [bytes] + length of payload [bytes]

Present proposal in [4]: length of payload [bytes]

The variable load length indicates, apart from the fixed/static MIH head part, the total no. of bytes in the MIH frame.

Variable Load Length [Bytes]  = variable MIH header [Bytes] + variable Payload length [Bytes].
The variable load length indicates, apart from the fixed/static MIH head part, the total no. of bytes in the MIH frame. This field is a part of MIH-Fixed Header and is of 2 bytes in size.

2.2.7 Fragmentation Field

Since it has been decided to leave the fragmentation of the message to the transport protocol, this field is not needed. 
Author’s Notes: 

· The decision was an oral decision and there is not written statement/doc/presentation found on the web site.

· If the fragmentation should be done by MIHF, then it should have the knowledge of the transport protocol, i.e. it should know at least the MTU parameter for that particular transport protocol.

It is concluded that we do not need any fragmentation within MIH protocol.
2.2.8 Source / Destination MIHF Peer Identifier

In a communication scenario where different MIHF peers can communicate with each other, it is important for an MIHF peer to know with whom it is talking to or exchanging the data using MIH protocol. The efficient way of achieving this is by assigning a unique MIHF peer identifier.
· For exchanging MIH frames between the peers, the MIHF uses a transport protocol which has its own ID. But these transport ID’s are usually not known to the MIHF as they are added and removed by the transport protocols. 

· Within the present draft standard, it is suggested to use either MAC or IP address. Using one these address as MIHF ID it is difficult for the receiving peer to trace back the route and to send the reply. And on the other side, it is not possible to dispatch the message to the user of MIHF on receiving a reply.
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Figure 2‑5:   MIHF interaction with other entities.

Figure 2‑5 shows the interaction of MIHF with other entities. As it is seen, a single MIHF at a peer is interacting with different protocols, interfaces and users. Thus, there is a need to identify exactly the path of the messages through which the MIHF is communicating. Especially, this is important for discrete services, like event services, as there are no state machines and thus no memory functions ([1] section 6.1.1).
In [1] it is mentioned that the MIHF ID can be generated. Here a methodology is represented to indicate which parameters are important in generating such ID. 

How the generation algorithm works is presently not considered within this document, but can be explained later after the agreeing on the parameters.
MIHF-ID = f(MIHF, Protocol, Interface, MIH user)

The above formula shows a mathematical representation where couple of parameters can also have a 0 value.  Where


MIHF

: a unique MIHF ID (should be defined by 802.21)


Protocol
: a unique protocol ID (what should we use here?)


User

: a unique user ID (like a unique socket number)


Interface
: a unique interface ID over which the frame is sent (what should we use here?)
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Figure 2‑6:   An example generation of a unique MIHF ID.
Within this function, couple of parameters can have a value equal to zero depending on the usage.
The advantages of this concept are as follows:
· MIHF-ID can be used for registration purpose where there is a need to deliver asynchron messages (e.g. ES messages)

· Usually, the source and destination identifiers (like IP address) used in transport layers are removed by the respective layer and only the data is given to the next layer. Thus, we don’t have any idea of the route (transport protocol and interface) the message went before arriving at the MIHF. With the new MIHF-ID the route can be determined and response messages can be sent back on the same path.

· In case a single message is sent by a peer to a destination over different paths, the receiving MIHF peer can compare the performance (delay, quality, …) of different possible routes and select the most appropriate one for sending a response. This is especially important for command and event service.

· With this ID, it is possible for MIHF to deliver the replies to correct MIH users. Otherwise, MIHF should always keep a mapping of the request with the user of the request.

· The receiver MIHF can differentiate the requests approaching it from different MIHF peers.
As proposed in [3], this could be the first bytes of the payload as it is of variable size.
Present allocation in draft: variable bytes

Present proposal in [4]: to remove this

Conclusions drawn: 

· It is not sure whether we need both source and destination ID’s, thus this part is to be kept flexible in design.  In some cases we need only 1 ID and in some cases it can be omitted.

· Will be represented in Header-TLV format.

· This field is a part of MIH-Variable Header.

2.2.9 MIHF Peer Identifier Length

Length of each source and destination MIH identifier field in bytes. In order to assign dynamic source and destination IDs, it is important to specify their lengths in advance in the header. 
Present allocation in draft: 4 bytes

Present proposal in [3]: 1 byte

Reason for proposal in [3]: With 4 bytes it is possible to represent values between 0 – 4294967296. It is unusual that either the source or destination ID would be of this size in bytes. For example, MAC address is of 6 bytes, IPv4 is of 4 bytes and IPv6 is of 16 bytes. Thus, 1 byte is more than enough to represent values between 0 and 255.
Present proposal in [4]: to remove this

Reason for proposal in [4]: Transport layer protocol takes care of source and destination IDs and thus, MIH need not to consider these.
Conclusions drawn: 
· This field is a part of MIH-Variable Header and depends on the source / destination ID’s
2.2.10 Transaction Identifier

Transaction Identifier is used to match requests and responses wherever applicable. These IDs are usually generated randomly or in sequence at the source side. In general, each MIHF source can have active connection with different MIHF destinations. And each connection may have different sessions/flow of data streams.
If the reliability of sending messages, like that of ES and CS, is to be handled by MIH protocol, then this ID is used for sending acknowledgements from the receiver to the sender of the MIH frame.

Present allocation in draft: 1 byte

Present proposal in [3]: 4 bytes
Reason for proposal in [3]: Transaction ID does have values greater than 255. For example, IP is having frame IDs of length 2 bytes and TCP has sequence no. as 4 bytes.
Present proposal in [6]: 2 bytes

Reason proposal in [6]: this ID is a combination of IP address and a transaction ID.

But what will happen, if we are not having any IP address?

Conclusions drawn: 

· Since there are cases, where we do not need any transaction ID, it is optional in header

· Will be represented in Header-TLV format.

· This field is a part of MIH-Variable Header.

2.2.11 Frame Check
To check the correct reception of the MIH data, a frame check (e.g. CRC) can be used. It is to be clarified, whether MIHF relies on the frame check of the transport protocol or it should perform on its own. 

An example is, TCP-IP frames are transmitted in Ethernet frames. All the three protocols do have their own frame check in their protocols: 

· 2 bytes in TCP as frame check

· 2 bytes in IP as header check

· 4 bytes in Ethernet as frame check

No need of this field. It is assumed that the transport layer takes care of the frame checks.
2.2.12 Synchronization Information field

Synchronization information like Time-To-Live (TTL), frame birth time, etc. is needed if there are some time constrains on the information delivered by the MIHF. This is valid at least for ES and CS. An example could be seen in “Change in Link quality” trigger. This trigger should reach the MIHF peer (either from local or from remote) as soon as possible since this trigger information enables the MIHF users (handover protocols) to take quick decisions.
One way to achieve this is by sending a reference time stamp during registration for the service at a MIHF peer. This reference time is used by the peer to build up an origination timestamp for the service and sent back to the requester. One example for building up the origination time stamp could be achieved by building up the difference between the reference time stamp and the time when the service is generated. In some cases, the reference time stamp can be set to zero, this is implementation specific.

In order to accommodate time values in milli seconds, it is advisable to allocate 4 bytes for this field.
Conclusions drawn: 

· Since there are cases, where we do not need any synchronization information, it is optional in header

· Will be represented in Header-TLV format.

· This field is a part of MIH-Variable Header.

3 Conclusion 
Section 8.2.1 (L2 Data Frame Packet Format)
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(Section 8.3.1: MIH General Packet Format)
The MIH Function Header consists of a two parts; one with fixed length and another with variable length. The fixed length part of the header carries the essential information which is present in every packet and is important for parsing and analyzing the packet quickly. The variable length part of the header carries information which is optional in some cases.

[image: image9.emf]MIHF Fixed 

Header

Variable6 Bytes

MIHF Variable Header

MIHF Header


Figure 3‑1:   MIHF-Header Format.

The MIHF header is split into two parts so as to introduce flexibility into the MIH Function protocol design.
3.1 MIHF Fixed Header

This part of the header content is mandatory. The following table shows the contents of the fixed length part of the header.
	Field Name
	Size [Bits]
	Description

	Version
	4
	This field is used to specify the version of protocol used. The importance of this is seen in downwards compatibility handling in the future.


	Reserved
	4
	This field is intentionally kept reserved. In un-used case, it all the bits of this field are to be set to ‘0’.



	MIH Message ID

Service Identifier (SID)*
Operation Code (OpCode) *
Message Identifier (MID) *

	16

4

3

9
	Combination of the following 3 ID fields.

Identifies the different MIH services, possible values could be 

General Service:      1

Event Service:         2

Command Service:  3
Information Service: 4

What type of operation should be performed with respect to the SID, possible values are:

Request:      1

Response:   2

Indication:   3
This field indicates the action to be taken w.r.t. the service ID


	Number of Additional Header Identifiers (TLVs)

	8
	Indicates the no. of header identifiers (TLV for each) included in the variable MIHF header part.



	Variable Load Length
	16


	Indicates the total length of the variable load embedded into the MIH Function frame and is the sum of MIHF variable header length and MIHF payload length. MIHF fixed header length is NOT considered.




Table 3‑1:  MIHF Fixed Header Description

*) These fields are part of enhanced Message ID.
3.2 MIHF Variable Header

Within the MIHF header, additional identifiers are present that help to analyze and coordinate the payload is embedded. All of these identifiers are represented in Header-TLV format. The syntax of this TLV format is as follows.
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Figure 3‑2:   MIHF-Header TLV Format.

The Type value indicates which type of header identifier is embedded in the Value field. Some possible values for the Type are:

· Transaction ID (to match requests and responses wherever applicable)
· MIH Function ID / Session ID (to identify the communication peers where possible)
· Synchronization Information (to identify the freshness of the received message where possible)
3.3 MIHF Frame Format

The following figure shows the format of the MIH Function frame.
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Figure 3‑3:   MIHF-Frame Format.

The format of MIH Function packet is shown in figure 3.4 below. 
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Figure 3‑4:   MIH Function Frame 
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