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1 Issue-10

It is important to note that before a MN is authenticated with the PoA, the MN should be able to obtain all the 802.21 related information elements available, if needed. These information elements may be used by the handover policy function to determine if the -PoA can be selected. In order to enable the information query before authentication, individual link technologies may provide a L2 or media specific transport or a protocol message exchange that makes this MIH IS query exchange possible between the UE and a certain MIHF in the network. For example in 802.11, a state-1 management action frame exchange may be possible as a transport means for MIIS information query. A similar mechanism may be available for 802.16 for this query. The MIH function in the UE discovers the MIH capability support from the PoA through the media specific broadcast information containing the system capabilities. It should be noted that the pre-authentication query facility is provided only for MIH information query and cannot be used for carrying other MIH protocol services. However, after authentication and attachment to a certain PoA, all the MIH protocol services including MIH IS by use of data frames specific to that media technology or in a media independent way by using higher layer IP based protocol. . Additionally, any MIH Function within the network may request for the above set of Information Elements from a peer MIH Function located in same or different network using the MIH IS protocol. 
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3 Issue-34 (#715 and 716)

A source MIH node may start a timer at the time of sending a MIH packet with the ACK-Req bit set and may keep a copy of the MIH packet while the timer is active. The value of the timer may depend on the RTT between the two nodes. If the acknowledgement packet is not received within the expiry of the timer, the source node may retransmit the saved packet immediately with same Message-ID (with ACK-Req bit set) and with the same Transaction-ID. If the source receives the ACK for the previous packet soon after retransmitting the same packet, then the source may determine successful delivery of the previous packet and may not have to wait for any acknowledgement for the currently retransmitted packet. If the source received the acknowledgement before the timer expiry on original or any subsequent retransmitted attempt, then the source may reset the timer and release the saved copy of the packet. The source may utmost make two retransmitted attempts in addition to the original attempt for the same message with the same Transaction-ID. The source shall not attempt to retransmit a packet with same Message-ID and Transaction-ID when the acknowledgement was not requested in the original packet. 
When a destination node receives a MIH packet with the ACK-Req bit set then the destination returns an acknowledgement packet with ACK-Rsp bit set by copying the Message-ID and Transaction-ID from the received packet. This packet may have no other payload. In instances where the destination may immediately process the received packet and a response is immediately available, then the ACK-Rsp bit may be set in the corresponding MIH response packet. However, in this instance, the OpCode may indicate an appropriate response value. It is possible for a destination MIH node to set ACK-Rsp bit in a MIH response packet and additionally, act as a source node for the current response packet and request MIH acknowledgement services by setting the ACK-Req bit. The destination may chose to buffer the original MIH packet header that was already processed to correlate with any retransmitted packet(s) containing the same Transaction-ID for a small time duration whose value may depend on the RTT between the two nodes to avoid duplicate processing of the same message. If such a retransmitted packet is received during this time period, the destination shall respond with an acknowledgement packet even though an acknowledgement message was sent earlier for the original packet. In any case, the destination shall not process the retransmitted packet if already done so, since it is a duplicate packet. If a destination receives an MIH packet with no ACK-Req bit set then no action is taken with respect to the MIH ACK protocol functionality. Additionally, if retransmitted packets were to arrive outside the window then the destination may utilize time stamp information in the packet to determine that it is older than the timeout duration and discard the packet. As an alternative to a timer based window algorithm, the implementation could define a transaction count based window. This would create a limit to the number of outstanding transactions within a session.  In all cases, transactions must be executed only once. If the ACK feature is used, any number of received ACKs for a transaction guarantees the transaction was processed only once. 


