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	Abstract
	This contribution suggests notifying the MN or network about the Mobility Management Protocol supported, which would help handover decision, during the handover preparation phase instead of Link_Up.indication primitive. 
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Introduction

In Link_Up.indication, the parameter Mobility Management Support is carried indicating the type of Mobility Management Protocol (MMP) supported by the new PoA. 

Currently only four values are defined in this parameter: Mobile IPv4 with FA, Mobile IPv4 without FA, Mobile IPv6 and Mobile IPv6 with DHCPv6.
Problem Statement
When receiving this Link_Up.indication primitive, the MN has established the L2 connection on the specified link interface. To achieve total connectivity of both L2 and L3, Mobility Management Protocol should be used to perform L3 handover, thus achieve L3 connectivity. However, if the MN and candidate network can’t support same L3 Mobility Management Protocol, the MN has to choose another candidate network to attach or rollback to the previous network, which results in increased handover failure ratio, and handover latency.
Supposing the following scenario:

There are three network operators: WiMAX, WLAN and UMTS. The WiMAX operator gets contract with the other two. Between WiMAX and WLAN, any MN which supports Simple IP or PMIP or MIP (v4 or v6) could enjoy seamless mobility service. However, only the MN which supports MIPv4 could enjoy seamless mobility service between WiMAX and UMTS. Now a MN is served by WiMAX operator. Because it's relative old, this MN can only support Simple IP and PMIP. Although the WiMAX operator have contract with the two networks, while handover decision making, this MN has to choose WLAN to achieve seamless handover.
In addition, there are some other mobility management protocols defined by IETF and widely used in different networks. Four values are not enough for MMP parameter.
Suggested Remendy
In order to reduce the risk of the handover failure due to the mismatch of MMPs supported by the MN and target network, we propose to notify the MN about the supported MMPs before the MN attaches to the target network, (i.e. before Link_Up.indication). This info of candidate networks would help the MN to choose the best target network. 
Using MIIS is a good method. We suggest adding MMP TLV to MIIS query type. Then the MN can choose the best target network according to the returned MMP(s) supported by each candidate networks.
In addition, MN could support several mobility management protocols (e.g. MN in WiMAX system). In the case of network-initiated handover, the serving network want to know the MMP attribute of MN to make select candidate networks. It’s not possible for the serving PoS to know that MMPs in MN. In this case carrying MMP attribute in MIH handover message is another useful method.
[Modify the text as suggested below: Page 105, line 58]
7.4.18.3 MIH_Net_HO_Candidate_Query.response
7.4.18.3.1 Function
7.4.18.3.2 Semantics of service primitive

MIH_Net_HO_Candidate_Query.response(





DestinationIdentifier,





CurrentLinkIdentifier,
PreferredLinkList,

RequestedResourceSet,





HandoverStatus,




MobilityManagementSupported,
                                                          Status



)
Parameters:

	Name
	Type
	Description

	Destination Identifier
	MIHF_ID
	This identifies a remote MIHF which will be the destination of this request.

	Current Link Identifier
	LINK_TUPLE_ ID
	This identifies the current link.

	Preferred Link List
	LIST(LINK_POA_LIST)

	A list of PoAs for each link, suggesting the new access networks and PoAs to which handover initiation should be considered. This may be different than the networks that were suggested in the handover request. The list is sorted from most preferred first to least preferred last.

	Requested Resource Set
	LIST(QOS_PARAM)
	Requested resources needed by the mobile terminal.

	Handover Status
	HANDOVER_STATUS
	Lists the reason for aborting/declining the handover request. 

	Mobility Management Supported
	IP_MOBILITY_MGMT
	(Optional)This indicates the type of Mobility Management Protocol supported by mobile terminal.

	Status
	STATUS
	Status of operation.


[Modify the text as suggested below: Page 106, line 52]
7.4.18.4 MIH_Net_HO_Candidate_Query.confirm
7.4.18.4.1 Function
7.4.18.4.2 Semantics of service primitiveMIH_Net_HO_Candidate_Query.confirm (

SourceIdentifier,

CurrentLinkIdentifier,
PreferredLinkList,

RequestedResourceSet,





HandoverStatus,




MobilityManagementSupported,

                                                          Status
)

Paramters:
	Name
	Type
	Description

	Source Identifier
	MIHF_ID
	Shall contain the MIHF ID of the mobile node that sent the MIH_Net_HO_Candidate_Query response message.

	Current Link Identifier
	LINK_TUPLE_ ID
	This identifies the current link.

	Preferred Link List
	LIST(LINK_POA_LIST)

	A list of PoAs, suggesting the new access networks to which handover initiation should be considered. This may be different than the networks that were suggested in the handover request. The list is sorted from most preferred first to least preferred last.

	Requested Resource Set
	LIST(QOS_PARAM)
	Requested resources needed by the mobile terminal.

	Handover Status
	HANDOVER_STATUS
	Lists the reason for aborting/declining the handover request. 

	Mobility Management Supported
	IP_MOBILITY_MGMT
	(Optional)This indicates the type of Mobility Management Protocol supported by mobile terminal.

	Status
	STATUS
	Status of operation.


[Modify the text as suggested below: Page 162, line 46]
8.6.3.8 MIH_Net_HO_Candidate_Query response
	MIH Header Fields（SID=3, Opcode=2, AID=4）

	SourceIdentifier = sending MIHF ID

(Source MIHF ID TLV)

	DestinationIdentifier =receiving MIHF ID

(Destination MIHF ID TLV)

	CurrentLinkIdentifier

(Link Identifier TLV)

	PreferredLinkList

(List of Link PoA List TLV)

	RequestedResourceSet
(Handover Resource Response Set TLV)

	HandoverStatus

(Handover Status TLV)

	MobilityManagementSupported (Optional)
(Mobility Management Protocol TLV)

	Status

(Status TLV)


[Modify the text as suggested below: Page 202, line 4]
Annex C Type values for TLV encoding

(normative)

	TLV Type Name
	TLV 
Type Value
	Data Type

	........
	........
	........

	Info Response RDF Schema URL List
	61
	LIST(INFO_RSP_SCHEMA_URL)

	Info Response RDF Schema List
	62
	LIST(INFO_RSP_RDF_SCHEMA)

	Mobility Management Protocol
	63
	IP_MOBILITY_MGMT


[Modify  the text as suggested below: Page 49 Line 9]
	Access Network Specific Information Elements

	TYPE_IE_ACCESS_NETWORK_IDENTIFIER
	Identifier for the access network.

	ACCESS_NETWORK_

ID

	TYPE_IE_NETWORK_AUX_ID
	An auxiliary access network identifier. For an IEEE 802.11 network, this is the SSID of the network
	NETWORK_SYSTEM_

ID

	TYPE_IE_ROAMING_PARTNERS
	Roaming Partners.

Network Operators with which the current network operator has direct roaming agreements
	ROAMING_PARTNERAS

	TYPE_IE_COST
	Cost.

Indication of cost for service or network usage
	COST

	TYPE_IE_NETWORK_SECURITY
	Security characteristics of the link layer
	NETWORK_SECURITY

	TYPE_IE_NETWORK_QOS
	QoS characteristics of the link layer
	NETWORK_QOS

	TYPE_IE_NETWORK_DATA_RATE
	Data Rate. The minimum and maximum value of data rate supported by the link layer of the access network
	DATA_RATE

	TYPE_IE_NETWORK_IP_CONFIG_METHODS
	IP Configuration Methods supported by the access network
	IP_CONFIG_METHODS

	TYPE_IE_NETWORK_CAPABILITIES
	Bitmap of access network capabilities
	NETWORK_CAPABILITIES

	TYPE_IE_LIST_SUPPORTED_LCP
	List of location configuration protocols supported by the access network
	SUPPORTED_LCP

	TYPE_IE_MOBILITY_MANAGEMENT_PROTOCOL
	The type of mobility management protocol supported by MN or access network
	IP_MOBILITY_MGMT


[Modify the text as suggested below: Page 187, line 26]
B.2.6 Data types for IP configuration
	Type Name
	Derived From
	Definition
	Valid Range

	IP_CONFIG_METHODS
	BITMAP(32)
	A set of IP configuration methods
	Bit 0:  IPv4 static configuration
Bit 1:  IPv4 dynamic configuration(DHCPv4)

Bit 2: Mobile IPv4 with foreign agent(FA) care of address(CoA) (FA-CoA)
Bit 3: Mobile IPv4 without FA(Co-located CoA)
Bit 4-10: reserved for IPv4 address configurations
Bit 11:  IPv6 stateless address configuration
Bit 12:  IPv6 statefull address configuration(DHCPv6)
Bit 13:  IPv6 manual configuration

Bit 14-31:  Reserved

	IP_MOBILITY_MGMT
	BITMAP(16)
	Indicates the supported mobility management protocols
	Bit 0: Mobile IPv4
Bit 1: Mobile IPv4 Regional
 Registration

Bit 2: Mobile IPv6 

Bit 3: Hierarchical Mobile IPv6

Bit 4: Low Latency Handoffs
Bit 5: Fast Handovers for Mobile
 IPv6
Bit 6: IKEv2 Mobility and Multihoming Protocol
Bit 7-15: (Reserved)

	IP_CONFIG_STATUS
	BITMAP(8)
	Status of the IP configuration methods
	Bit 0:  IP configuration method is not available

Bit 1:  DHCP Server address is not available

Bit 2:  FA address is not available

Bit 3:  Access Router address is not available

Bit 4:  No information is provided due to accessibility of same entity(FA, Access Router, DHCP Server, etc)

Bit 5-7:  Reserved

	IP_PREFIX_LEN
	UNSIGNED_INT(1)
	The length of an IP subnet prefix
	0-32 for IPv4 subnet

0-128 for IPv6 subnet

	IP_SUBNET_INFO
	SEQUENCE(IP_PREFIX_LEN, IP_ADDRESS)
	Represent an IP subnet. The IP_PREFIX_LEN contains the bit length of the prefix of the subnet to which the IP_ADDRESS belongs
	N/A

	IP_RENEWAL_FLAG
	BOOLEAN
	Indicates whether MN’s IP address needs to changed or not
	True: Change required

False: Change not required





























































































































