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802.21 Information Service
The main goal behind the 802.21 Information service is to allow mobile terminals and network entities to discover information as early as possible that can help/influence them in selection of appropriate networks during handovers. This information is intended to be primarily used by a policy engine type entity that can make effective handover decisions based on this information. This information service is expected to provide mostly static type of information. Other dynamic information about different access networks such as current available resource levels, state parameters, dynamic statistics etc. should be obtained directly from the respective access networks.
Some of the key motivations behind the 802.21 Information Service are as follows:

1] Provide information about different available access networks in a geographical area. Further, this information could be retrieved using any wireless network. Thus, in essence information about a nearby WiFi hotspot could be obtained by using a GSM or other cellular network.
2] Provide static link layer information parameters that could help the mobile devices in selecting the appropriate access network. For example knowledge of whether security and QoS are supported on a particular access network may influence the decision to select such an access network during handovers. 

3] The link layer information comprising of neighbor reports and information about capabilities of different PoAs could also aid in configuring the radios optimally (to the extent possible) for connecting to available/selected access networks. For example knowing about supported channels by different PoAs may help in configuring the channels optimally as opposed to scanning, beaconing etc and then finding out this information. However, for most part dynamic link layer parameters have to be obtained or selected based on direct interaction with the access networks and the Information Service may not be able to help much in that regard.
4] Provide an indication of higher layer services supported by different access networks and other relevant information that may aid in making handover decisions. Such information may not be available (or could not be made available) directly from MAC/PHY layers of specific access networks, but could be provided as part of 802.21 Information service. For example in certain cases classification of different networks into categories such as public, enterprise, home, others etc. may influence the decision to handover. Other information here may be more vendor/network specific in nature and could be specified in that form.
Providing this information about a particular network prior to authentication and authorization would enhance the handover decision.  The information exchange relies on the transport layer security.
Suggested set of Information Elements
The below table lists the set of suggested IEs. The IEs are organized as follows in the below table.

1] List of Available networks in a particular area

2] Information about individual access networks 
3] Information pertaining to individual PoA for different access networks
4] Other information elements

The table also includes individual columns for 802.11 and 802.16 Applicability, indicating how relevant the IEs are to individual access networks and what specific amendments (if any) may be needed from different access networks.
	No
	Name of Information Element
	Description
	Comments
	802.11 Applicability
	802.16 Applicability

	

	1.1
	List of Neighboring Access Networks
	Link types of the networks that are available in a given geographical area.
	: Ethernet

: Wireless - Other

: Wireless - IEEE 802.11
: Wireless – IEEE 802.16
: Wireless - CDMA2000

: Wireless - UMTS

: Wireless - 1X-EV
Etc.

	
	

	For each Access Network the following IEs are defined


	

	2.1
	Number of Point of Attachments (PoA) for a specific Access Network in the Neighborhood


	Number of APs, BSs etc. in the vicinity of client device
	
	From Neighbor Reports
	From Neighbor Reports

	2.2
	Network Operator
	The operator of a network.
	
	To be defined
	First 24 bits of BS ID


	2.3
	Roaming Partners
	Operators with which the current network operator has direct roaming agreements.

	Each operator has the same structure as Network Operator information element. 
	To be defined
	NSI_List

	2.4
	Cost
	Indication of cost for service or network usage.
	Cost is represented as a binary value, i.e., free or charged. 

Is it feasible to define this???
Just a binary value may not be sufficient. Eg. defining link cost allow policy engines to select least cost PoA from a list.

	To be defined
	To be defined

	2.5
	Link Layer Security Capabilities
	Security characteristics of the link layer 

	For example, authentication methods and cipher suites can be part of the security characteristics. 

	Already available
	Already available

	2.6
	Link Layer QoS capabilities
	QoS (Quality of Service) characteristics of the link layer 

	QoS classes, traffic priorities

	Already available
	Already available

	For each PoA within an access network the following IEs can be defined


	
	

	3.1
	Address Information


	MAC Address of PoA
	(no need to define in IE)
	Already available BSSID

	Already available (BS ID)

	3.2
	Location of PoA
	Geographical location of a given PoA. Multiple location types are supported including coordinate-based location information and civic address. 
	The coordinate-based location information is defined in RFC 3825 and consists of:  

· Latitude

· Longitude

· Altitude

The civic address location information is TBD.

	
	

	3.3
	Data Rate
	The minimum and maximum value of data rate supported by the link layer of a given PoA.

	A data rate is represented as a 32-bit unsigned integer in unit of Kbps.
	Already available
	Already available

(Traffic Rate/Service Flows)



	3.4
	PHY Type
	The media PHY type.
	The PHY type can be defined by media-specific MIB.

	Already available
	Already available

	3.5
	MAC Type
	The media MAC type.
	The MAC type can be defined by media-specific MIB.

	Already available
	Already available

	3.6
	Channel Range/Parameters
	Spectrum range supported by the Channel for that PoA


	This could be range in MHz, GHz etc.
	Already available
	Already available

	3.7
	Subnet Information


	Information about subnets supported by a typical PoA


	This could help in inter-subnet handovers. 
Is this feasible?
	
	

	3.8
	Individual PoA Capabilities Bitmap
	Bitmap of PoA capabilities
	Security Available           Y/N

QoS Available                 Y/N

Internet access available Y/N ??
IP Version 4 supported    Y/N ??

IP Version 6 supported    Y/N ??

Others :

	
	

	
	
	
	
	
	

	Other Information Elements



	4.1
	Operator/User policies etc.


	Variable length datatype with a maximum bound

	
	
	

	4.2
	Vendor specific IEs


	
	
	
	

	4.3
	Higher Layer Service
	Service availability list or indication
	Either directly or on request provide a list of higher layer services OR  an indication of requested higher layer service
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