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1 Introduction

MIH Event and Command Services are used for inter-technology handovers during network selection and handover control processes. The ES/CS require a higher layer transport to enable network controlled usage scenarios and also station centric scenarios to a certain extent. This document covers material related to the ES/CS usage scenarios, additional protocol functionality and transport requirements for higher layer transport of ES/CS messages. This work is the output of the ad-hoc teleconference meetings and email exchanges. 

This is a working document and should therefore, be considered only as a draft.
2 Usage Scenarios

The usage scenarios can be broadly split as i) direct communications between involved MIH entities and ii) proxy communications that involve one or more proxy MIH nodes in between two MIH end nodes. The higher layer transport for MIH ES/CS should ensure that the two usage models are enabled. The transport can be defined a connection to carry between two MIH functions, including the proxy node. As such, there are no specific transport layer implications for the proxy node functionality. In order to have end-to-end MIH communications, there may be more than one transport leg involved.
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Figure 1 Direct Communications
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Figure 2 Proxy Communications
3 Functional Requirements 
As part of ES/CS higher layer requirements, there were discussions related to new MIH functionality related to event/command services.
3.1 MIH Registration (Insert in section 8.4.1.1)
MIH Registration is a MIH level message exchange that allows creating MIH pairing between two MIH entities. The MIH registration request is sent by a client MIH function to a peer MIH function in the network to setup a session and possibly, assign an identifier. This identifier can be used in future MIH communication between the two nodes while the registration session is active. Upon successful registration, the MIH peers can exchange MIH messages for MIH services. MIH peer shall not receive or provide any MIH services without through the registration process. 
The following figure shows a reference MIH ES/CS communication state diagram. In the MIH-idle state, MIH node performs a MIH peer discovery to determine the end point address. After MIH discovery, MIH node will perform capability discovery to determine what services are supported at the other end. MIH node can perform the MIH registration to create the pairing and transition to MIH-Active state where it can exchange MIH protocol messages. In the MIH-Active state, the MIH peers can request for specific event registrations or send MIH commands to request specific actions.
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3.1.1 MIH_Register.Request (Optional insertion into draft in section 7)
3.1.1.1 Function


This primitive is used by a peer MIH Function to communicate with the MIH Function in the network to perform registration.

3.1.1.2 Semantics of service primitive

MIH_Register.Request
(

Source Identifier (MIH-ID),
Destination Identifier (MIH-ID), 
[Session ID],
RegistrationCredentials,

More …
)

Local or Remote: Remote

MIHF (Network) <> MIHF (Network)


MIHF (network) <> MIHF (client)

	Name
	Type
	Valid Range
	Description

	Source Identifier
	Identifier
	Any valid  individual or group identifier (e.g. NAI or FQDN) 
	 Source of this message

	Destination Identifier
	Identifier
	Any valid  individual or group identifier (e.g. NAI or FQDN)
	 Destination of this message

	[Session Id]
	Identifier
	
	 Optional Session Identifier 

	Registration Credentials
	Credentials
	
	

	More ..? (e.g. TTL)
	
	
	


3.1.1.3 When generated

The MIH Function generates this message when it needs to perform a MIH registration to a particular destination MIH function.
3.1.1.4 Effect on receipt


Upon receipt, the MIH Function can verify the credentials and perform additional security measures (not defined in 802.21) to complete the registration.
3.1.2 MIH_Register.Response (Optional insertion into draft in section 7)
3.1.2.1 Function


This primitive is used by a peer MIH Function to communicate with the MIH Function in the network to indicate the result of a registration request.

3.1.2.2 Semantics of service primitive

MIH_Register.Response
(

Source Identifier ,

Destination Identifier,

,

Result Code,
Session Id,

More …
)

Local or Remote: Remote

MIHF (Network) <> MIHF (Network)


MIHF (network) <> MIHF (client)

	Name
	Type
	Valid Range
	Description

	Source Identifier
	Identifier
	Any valid  individual or group identifier
	 Source of this message

	Destination Identifier
	Identifier
	Any valid  individual or group identifier
	 Destination of this message

	
	
	
	

	Result code
	BOOL
	SUCCESS, FAILURE
	

	Session Id
	Identifier
	
	A session identifier assigned to the registration period or copied from registration req, if present

	More ..? (e.g. TTL)
	
	
	


3.1.2.3 When generated

The MIH Function generates this message when after completion of registration request processing.
3.1.2.4 Effect on receipt


Upon receipt, the MIH Function can determine that the result of registration request.
3.1.3 MIH_Registration Request (Insert into 8.4.1.1)

	Name
	Type
	Length
	Value

	Source Identifier
	xxx
	variable 
	MIHF-ID (e.g. NAI or FQDN)

	Destination Identifier
	xxx
	variable
	MIHF-ID (e.g. NAI or FQDN)

	Registration Credentials
	xxx
	variable
	Structure to be defined


3.1.4 MIH_Registration Request (Insert into 8.4.1.2)

	Name
	Type
	Length
	Value

	Source Identifier
	xxx
	variable 
	MIHF-ID (e.g. NAI or FQDN)

	Destination Identifier
	xxx
	variable
	MIHF-ID (e.g. NAI or FQDN)

	ReqistrationResult 
	xxx
	BOOL
	1 - Success; 0 - Failure

	Session ID 
	xxx
	variable
	string

	TTL
	xxx
	4
	Time Registration is valid


3.1.5 Multiple MIH Registration

Do we need this?
Multiple MIH registration can be useful when the different transports are used for different MIH services e.g. L2 for IS and L3 for ES/CS. There is a need for a little more discussion on these usage scenarios. Do we need registration for IS?
3.2 MIH ES Message Reliability (carried over to #523)
MIH event messages need reliability for remote communication on an end-to-end basis to ensure the receipt of data to the intended destination. Reliability can achieved either at the MIH protocol level or at the transport level. Reliability at the MIH protocol level will ensure efficiency and reduce the latency in the delivery of MIH ES messages. 
A generic MIH level ACK packet can be used to acknowledge the successful receipt of various ES/CS messages at the destination end point. The source shall receive the ACK to determine the reliable delivery to the destination. If the message or the MIH ACK is lost, the source shall timeout (value to be TBD) and retransmit the same MIH ES message. The back-off mechanism and the number of retransmissions a MIH source can retry for successful delivery is outside the scope of the document.
3.2.1 MIH ACK Message
3.2.1.1 Function


This primitive is used by a peer MIH Function to communicate with the MIH Function that has sent out an MIH event to acknowledge the receipt of the message. This primitive generates an ACK response to the message.

3.2.1.2 Semantics of service primitive

MIH_ACK
(

Source Identifier,

Message Code,
Transaction Id

)

Local or Remote: Remote

MIHF (Network) <> MIHF (Network)


MIHF (network) <> MIHF (client)

	Name
	Type
	Valid Range
	Description

	Source Identifier
	Identifier
	Any valid  individual or group identifier
	 Source of this message

	Destination Identifier
	Identifier
	Any valid  individual or group identifier
	 Destination of this message

	Message Code
	EnhancedMessageId
	TBD
	 Message code

	Transaction Id
	Identifier
	
	 Transaction Identifier copied from received message


3.2.1.3 When generated

The MIH Function responds with this primitive upon receipt of any remote event.
3.2.1.4 Effect on receipt


Upon receipt, the client MIH Function can determine that the event was received successfully. And discard the MIH message from the buffer. 
4 Transport Layer Requirements 
· MIH ES/CS transport shall support both IPv4 and IPv6 based networks

· MIH ES/CS transport shall preserve the message boundaries i.e. the MIH messages are delivered as a single complete unit

· MIH ES/CS transport shall provide means for NAT traversal

· MIH ES/CS transport shall provide means for firewall traversal

· MIH ES/CS transport shall provide security as defined by IETF standards

· MIH ES/CS transport shall provide efficient, optimized and timely delivery of ES/CS messages
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