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Draft New ITU-T Recommendation MMR
Mobility Management Requirements for NGN 
Summary 
[JRG agreement: editorial correction to support the title is needed]
This Recommendation describes the requirements for mobility management (MM) for Next Generation Networks (NGN). For this purpose, this Recommendation describes the considerations for mobility management in the NGN, classifies the types of mobility management for NGN environment, and identifies a set of the MM requirements for NGN. 
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1 Scope

[JRG agreement: need to include FULL MM specifically in scope section]
The scope of this Recommendation is to identify the requirements for Mobility Management (MM) for NGN. Note that the scope of this recommendation is not limited to a specific level of mobility but covers full mobility. To that end, this Recommendation describes the followings:
· Considerations of Mobility Management for NGN;

· Classification of Mobility Management types for NGN;

· Requirements for Mobility Management for NGN.
2 References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.
The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation

[1]
ITU-T Supplement Q.Sup52 (2004), “ NNI Mobility Management Requirements for Systems beyond IMT-2000”
[2] 
ITU-T Recommendation M.3100 (1995), “Generic network information model”

[3]
ITU-T Recommendation E.164 (1997), “The international public telecommunication numbering plan”

[4]
ITU-T Recommendation E.212 (1998), “The international identification plan for mobile terminals and mobile users.”

[5]
ITU-T Recommendation Q.1290 (1998), “Glossary of terms used in the definition of intelligent networks”

[6]
ITU-T Recommendation Q.1400 (1993), “Architecture framework for the development of signalling and OA&M protocols using OSI concepts”

[7]
ITU-T Recommendation Q.1701 (1999), “Framework for IMT-2000 networks”

[8]
ITU-T Recommendation Q.1702 (2002), “Long-term vision of network aspects for systems beyond IMT-2000”

[9]
ITU-T Recommendation Q.1703 (2004), “Service and Network Capabilities Framework of Network Aspects for Systems Beyond IMT-2000”

[10]
ITU-T Recommendation Q.1711 (1999), “Network functional model for IMT-2000”

[11] 
ITU-T Recommendation Q.1721 (2000), “Information flows for IMT-2000 capability set 1”

[12]
ITU-T Recommendation Q.1741.1 (2002), “IMT-2000 References to Release 1999 of GSM Evolved UMTS Core Network with UTRAN Access Network”

[13]
ITU-T Recommendation Q.1741.2 (2002), “IMT-2000 References to Release 4 of GSM evolved UMTS Core Network with UTRAN Access Network”

[14]
ITU-T Recommendation Q.1741.3 (2003), “IMT-2000 References to Release 5 of GSM evolved UMTS Core Network”

[15]
ITU-T Recommendation Q.1742.1 (2002), “IMT-2000 References to ANSI-41 evolved 


Core Network with cdma2000 Access Network”

[16]
ITU-T Recommendation Q.1742.2 (2003), “IMT-2000 References (approved as of 11 July 2002) to ANSI-41 Evolved Core Network with cdma2000 Access Network”

[17]
ITU-T Recommendation Q.1742.3 (2004), “IMT-2000 References (approved as of 30 June 2003) to ANSI-41 Evolved Core Network with cdma2000 Access Network”

[18]
ITU-T Recommendation Q.1761 (2004), “Principles and requirements for convergence of fixed and existing IMT-2000 systems”

[19]
ITU-R Recommendation M.687-2 (1997), “International Mobile Telecommunications-2000 (IMT-2000)”

[20]
ITU-R Recommendation M.816-1 (1997), “Framework for services supported on International Mobile Telecommunications‑2000 (IMT-2000) ”

[21]
ITU-R Recommendation M.1034-1 (1997), “Requirements for the radio interface(s) for International Mobile Telecommunications‑2000 (IMT‑2000) ”

[22]
ITU-R Recommendation M.1168 (1995), “Framework of International Mobile Telecommunications‑2000 (IMT‑2000)”

[23]
ITU-R Recommendation M.1224 (1997), “Vocabulary of terms for International Mobile Telecommunications-2000 (IMT-2000)”

[24]
ITU-R Recommendation M.1645 (2003), “Vision framework and overall objectives of the future development of IMT-2000 and of systems beyond IMT-2000”
[25] 
NGN Focus Group draft deliverable, “Mobility Management Capability Requirements for NGN”
[26]
NGN Focus Group draft deliverable, “NGN Release 1 requirements”
[27]
NGN Focus Group draft deliverable, “NGN Release 1 Scope”
[28]
NGN Focus Group draft deliverable, “Security Requirements for NGN Release 1”
[29]
NGN Focus Group draft deliverable, “Guidelines for NGN-Security for Release 1”
3 Definitions

This Recommendation uses the definitions and terms that have been defined in the relevant ITU-T documents such as [1], [25].

In addition, this Recommendation defines the following terms:

	Mobility
	The ability for the user or other mobile entities to communicate and access services irrespective of changes of the location or technical environment.

	Mobility Management
	The set of functions used to provide mobility. These functions include authentication, authorization, location updating, paging, download of user information and more.

	Home Network
	The network associated with the operator/service provider that owns the subscription of the user.

	Visited Network
	The network that is local to the user in a roaming configuration.

	Seamless Service
	The service that will prevent users experiencing any service disruptions while maintaining mobility or portability [8]

	Roaming
	This is the ability of the users to access services according their user profile while moving outside of their subscribed home network, i.e. by using an access point of a visited network. This requires the ability of the user to get access in the visited network, the existence of an interface between home network and visited network, as well as a roaming agreement between the respective network operators


4 Abbreviations

[Editor’s Note: this section need to be updated according to the change of text in the other sections]

This Recommendation uses the following abbreviations:
AAA

Authentication, Authorization and Accounting

AN

Access Network

AR

Access Router

CN

Core Network(s)

FM

Family Member

IMT

International Mobile Telecommunications

IP

Internet Protocol

MM

Mobility Management

MMP

Mobility Management Protocol

MMR

Mobility Management Requirements

MT

Mobile Terminal
NGN

Next Generation Network

QoS

Quality of Service

SBI2K

Systems Beyond IMT-2000

SDO

Standards Development Organization

SIP

Session Initiation Protocol

WLAN

Wireless LAN
5 Introduction

[JRG agreement: need to define seamless mobility, use Service Continuity with seamless HO, if define]
[Editor’s note: seamless mobility is replaced with seamless service which is defined]
This Recommendation describes the requirements for mobility management (MM) in NGN. This work has been motivated from the observation that the NGN continue to evolve toward the convergence of fixed networks and wireless mobile networks, in which there is a crucial need to identify the requirements for mobility management to provide mobility for the users and services in the NGN environment.

The rationale behind NGN is the convergence of fixed and wireless networks and ultimately migration to interoperable and harmonised network architectures. This trend is becoming an industry requirement so as to provide seamless services transparently to the users across different access network arrangements This Recommendation therefore asks: “What requirements for mobility management should be considered to support the seamless services in the NGN networks.”
This Recommendation identifies the considerations and requirements for mobility management (MM) for NGN.  

The mobility management is an essential requirement for NGN users to communicate anytime and from anywhere. This could be facilitated through the use of various wireline or wireless access technology to enable users to communicate over heterogeneous network environments.

In particular, with the massive growth in the number of users and the continuing deployment of heterogeneous systems, the demand to provide seamless services to the NGN users gets stronger with time, and such pursuit presents new challenges and requirements for new types of MM that could provide seamless services across heterogeneous networks.

A promising solution for the new type of MM in NGN should take into account the long-term trends for future networks, the need for a smooth evolution of the infrastructure, and also the issue of backward compatibility with existing networks.

In this respect, this Recommendation will identify a set of requirements for mobility management in the emerging NGN. Section 6 describes the consideration for mobility management for NGN, together with the general features and functionality associated with MM for NGN. Section 7 classifies the types of mobility management to be addressed to provide seamless services in NGN environment. Finally, a set of the requirements for MM will be identified and characterized for NGN in Section 8.
6 Considerations for Mobility Management in NGN
This section describes the generic features and considerations associated with mobility management (MM) so as to facilitate the identification of MM requirements and protocols for NGN.
6.1 Network Environments

.


In the NGN, it is expected that a variety of the existing and new wired/wireless access network technologies are supported, such as WLAN, xDSL and 2G/3G mobile networks etc as shown in Figure 6.1. Each of the access networks is connected to the NGN core network, to provide the same set of services for users (more generally, for mobile objects), preferably independently of the access network type. 
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Figure 6.1: Envisioned network environment of NGN 





6.2 General Mobility Management Features
Mobility has been used a little differently according to its application areas. However the general feature of the mobility could be described as follows:
6.2.1 Moving Object
Mobility Management can be classified as follows according to what moves;

· Terminal mobility

This is the mobility for those scenarios where the same terminal equipment is moving or is used at different locations. The ability of a terminal to access telecommunication services from different locations and while in motion, and the capability of the network to identify and locate that terminal.

· Network mobility

The ability of a network, where a set of fixed or mobile nodes are networked to each other, to change, as a unit, its point of attachment to the corresponding network upon the network’s movement itself.
· Personal mobility

This is the mobility for those scenarios where the user changes the terminal used for network access at different locations. The ability of a user to access telecommunication services at any terminal on the basis of a personal identifier, and the capability of the network to provide those services delineated in the user's service profile.
· Service mobility

This is Mobility, applied for a specific Service, i.e. the ability of a mobile object to use the particular (subscribed) service irrespective of the location of the user and the terminal that is used for that purpose.
6.2.2 Service Quality

Mobility also could be classified as Figure 6.2 according to service quality.
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Figure 6.2: Mobilities according to service quality

[JRG agreement: need to add definition of Nomadicity]
· Service continuity

The ability for a mobile object to maintain ongoing service over including current states, such as user’s network environment and session for a service. This has Seamless Handover and Handover. 
- Seamless Handover: It’s one special case of mobility with service continuity, when it’s preserved the ability to provide services without any impact on their service level agreements to a mobile object during and after movement.
- Handover: The ability to provide services with some impact on their service level agreements to a mobile object during and after movement.
· Service discontinuity

The ability to provide services irrespective of environment changes of a mobile object, but not to be able to maintain ongoing service. This has Roaming and Portability.
. 
[JRG agreement: the text regarding roaming goes to the definition section]
- Nomadicity: Ability of the user to change his network access point on moving. When changing the network access point, the user's service session is completely stopped and then started again, i.e., there is no service continuity or hand-over used. It is assumed that normal usage pattern is that users shutdown their service session before moving to another access point. 
- Portability: Ability of a user identifier or address to be allocated to different system when the user moves from one location to another.


6.2.3 Mobility Layer
The layer concept specified in M.1645 [24] could be a standard to classify mobility management. 

· Horizontal mobility 

The mobility on same layer defined in [24]. Generally it is referred as the mobility within the same access technologies.

· Vertical mobility

The mobility between different layers defined in [24]. Generally it is referred as the mobility between different access technologies.
6.3 Consideration on User Part
[JRG agreement: global replacement of “customer network” with “user network”]
NGN needs to consider more general type of user part, i.e. user network, as well as simple form like user terminal as depicted in Figure 6.4 below. It shows a user network with multiple Service Platforms and each Service Platform may run multiple Service Applications. In such a user network multiple users may associates themselves with one or more service applications, by providing one of their user identifiers to the application. For example, this might typically be a SIP URL.  The service application is bound to a TCP/IP socket of the Service Platform Interface. Via the user’s connectivity network the SPI binds itself to an access network specific Network Termination. Finally the network termination is bound to the Network Attachment Point of the access network. 
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Figure 6.3: User network configuration

Only one Network Termination is shown in the user network but multi-homing may be considered.

In this user network scenario there is a many to one relation between the different types of endpoints. A mobile terminal may represent a limit case where there is a one to one relation between the user and his service application, the service application and the service platform interface and between the service platform interface and the network termination. 
6.3.1 Mobility Scenarios According to Changes of Endpoints

Figure 6.5 shows a number of mobility scenarios including some that involve mobility within the end user equipment area. 
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Figure 6.4: Mobility Scenarios according to the changes of endpoint

The arrows show mobility taking place as described in the following paragraphs. Each mobility scenario is numbered to the left of the figure. 

A user may only change his association with a Service Application when he moves from one Service Platform to another, either within a user network (1) or when he moves from one user network to another (2). All other bindings remain fixed in this case. 

The user may also move his Service Platform, thereby changing the binding between the Service Platform Interface and his Network Termination. Again this may be done within a user network (3) or when moving from one user network to another (4). The binding between the Network Termination and the Network Attachment Point doesn’t change in these two scenarios.

If the Network Termination supports mobility, the user may change the binding between the Network Termination and its Network Attachment Point. The change may be to another NAP on the same access network (5) or on another access network (6). The other bindings do not change in these scenarios.

Finally a more complex scenario is shown in (7) where the SPI supports mobility. Such an SPI could be used to bind to either a NT in a user network or act as an NT to bind to a NAP. 

Figure 6.6 further illustrates the option to gain access to different Service Providers from different Service Platforms (or different Service Applications on the same Service Platform) in the same user network.
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Figure 6.5: Single NT with multiple ANs
A user uses the same service application and the same network termination but changes his network interface card within the same terminal, which has two or more network interface cards of Service Platform (1-1). In this case, the user uses the same Network Termination (NT) but can change its access network, which is matched with the network interface card. 

A user can move his service platform, thereby changing the binding between the Service Platform Interface and his Network Termination. Changing the binding between the Service Platform Interface and his Network Termination is done within a user network and between two access networks (3-1) as well as between two user network and between two access networks (4-1). These scenarios can occur for improving network performance, and so on.

6.4 Mobility Management Functionalities

MM in NGN will be realized by using the basic mobility-related functionalities plus the associated functionalities. The basic functionalities are concerned directly with mobility management for mobile users and terminals, whereas the associated functionalities are used for supporting MM or for exchanging related information for overall control and management purposes.

The basic MM functionalities include location and handover management. 
6.4.1 Location Management

Location Management is performed to identify the current network location of a Mobile Terminal (MT) and to keep track of it as it moves. Location management is used for the control of calls and sessions terminated at the MT. Location information is given to the call or session manager for establishing a session. With the help of location management, the correspondent node is able to locate the MT and establish a session via appropriate signalling.

Location management consists of tow basic functions such as location registration and call delivery/paging. The location registration is the procedure to register the its current location when MTs change the attachment point to the network. The call delivery is to deliver packets to the destined MTs and the paging is used to search the MTs in dormant mode.
6.4.2 Handover Management 

Handover Management is used to provide MTs with session continuity whenever they move into different network regions and change their point of attachment to the network during a session. The main objective of seamless handover is to minimize service disruption due to data loss and delay during the handover. Most MM protocols perform handover management together with an appropriate location management scheme. According to the handover areas concerned, the handover types can be classified into “handover within an AN”, where the MT moves across the regions with the same AN in NGN, and “handover between different AN or CN,” where the MT changes its concerned access system for on-going sessions.
7 Classification of Mobility Management 

[JRG agreement: Appendix II (Classification of Mobility based on network topology) of Y.NGN-MOB to be included as appendix and “Service Level Mobility” should be defined]
Note that various types of mobility exist in NGN environment. Mobility management requirements also are different according to mobility types. In the recommendation, the classification illustrated in Figure 7.1 is only considered. In Figure 7.1, the MM issues for NGN could be classified into Intra-Network MM and Inter-Network MM. Intra-Network MM could be further subdivided into Intra-AN MM and Inter-AN MM.
[JRG question: What to call a CN with two AN/operators? ( Agreement: the same physical core network is supporting two logical CNs.]
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Figure 7.1 Classification of MM

A more detailed description on Inter-Network and Intra-Network is:
· Intra-CN MM
“Intra-CN” MM addresses MM issues within a network. It can be subdivided into “Intra-AN” MM and “Inter-AN” MM.
· Intra-AN MM 

“Intra-AN” MM addresses MM issues within an AN. In Figure 7.1, for example, MM within AN1 of CN1 can be classified as Intra-AN MM, marked as ‘3’ in the figure.

· Inter-AN MM 

“Inter-AN” MM addresses MM issues between different ANs within the CN. Inter-AN MM can be further classified into the following two sub-types:

(1) MM between the same type of ANs (e.g., MM between two AN1’s within the CN1, marked as 2a in Figure 7.1): and

(2) MM between different types of ANs (e.g., MM between AN1 and AN3 within CN1, marked as 2b in Figure 7.1).
· Inter-Network MM (Inter-CN MM)

“Inter-Network” MM addresses MM issues between networks and was mainly touched in Q.Sup52. Inter-Network MM will always accompany the MM issues between two ANs, i.e., Inter-AN MM. In addition to those, Inter-Network MM must handle the MM issues that occur with MT handovers across different core networks (i.e., Network-to-Network Interface (NNI)), such as user authorization and Service Level Agreement (SLA) negotiation. In Figure 7.1, for example, the MM between CN1 and CN3 is Inter-Network MM, marked as ‘3’ in the figure.
8 Requirements for Mobility Management 
The MM requirements could be given differently according to MM types such as Inter-CNs, Inter-ANs, and Intra-AN. Main differences of MM requirements are summarized as the following table.

	
	Administration
	Access technology
	Handover type 
(if needed)

	Inter-CN MM
	different
	same/different
	horizontal/vertical

	Inter-AN MM
	Same*
	different
	vertical

	Intra-AN MM
	same
	same
	horizontal



*For the case of Network Sharing the same physical core network is supporting two logical CNs
Note that the following requirements are only minimum requirements, so better features could be provided in each MM types in practice. Also this recommendation mainly focus on IP based new ANs rather than legacy ANs which may have already their MM solutions. 
8.1 General Requirements
This section describes a set of general requirements for MM in NGN regardless of MM types.
8.1.1 Harmonization with the IP-based Networks 

The NGN is envisaged to be IP-based. Accordingly, the MM protocols for NGN should be IP-based or, at least, well-harmonized with IP technology for its efficient and integrated operation in such future networks. It is also recommended to re-use to the extent possible the existing MM techniques/technologies for the design of the MM protocols for NGN, potentially through co-operation with external forums and SDOs.
8.1.2 Separation of Control and Transport Functions

Transport plane should be separated from control plane for efficient mobility management and scalability. Such separation of control and transport planes provides the architectural flexibility that facilitates the introduction of new technologies and services. Open interfaces between the control plane functions and the transport plane functions are necessary to implement their separation.
8.1.3 Provision of a Location Management Function

To support the mobility of users/terminals, the locations of users/terminals are tracked and maintained by one or more location management functions whenever they move. In harmony with the overall IP-based structure envisaged, location management should be based on an IP-specific approach such as the Mobile IP Home Agent, or the SIP registrar.
8.1.4 Provision of Mechanisms for Identification of Users/Terminals 

The MM protocols in NGN must specify how the users/terminals are to be identified in the networks or systems for mobility management. This identification functionality will be the first step to be taken in the mobility management process and thus used for authentication, authorization and accounting of user/terminal.
8.1.5 QoS Support 

The MM protocols must QoS, which mobile users require, to support QoS required services such as VoIP, streaming, and so on as well as convenient Internet best-effort services. However the required level of QoS could be different according to MM types which are described in Figure 7.1.
8.1.6 Interworking with Established AAA and Security schemes

The MM protocols for NGN must specify how users/terminals are to be authenticated, authorized accounted, and secured for services using standard AAA and security mechanisms. 

The result of the AAA functionality will be a yes/no decision on the service request made by a user. As a next step, the access network configuration will be adapted to the mobile/nomadic user such that it satisfies the particular Quality of Service (QoS) level and security association for the requested service. These mechanisms should be based on the user’s subscription profile and the technical resource constraints of the respective access networks.

8.1.7 Location Privacy
The location information of particular users should be protected from non-permitted entities. This will entail mutual authentication, security association, and other IP security requirements between the mobile terminal and the location management function.
8.1.8 Support of Network Mobility

NGN are envisioned to include moving networks as well as moving terminals. Typical example platforms for moving networks could be bus, train, ship, aeroplane and so on. The MM protocols in NGN need to efficiently support these kinds of moving networks. 

8.1.9 Support of Ad-hoc Networks
The support for ad-hoc networks is essential because this kind of networks is envisioned one of major access technologies in NGN. 

8.1.10 Resource Optimization
The provision of the scheme for resource optimization is required to save power consumption in the mobile terminals and signalling overhead in network side. The resource optimization should be provided to the terminals in active mode as well as in idle mode.
The support of resource optimization for idle mode terminals is mainly achieved with paging procedure and this procedure is usually tightly coupled with location management.  



8.1.11 Support of IPv4/IPv6 and Public/Private addresses
Currently IPv4 is dominant but IPv6 is being expected to be widely deployed in near future. Accordingly the MM protocols must support IPv6 as well as IPv4. In addition, note that users/terminals may use private address rather than public IP addresses according to the network environment regardless of IP version. Accordingly MM should allow for the uses of private addresses. In this case, a proxy agent might be needed to support MM related operations such as location update and paging.

8.1.12 Provision of Personal and Service Mobility
To realize diverse applications in NGN, personal and service mobility, which are defined in section 6.2.1 as well as terminal mobility must be provided. 

8.1.13 User Data Accessibility
Services and other network functions require some user data in order to be appropriately customized. These can be either "user subscription data" or "network data".
8.1.14 Support of Several Kinds of Mobile Endpoints
In the NGN environment there are different types of mobile endpoints to be considered. The mobile endpoint can be an application in SIP, interface in the Mobile IP, and so on as well as it can be in a core network, an access network, a user premise network or a service platform. So, each network related to the mobile endpoints should be able to support the mobility of every mobile endpoint.
8.1.15 Maintenance of Binding Information
There are many types of bindings for services as follows:
· between a user and a service application
· between an application and a network interface card
· between a Service Platform and a Network Termination
· between a Network Termination and a network access point- between two different access networks
In NGN environment, all above bindings should be maintained for supporting mobility. Because of this, binding information needs to be maintained in a relevant place.
8.2 Requirements for Inter-CNs MM 
This section describes a set of requirements specific to Inter-CNs MM in NGN.
8.2.1 Independence from Network Access Technologies

It is expected that NGN will consist of an IP based core network with several access networks that may use different access technologies, as shown in Figure 5.1. In this architecture, MM should provide mobility between either homogeneous or heterogeneous types of access networks that belong to the same or different operators. Accordingly, it is required that MM be independent of the underlying access network technologies such as 2/3G Cellular, WLAN, etc.
8.2.2 Effective Interworking with Existing MM Protocols

Existing ANs are likely to use their own MM instead of new MM. Accordingly, the NGN MM must be able to effectively interwork with the existing MM protocols.
8.3 Requirements for Inter-ANs MM
This section describes a set of requirements specific to Inter-ANs MM in NGN.
8.3.1 Independence from Network Access Technologies

It is expected that NGN will consist of an IP based core network with several access networks that may use different access technologies, as shown in Figure 5.1. In this architecture, MM should provide mobility between either homogeneous or heterogeneous types of access networks that belong to the same or different operators. Accordingly, it is required that MM be independent of the underlying access network technologies such as 2/3G Cellular, WLAN, etc.
8.3.2 Provision of Mechanisms for Context Transfer

When an MT moves across different networks, the context information of the current session, such as QoS level, security method, AAA mechanism, compression type in use, etc., might be helpful in performing the handover of the session to the new access network (e.g., minimizing the latency involved in handing the session over to new serving entities.) The proper use of a context transfer mechanism could substantially reduce the amount of overhead in the servers that are, respectively or in combined manner, used to support QoS, security, AAA and so on.
8.3.3 Effective Interworking with Existing MM Protocols

Existing ANs are likely to use their own MM instead of new MM. Accordingly, the NGN MM must be able to effectively interwork with the existing MM protocols.
8.3.4 Provision of a Handover Management Function for Seamless Services

MM should support handover management for maintaining session continuity during movement. Furthermore, those mechanisms should provide fast handovers to cater for seamless non real-time and real-time services’ requirements (; e.g, VoIP and video streaming). 
In Inter-ANs MM, the handover might be vertical handover between ANs with different access technologies because a CN can include various kinds of ANs. 

8.3.5 Support of Policy-based and Dynamic Network Selection 

After detecting the presence of a wireless network, it shall be possible for the user to choose to connect to one of the networks to obtain service, based on the following policies:

· Quality of service level needed for a particular service, e.g., bandwidth availability, time delay, packet loss ratio, etc.

· Cost for the particular service in each network.

· Security level that the network can provide.

Once connected the terminal shall be able to track information of the current network based on the above-mentioned aspects. For example, when a user detects that the QOS level has gone down, it can handover the service to a new network instantly. From the user’s point of view, the network switchover is not visible.

8.4 Requirements for Intra-AN MM
This section describes a set of requirements specific to Intra-AN MM in NGN.
8.4.1 Provision of Mechanisms for Context Transfer

When an MT moves across different networks, the context information of the current session, such as QoS level, security method, AAA mechanism, compression type in use, etc., might be helpful in performing the handover of the session to the new access network (e.g., minimizing the latency involved in handing the session over to new serving entities.) The proper use of a context transfer mechanism could substantially reduce the amount of overhead in the servers that are, respectively or in combined manner, used to support QoS, security, AAA and so on.
8.4.2 Provision of a Handover Management Function for Seamless Services

MM should support handover management for maintaining session continuity during movement. Furthermore, those mechanisms should provide fast handovers to cater for seamless non real-time and real-time services’ requirements (; e.g, VoIP and video streaming). 
In Inter-AN MM, the handover means the horizontal handover within an AN. Accordingly the handover in Intra-AN should provide better performance than it in Inter-ANs.
Appendix A- Classification of Mobility based on network topology
Figure A.1 shows an example of multiple levels of mobility for certain access network types and mobility technologies. Other examples for other access network types and mobility technologies are, of course, possible. The figure depicts that mobility supported at lower levels in the architecture may not be visible to higher levels. It also shows that mobility may be handled at levels all the way up to the application.
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Figure A-1: Example of levels of mobility
· Mobility at the Service Level 

Service level mobility is mobility across CS or PS domains in NGN. This might be within a single NGN or across NGNs. Service level mobility might for example exploit E.164 address to SIP-URI resolution capability. This way, service level mobility can be provided when a user is roaming between different administrative domains, which would necessitate inter-domain mobility at session control level. Service level mobility between different combinations of CS and PS session is possible for NGN.
· Mobility at the Inter-Access Network Level 

Inter-access network mobility is related to the possibility for a user to roam across CS or PS domains using various network mobility technologies such as Mobile IP or MAP.
· Mobility at the Intra-Access Level (Wide Area)

Intra-access level mobility (wide area) refers to either the PS domain or CS domain in NGN. Mobility is provided by the access network technology. For example, mobility at this level might be provided by GPRS roaming technology for movement between SGSNs within a GGSN. 
· Mobility at the Intra-Access Network Level (Local Area)

Intra-access network level mobility (local area) refers to mobility within a particular access technology, generally within a limited geographic area,  but handled above the radio resource control layer.
· Mobility at the Intra-Access Network Radio Level 

Intra-access network radio level mobility refers to the mobility at radio level (e.g. RRC layer in UMTS or cdma2000, RR layer in GPRS).
· Mobility at the Personal Level 

Personal level mobility refers to the mobility at user level. For example, a user can perform mobility between terminals, such as an IPv4 MS (Mobile Station) and an IPv6 MS. 
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